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Cryptocurrencies like bitcoin have been touted as everything from a tool that will 
revolutionize commerce to “the very worst of speculative capitalism.”[1] Less 
attention has been given to their practical application vis-à-vis commercial and 
insolvency law. 
 
Even so, cryptocurrencies are steadily working their way into the traditional 
economy as payment systems and investment vehicles. For example, as 2017 drew 
to a close, 11 percent of Americans surveyed said they currently or previously 
owned virtual currencies,[2] major financial institutions began offering 
cryptocurrency trading and investment products,[3] and more than 100,000 
businesses accepted cryptocurrency for payment.[4] Additionally, several 
emerging businesses have announced plans to make or facilitate cryptocurrency-
backed loans.[5] 
 
But should they? Digital assets as a medium of exchange offer tremendous 
flexibility and convenience, yet there is uncertainty in the way commercial law will 
treat this form of property, both in and out of bankruptcy. For example, 
cryptocurrency could plausibly be classified as a “general intangible” under Article 
9 of the Uniform Commercial Code, a form of property as to which a security 
interest is perfected by filing a financing statement.[6] While this means vendors 
accepting cryptocurrency as payment could unwittingly end up holding another 
party’s collateral due to the fact that a security interest will continue in many 
assets following disposition, the public nature of cryptocurrency transactions also 
may make it easier for lenders and bankruptcy trustees to trace specific bitcoins in 
order to recover them or their value. 
 
Bitcoin Basics 
 
Broadly speaking, cryptocurrency is a generic term for a wholly digital asset that can be used as an 
investment vehicle or medium of exchange and payment. It is not supported by any physical asset, the 
full faith and credit of any government, or the creditworthiness of any business. Instead, cryptocurrency 
derives its value from the perception of its worth in the market. 
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Cryptocurrency is based on an application of “blockchain,” a computer technology that creates a public, 
tamper-proof and anonymous digital ledger of transactions with a variety of different uses.[7] 
Ownership of a cryptocurrency unit — one bitcoin, for example — represents access to a specific digital 
address on a blockchain ledger. To access the address on the blockchain, you need its “key” — a unique 
string of numbers typically held by the cryptocurrency’s owner.[8] This system provides anonymity and 
transparency — anonymity to the owner of the asset but transparency with respect to the ledger itself. 
Thus “anyone can see the bitcoin addresses involved, but nobody necessarily knows to whom they 
belong.”[9] Not all cryptocurrencies are strictly anonymous, however — some use “permissioned” 
networks limited to known participants.[10] 
 
Cryptocurrency has proved volatile. Although cryptocurrency values have generally increased year over 
year, they have fluctuated significantly. For example, following a tremendous spike in value at the end of 
2017,[11] January 2018 was bitcoin’s worst month on record.[12] It is unclear whether and to what 
extent cryptocurrency valuation will stabilize. While cryptocurrency’s rapid price fluctuations are not 
necessarily inherent to the asset, until the role of cryptocurrency in the broader economy becomes 
clear, it is likely cryptocurrency will remain considerably more volatile than other assets. 
 
Cryptocurrency and Article 9 
 
As use of cryptocurrency increases, disputes will inevitably arise about the way this new form of digital 
property should be treated under commercial law, such as Article 9 of the UCC. As commercial and 
insolvency lawyers know, there are many types of tangible and intangible personal property that are 
recognized forms of collateral under Article 9, and they are subject to different rules for perfection of 
security interests. 
 
On one end of the spectrum are specifically enumerated classes of collateral including, for example, 
everything from accounts receivable, to inventory, goods, instruments, investment property and money. 
UCC §§ 9-102(a)(2), (44), (47), (48), (49), (c); 1-201(24). On the other end is the catch-all “general 
intangible,” which, subject to a few exceptions, includes “any personal property” of a debtor that does 
not fall within a specifically enumerated class of collateral. UCC § 9-102(42). 
 
Cryptocurrency will likely be classified as a “general intangible” because it does not fall within any of the 
other specifically enumerated classes of collateral. There are several reasons for this. 
 
To begin with, as several early writers on cryptocurrency and the UCC have noted, cryptocurrency 
almost certainly is not “money” within the meaning of the UCC.[13] The UCC defines “money” as a 
“medium of exchange currently authorized or adopted by a domestic or foreign government[.]” UCC § 1-
201(b)(24). It does not appear that the federal government has authorized or adopted cryptocurrency as 
a medium of exchange domestically or with any other government.[14] 
 
Moreover, cryptocurrency also does not fit neatly within many of the other categories of collateral 
recognized under Article 9. As one writer noted: 

Bitcoins are not “instruments” under Article 9 because by definition instruments only exist in written 
form and involve the payment of money. Bitcoins are not “inventory” under Article 9, because inventory 
(a sub-type of goods) is limited to items that have a tangible, physical existence. Accounts in which 
bitcoins are held are not “deposit accounts,” because only accounts maintained by a bank are included 
within that defined term.[15] 



 

 

 
Similarly, cryptocurrency is not “investment property” because it is not a “security.” See UCC §§ 8-
102(15), 9-102(49). 
 
There are three reasons why classifying cryptocurrency as a general intangible, as opposed to money, 
for example, is significant. 
 
First, a security interest in a general intangible can be perfected by filing a financing statement in the 
jurisdiction where the debtor is located rather than by obtaining possession (e.g., money) or control 
(e.g., deposit account) over the property. UCC § 9-301(a), 9-310(a), 9-312(b). (Generally speaking, an 
individual is located at his or her principal residence, a single-site business is located at its place of 
business, and a multisite business is located at its chief executive office. UCC § 9-307.) 
 
Second, once perfected, “[a] security interest ... continues in collateral notwithstanding sale, lease, 
license, exchange or other disposition thereof unless the secured party authorized the disposition free 
of the security interest[.]” UCC § 9-315(a)(1). In other words, a security interest will remain attached to 
and perfected in cryptocurrency even after a vendor accepts it as payment, as long as the secured party 
did not consent to a transfer of its collateral free of the security interest. 
 
Third, a security interest in one form of collateral will ordinarily attach to and be perfected in “proceeds” 
of the collateral — virtually anything received for a disposition of the collateral — for at least 20 days, 
and perhaps longer, depending on certain criteria. UCC §§ 9-102(64), 9-315(e). So, for example, a lender 
with a blanket security interest in all accounts receivable of a debtor will ordinarily be perfected in any 
cryptocurrency obtained with proceeds of accounts receivable, even if general intangibles were not 
expressly considered as part of the lender’s collateral package at the time of the loan origination. 
 
An example or two makes the point: Suppose a company has pledged its general intangibles to secure a 
loan and then uses bitcoin to buy tickets to an NBA game from a team accepting cryptocurrency as a 
perk for management or for business entertainment.[16] Or suppose a corporate traveler pays for 
dinner and a glass of wine with cryptocurrency owned by the traveler’s employer while traveling 
through the Australian airport that has announced it will accept cryptocurrency as payment.[17] 
 
What happens to the cryptocurrency in the hands of the vendor? Because of the fact that a security 
interest continues in general intangibles following a disposition (unless otherwise authorized by the 
secured party), the vendors will likely be holding the lenders’ collateral, while the debtor will have no 
recognizable “proceeds” from these types of “experiential” purchases. This sets the stage for a dispute 
between the secured party and the vendor. Unlike tracing commingled proceeds of cash, however, the 
secured party may benefit from the publicly verifiable nature of cryptocurrency transactions when trying 
to locate specific cryptocurrency subject to its security interest, like a certain bitcoin unit. This may avoid 
the need for cumbersome state-law-tracing analysis that could be required with commingled funds in a 
deposit account. 
 
Cryptocurrency and Bankruptcy 
 
Similarly, commercial and insolvency professionals may see an uptick in cryptocurrency-related issues in 
bankruptcy cases in the near term, but they present familiar questions about disclosure and valuation of 
assets that bankruptcy courts are equipped to handle. 
 
First, cryptocurrency owned by a debtor on the date a bankruptcy petition is filed falls within the broad 



 

 

ambit of estate property that must be identified on a debtor’s schedules of assets and liabilities with the 
debtor’s estimation of value as of the commencement of the case.[18] While creditors and trustees may 
be wary of a debtor who tries to rely on cryptocurrency’s anonymity to hide assets or otherwise abuse 
the bankruptcy process, any such uptick in bankruptcy fraud is unlikely. There is nothing inherently 
nefarious in cryptocurrency and no reason to believe the greater privacy that cryptocurrency affords will 
lead to an increase in dishonest debtors seeking relief from the court. Undisclosed bitcoin holdings are 
just the virtual equivalent of a diamond ring or bar of gold that a debtor hides from the trustee. 
Moreover, bankruptcy affords parties-in-interest a number of tools to uncover bankruptcy fraud, 
including the Section 341 meeting of creditors and examinations under Bankruptcy Rule 2004.[19] In 
most cases, a trustee will be able to uncover evidence of cryptocurrency ownership in the debtor’s 
credit card statements, bank records or other readily identifiable documentation. Debtors who fail to 
report their assets and liabilities face harsh consequences, including denial of a discharge[20] or criminal 
prosecution.[21] It seems unlikely that a greater number of debtors would risk these consequences 
because of any greater anonymity afforded by cryptocurrency. 
 
Second, the volatility of cryptocurrency may force a number of individual investors to seek bankruptcy 
protection while also complicating parts of the bankruptcy process that rely on valuation. Bitcoin’s value 
has fallen nearly two-thirds since its peak in late 2017. Thus, a Chapter 11 debtor whose primary asset is 
bitcoin may have sufficient value to satisfy all creditors in full one day and be administratively insolvent 
the next. 
 
Finally, the traceability of cryptocurrency transactions may significantly improve the efficiency and 
accuracy of bankruptcy administration. Section 550(a)(2) of the Bankruptcy Code provides that a 
transfer avoided under Sections 544, 545, 547,548, 549, 553(b), or 724(a) can be recovered from the 
initial transferee or any subsequent transferee,[22] but it is the trustee’s burden to establish that the 
asset at issue is property of the estate.[23] This often entails lengthy, expensive and complicated 
litigation. Because cryptocurrency transactions are publicly recorded on the blockchain ledger, the 
trustee can rely on the ledger to identify the debtor’s cryptocurrency transfers. In addition, each unit of 
cryptocurrency has a unique identifier, so while one unit of cryptocurrency has the same value as any 
other unit, it is not fungible like typical fiat currency. The process of validating transactions and 
ownership of cryptocurrency could theoretically be accomplished simply by looking at the blockchain 
ledger, and with far less cost, expense and risk than tracing fiat currency. 
 
Conclusion 
 
Whether cryptocurrency will truly revolutionize commerce or simply serve as a niche financial tool 
remains to be seen. However, its increased integration into the broader economy ensures that 
commercial law and bankruptcy practitioners should be prepared to address a host of novel issues 
cryptocurrency presents. 
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