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EXPLANATORY MEMORANDUM

1. CONTEXT OF THE PROPOSAL
. Reasons for and objectives of the proposal

This proposal is part of the Digital Finance package, a package of measures to further enable
and support the potential of digital finance in terms of innovation and competition while
mitigating the risks. It is in line with the Commission priorities to make Europe fit for the
digital age and to build a future-ready economy that works for the people. The digital finance
package includes a new Strategy on digital finance for the EU financial! sector with the aim to
ensure that the EU embraces the digital revolution and drives it with innovative European
firms in the lead, making the benefits of digital finance available to European consumers and
businesses. In addition to this proposal, the package also includes a proposal for a pilot regime
on distributed ledger technology (DLT) market infrastructures?, a proposal for digital
operational resilience?, and a proposal to clarify or amend certain related EU financial services
rules?.

One of the strategy’s identified priority areas is ensuring that the EU financial services
regulatory framework is innovation-friendly and does not pose obstacles to the application of
new technologies. This proposal, together with the proposal on a DLT pilot regime, represents
the first concrete action within this area.

Crypto-assets are one of the major applications of blockchain technology in finance. Since the
publication of the Commission’s Fintech Action plan*?, in March 2018, the Commission has
been examining the opportunities and challenges raised by crypto-assets. Following a big
surge in the market capitalisation of crypto-assets during 2017, in December 2017, Executive
Vice- President Dombrovskis, in a letter addressed to the European Banking Authority (EBA)
and the European Securities and Markets Authority (ESMA), urged them to reiterate their
warnings to investors. In the 2018 FinTech Action plan, the Commission mandated the EBA
and ESMA to assess the applicability and suitability of the existing EU financial services
regulatory framework to crypto-assets. The advice®®, issued in January 2019, argued that while
some crypto-assets could fall within the scope of EU legislation, effectively applying it to
these assets is not always straightforward. Moreover, the advice noted that provisions in
existing EU legislation may inhibit the use of DLT. At the same time, the EBA and ESMA
underlined that — beyond EU legislation aimed at combating money laundering and terrorism
financing — most crypto-assets fall outside the scope of EU financial services legislation and
therefore are not subject to provisions on consumer and investor protection and market
integrity, among others, although they give rise to these risks. In addition, a number of

Member States have recently legislated on issues related to crypto-assets leading to market

! Communication from the Commission to the European Parliament, the European Council, the Council, the

E;;rgggg Central Bgnk, ;hg European Economic and Social Committee and the Committee of
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i European Commission, FinTech Action plan, COM/2018/109 final.
26 ESMA, Advice on ‘Initial Coin Offerings and Crypto-Assets’, 2019; EBA report with advice on crypto- assets,
2019.
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fragmentation.

A relatively new subset of crypto-assets — the so-called ‘stablecoins’ — has recently emerged
and attracted the attention of both the public and regulators around the world. While the
crypto- asset market remains modest in size and does not currently pose a threat to financial
stability?’, this may change with the advent of ‘global stablecoins’, as-theywhich seek wider
adoption by incorporating features aimed at stabilising their value and by exploiting the
network effects stemming from the firms promoting these assets*.

Given these developments and as part of the Commission’s broader digital agenda, President
Ursula von der Leyen has stressed the need for “a common approach with Member States on

cryptocurrencies to ensure we understand how to make the most of the opportunities they
create ana’ address the new rzsks they may pose 39, EQQ%G&H-VML}Ge—PF%S-}d%Ha}d-}S—

a-ppre&eh—en—efypte— &ssets—mekudmg—stableeems—Whlle acknowledglng the nsks they may

present, the Commission and the Council also jointly declared in December 2019 that they
“are committed to put in place a framework that will harness the potential opportunities that
some crypto-assets may oﬁ’er”é“’ Mor I ntly, the Eur n Parliament i rking on

To respond to all of these issues and create an EU framework that both enables markets in
crypto-assets as well as the tokenisation of traditional financial assets and wider use of DLT in
financial services, this Regulation will be accompanied by other legislative proposals: the

Commission is also proposing amendments—toa clarification that the existing definition of

‘financial serviceslegislation-that-present-clear-obstaecles—toinstruments’ - which defines the
asem of BETthe Markets in th%ﬁnaﬂeral—seeter—aﬂd—}s—pfeﬁesmgw

Directive (MiFID II)!2 - includes financial instruments based on DLT," as well as a pilot
regime on DLT market infrastructures thatfor these instruments', The pilot regime will allow

for experimentation within a safe environment and provide evidence for possible further
amendments.

This proposal, which covers crypto-assets_falling outside existing EU financial services
legislation, as well as e-money tokens, has four general and related objectives. The first
objective is one of legal certainty. For crypto-asset markets to develop within the EU, there is
a need for a sound legal framework, clearly defining the regulatory treatment of all crypto-
assets that are not covered by existing financial services legislation. The second objective is to
support innovation. To promote the development of crypto-assets and the wider use of DLT, it
1s necessary to put in place a safe and proportionate framework to support innovation and fair
competition. The third objective is to instil appropriate levels of consumer and investor
protection and market integrity given that crypto-assets not covered by existing financial
services legislation present many of the same risks as more familiar financial instruments. The

37 FSB Chair’s letter to G20 Finance Ministers and Central Bank Governors, 2018.

8 G7 Working Group on Stablecoins, Report on ‘Investigating the impact of global stablecoins’, 2019.
2 Mission letter of President-elect Von der Leyen to Vice-President Dombrovskis, 10 September 2019.
619 Joint Statement of the European Commlssmn and Councﬂ on stablecoms 5 December 2019.
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fourth objective is to ensure financial stability. Crypto-assets are continuously evolving. While
some have a quite limited scope and use, others, such as the emerging category of
‘stablecoins’, have the potential to become widely accepted and potentially systemic. This
proposal includes safeguards to address potential risks to financial stability and orderly
monetary policy that could arise from ‘stablecoins’.

. Consistency with existing policy provisions in the policy area

This proposal is part of a broader framework on crypto-assets and distributed ledger
technology (DLT), as it is accompanied by proposals ensuring that existing legislation does
not present obstacles to the uptake of new technologies while still reaching the relevant
regulatory objectives.

The proposal builds on extensive and long-standing market monitoring and participation in
international policy work, for example, in such fora as the Financial Stability Board, the
Financial Action Task Force and the G7.

As part of the FinTech Action plan adopted in March 2018715, the Commission mandated the
European Supervisory Authorities (ESAs) to produce advice on the applicability and
suitability of the existing EU financial services regulatory framework on crypto-assets. This
proposal builds on the advice received from the EBA and ESMA .®!¢

. Consistency with other Union policies

As stated by President von der Leyen in her Political Guidelines,”!” and set out in the
Communication ‘Shaping Europe’s digital future’,**!8 it is crucial for Europe to reap all the
benefits of the digital age and to strengthen its 1ndustr1al and innovation capacity within safe
and ethical boundaries. In addition, the mission letter provided to Executive Vice-President
Dombrovskis; calls for a common approach with Member States on cryptocurrencies to ensure
Europe can make the most of the opportunities they create and address the new risks they may
pose.H1°

This proposal is closely linked with wider Commission policies on blockchain technology,
since crypto-assets, as the main application of blockchain technologies, are inextricably linked
to the promotion of blockchain technology throughout Europe. This proposal supports a

holistic approach to blockchain and DLT, which aims at positioning Europe at the forefront of

blockchain innovation and uptake. Policy work in this area has included the creation of the
European Blockchain Observatory and Forum, and the European Blockchain Partnership,
which unites all Member States at political level, as well as the public-private partnerships
envisaged with the International Association for Trusted Blockchain Applications.*2°

This proposal is also consistent with the Union policies aimed at creating a Capital Markets
Union (CMU). It notably responds to the High-level Forum’s final report, which stressed the

7— 15 _Communication from the Commissions_to the Eur n Parliamen ncil, the Eur
Economic and Social Committee and the ( ;gmmlgggg of the Region on a FmTech
Action plan, COM/A2018/109(2018)109, firal08.03.2018
816 ESMA, Advice on ‘Initial Coin Offerings and Crypto-Assets’, 2019; EBA report with advice on crypto- assets,

2019.

1018 - Communication from the Commission to the European Parliament, the Council, the European Economic and
Social Committee and the Committee of the Region, Shaping Europe’s Digital Future,
COM(2020)-67-rak:2020)67, 19.02.2020

H19 Mission letter fromof President-elect of the European-Commission; Ms—vonVon der Leyen to Executive Vice-

President-designate-forn-AnEeconomy-that- Werksfor People; Me- Dombrovskis, 10 September 2019.

220 https://ec.europa.eu/digital-single-market/en/blockchain-technologies
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underused potential of crypto-assets and called on the Commission to bring legal certainty and

establish clear rules for the use of crypto-assets.’*2! Lastly;-thisThis proposal is consistent with
the SME strategy adopted on 10 March 2020, which also highlights DLT and crypto-assets as
innovations that can enable SMEs to engage directly with investors.**?2

Finally, the pr 11 llv in line with the r mmn ion in th ri nion Str

2. LEGAL BASIS, SUBSIDIARITY AND PROPORTIONALITY
. Legal basis

The proposal is based on Article 114 TFEU, which confers on the European institutions the
competence to lay down appropriate provisions for the approximation of laws of the Member
States that have as their objective the establishment and functioning of the internal market.
The proposal aims to remove obstacles to establishment and improve_the functioning of the
internal market for financial services by ensuring that the applicable rules are fully
harmonised.

Today, crypto-asset issuers and service providers cannot fully reap the benefits of the internal
market, due to a lack of both legal certainty about the regulatory treatment of crypto-assets as
well as the absence of a dedicated and coherent regulatory and supervisory regime at EU level.
While a few Member States have already implemented a bespoke regime to cover some
crypto- asset service providers or parts of their activity, in most Member States they operate
outside any regulatory regime. In addition, an increasing number of Member States are

rmplementingconsidering bespoke national frameworks to cater specifically for crypto-assets
and crypto- asset service providers.

The divergent frameworks, rules and interpretations of both crypto-assets and crypto-asset
services throughout the Union hindershinder the service providers’ ability to scale up their
activity at EU level. This means that service providers of these inherently cross-border
products and services are forced to familiarise themselves with several Member States’
legislations, obtain multiple national authorisations or registrations and comply with often
divergent national laws, sometimes adjusting their business model throughout the Union. This
results in high costs, legal complexity and uncertainty for service providers operating in the
crypto-assets space, limiting the development and scaling up of crypto-asset activities in the
Union. Additionally, the lack of applicable regimes to crypto-asset service providers in many
Member States limits the availability of funding and sometimes even wider access to
necessary financial services, such as banking services, due to the regulatory uncertainty
associated with crypto-assets and therefore crypto-asset service providers.

These divergences also create an uneven playing field for crypto-asset service providers
depending on their location, creating further barriers to the smooth functioning of the internal

B2l Recommendation 7 of the High-Level forum on the Capital Markets Union’s final report.
(https://ec.europa.eu/info/sites/info/files/business _economy _euro/growth _and
investment/documents/2 00610-cmu-high-level-forum-final-report _en.pdf).
22 Communication from the Commission to the European Parliament, the European Council, the Council, the
European Economic and Social Committee and the Commiittee of the Regions on An SME

Strategy for a sustamable and dlgltal Europe

222 202

23 mmunication from th mmlin he Eur n Parliament, the Eur n ncil, th ncil, th
Eur n Economic an ial Commi nd th mmi f the Regions on the E
ri nion Str M(202 final of 24.07.202
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market. Finally, this adds to the lack of legal certainty, which, combined with the absence of a
common EU framework, leaves consumers and investors exposed to substantial risks.

Through the introduction of a common EU framework, uniform conditions of operation for
firms within the EU can be set, overcoming the differences in national frameworks, which is
leading to market fragmentation and reducing the complexity and costs for firms operating in
this space. At the same time, it will offer firms full access to the internal market and provide
the legal certainty necessary to promote innovation within the crypto-asset market. Lastly, it
will cater for market integrity and provide consumers and investors with appropriate levels of
protection and a clear understanding of their rights as well as ensuring financial stability.

. Subsidiarity

The different approaches taken by Member States makes cross-border provision of services in
relation to crypto-assets difficult. Proliferation of national approaches also poses risks to level
playing field in the single market in terms of consumer and investor protection, market
integrity and competition. Furthermore, while some risks are mitigated in the Member States
that have introduced bespoke regimes on crypto-assets, consumers, investors and market
participants in other Member States remain unprotected against some of the most significant
risks posed by crypto-assets (e.g. fraud, cyber-attacks, market manipulation).

Action at EU level, such as this proposal for a Regulation, would create an environment in
which a larger cross-border market for crypto-assets and crypto-asset service providers could
develop, thereby reaping the full benefits of the internal market. An EU framework would
significantly reduce the complexity as well as the financial and administrative burdens for all
stakeholders, such as service providers, issuers and consumers and investors. Harmonising
operational requirements for service providers as well as the disclosure requirements imposed
on issuers could also bring clear benefits in terms of consumer and investor protection and
financial stability.

. Proportionality

Under the principle of proportionality, the content and form of EU action should not exceed
what is necessary to achieve the objectives of the Treaties. The proposed rules will not go
beyond what is necessary in order to achieve the objectives of the proposal. They will cover
only the aspects that Member States cannot achieve on their own and where the administrative
burden and costs are commensurate with the specific and general objectives to be achieved.

The proposed Regulation will ensure proportionality by design, differentiating clearly between
each type of services and activities in accordance with the associated risks, so that the
applicable administrative burden is commensurate with the risks involved. Notably, the
requirements set out in this regulation are proportionate to the limited associated risks, given
the relatively small market size to date. At the same time, the proposal imposes more stringent
requirements on ‘stablecoins’, which are more likely to grow quickly in scale and possibly
result in higher levels of risk to investors, counterparties and the financial system.

. Choice of the instrument

Article 114 TFEU allows the adoption of acts in the form of a Regulation or Directive. For
this proposal, a Regulation was chosen in order to lay down a single set of immediately
applicable rules throughout the Single Market.

The proposed Regulation establishes harmonised requirements for issuers that seek to offer
their crypto-assets across the Union and crypto-asset service providers wishing to apply for an
authorisation to provide their services in the Single Market. These issuers and service
providers must not be subject to specific national rules. Therefore, a Regulation is more
appropriate than a Directive.
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3. RESULTS OF EX-POST EVALUATIONS, STAKEHOLDER
CONSULTATIONS AND IMPACT ASSESSMENTS

. Ex-post evaluations/fitness checks of existing legislation
N/A
. Stakeholder consultations

The Commission has consulted stakeholders throughout the process of preparing this
proposal. In particular:

) The Commission carried out a dedicated open public consultation (19 December
2019 - 19 March 2020)*24

i) The Commission consulted the public on an inception impact assessment (19
December 2019 - 16 January 2020)*¢*

1i1) The Commission services consulted Member State experts in the Expert Group on
Banking, Payments and Insurance (EGBPI) on two occasions (18 May 2020 and 16
July 2020)*726,

v) The Commission services held a dedicated webinar on an EU framework for crypto-
assets, as part of the Digital Finance Outreach 2020 (“DFO”) series of events (19
May 2020)

The purpose of the public consultation was to inform the Commission on the development of
a potential EU framework for crypto-assets. It covered both questions on crypto-assets not
covered by the existing EU financial services legislation, crypto-assets covered by the existing
EU financial services legislation (e.g. qualifying as transferable securities or electronic
money/e-money), specific questions on so-called ‘stablecoins’ as well as more general
questions on the application of DLT in financial services.

Most respondents stressed that the creation of a bespoke regime for crypto-assets not currently
covered by the EU financial services legislation, including non-regulated ‘stablecoins’, would
be beneficial for the establishment of a sustainable crypto-asset ecosystem in the EU. The
majority of respondents confirmed that there is a need for legal certainty and harmonisation
across national legislations, and many stakeholders were in favour of the bulk of the
exemplified requirements that could be set for crypto-asset service providers.

Member State representatives in the EGBPI expressed overall support for the approach
chosen, to create an appropriate bespoke regulatory framework for unregulated crypto-assets.
They highlighted the need to avoid regulatory arbitrage, avoid circumvention of rules by
crypto-asset issuers, and to ensure that all relevant rules from existing legislation on payments
and e-money is also present in a bespoke regime for the so-called ‘stablecoins’. The need to
provide a redemption right for ‘stablecoins’ was also mentioned whilst there were differing
opinions about the preferred solution in relation to supervision.

As part of a series of outreach events, the Commission hosted a webinar specifically on
crypto- assets. A wide range of industry stakeholders and public authorities participated in the

(IS

: eF 25_Tmpact Assessment accompanying the document Proposal for a Regulation of the
European Parliament and of the Council on Markets in Crypto-assets (MiCA) SWD(2020)380

webpage?®  https://ec.europa.eu/info/publications/egbpi-meetings-2020 en
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nts/2019-crypto-assets-consultation-document _en.pdf
webinar, providing additional input from the sector on the interaction with the financial
services legislation.

The proposal also builds on and integrates feedback received through meetings with
stakeholders and EU authorities. Most stakeholders, including crypto-asset service providers,
have been overall supportive, underlining once again that the sector is very much looking for
legal certainty in order to develop further.

. Collection and use of expertise

In preparing this proposal, the Commission has relied on qualitative and quantitative evidence
collected from recognised sources, including the two reports from the EBA and ESMA. This
has been complemented with publicly available reports from supervisory authorities,
international standard setting bodies and leading research institutes, as well as quantitative and
qualitative input from identified stakeholders across the global financial sector.

. Impact assessment

This proposal is accompanied by an impact assessment, which was submitted to the
Regulatory Scrutiny Board (RSB) on 29 April 2020 and approved on 29 May 2020.**2’ The
RSB recommended improvements in some areas with a view to: (1) put the initiative in the
context of ongoing EU and international regulatory efforts; (i1) provide more clarity as to how
the initiative will mitigate the risks of fraud, hacking and market abuse and also explain the
coherence with the upcoming revision of the anti-money laundering legislation; and (iii)
explain better the financial stability concerns relating to ‘stablecoins’ and clarify how
supervisory bodies will ensure investor and consumer protection. The impact assessment has
been amended accordingly, also addressing the more detailed comments made by the RSB.

First, the Commission considered two policy options for developing a crypto-asset framework
for crypto-assets not covered by existing EU financial services legislation (except
‘stablecoins’ for which a different set of options was considered — see below):

o Option I - ‘Opt-in’ regime for unregulated crypto-assets

Under Option 1, issuers and service providers that opt in to the EU regime would benefit from
an EU passport to expand their activities across borders. Service providers, which decide not
to opt in, would remain unregulated or would be subject to national bespoke regimes without
being granted the EU passport.

. Option 2 - Full harmonisation

Under Option 2, all issuers (except those making small offerings) and service providers would
be subject to EU law and would benefit from an EU passport. The national bespoke regimes
on crypto-assets would no longer be applicable.

While-the Option 1 could be less burdensome for small issuers and service providers that can
decide not to opt in,~the Option 2 would ensure a higher level of legal certainty, investor
protection, market integrity and financial stability, and would reduce market fragmentation
across the Single Market. Full harmonisation represents a more coherent approach compared
to an opt-in regime. Therefore, Option 2 was the preferred option.

In addition, the Commission also assessed specific options for the so-called ‘stablecoins’
where these would also be considered crypto-assets not covered by existing EU financial
services legislation:

BTerossreferencel-to-the TA-gquoted-above?”  Tmpact Assessment accompanying the document Proposal for a
Regulation of the European Parliament and of the Council on Markets in Crypto-assets (MiCA)
SWD(2020)380.
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. Option 1 — bespoke legislative regime aimed at addressing the risks posed by
‘stablecoins’ and ‘global stablecoins’

By following a strict risk-based approach and building on recommendations currently being
developed by, for example, the FSB, this option would address vulnerabilities to financial
stability posed by stablecoins, while allowing for the development of different types of
‘stablecoin’ business models. These would include specific disclosure requirements for
‘stablecoin’ issuers as well as requirements imposed on the reserve backing the ‘stablecoin’.

. Option 2 — regulating ‘stablecoins’ under the Electronic Money Directive

‘Stablecoins’ whose value is backed by funds-erassetsone single currency that is legal tender
are close to the definition of e-money under the Electronic Money Directive. The aim of many
‘stablecoins’ is to create a “means of payments” and, when backed by a reserve of assets,
some ‘stablecoins’ could become a credible means of exchange and store of value. In that
sense, ‘stablecoins’ can arguably have common features with e-money. However, this option
would require ‘stablecoin’ issuers to comply with existing legislation that may not be fit for
purpose. Although the Electronic Money Directive and, by extension the Payment Services
Directive, could cover some ‘stablecoin’ service providers , it might not mitigate adequately
the most significant risks to consumer protection, for example, those raised by wallet
providers. In addition, the Electronic Money Directive does not set specific provisions for an
entity that would be systemic, which is what ‘global stablecoins’ could potentially become.

. Option 3 — measures aimed at limiting the use of ‘stablecoins’ within the EU’

Option 3 would be to restrict the issuance of ‘stablecoins’ and the provision of services related
to this type of crypto-assetsasset. This approach could potentially be justified, as the risks
posed by ‘stablecoins’ and in particular those that could reach global scale (including risks to
financial stability, monetary policy and monetary sovereignty) would exceed the benefits
offered to EU consumers in terms of fast, cheap, efficient and inclusive means of payment.
However, Option 3 would not only create costs for ‘stablecoins’ already in operation, but it
would also prevent the reaping of any benefits related to this new type of crypto-assets. Option
3 would not be consistent with the objectives set at EU level to promote innovation in the
financial sector. Furthermore, Option 3 could leave some financial stability risks unaddressed,
should EU consumers widely use ‘stablecoins’ issued in third countries.

The Commission considered that Option 1 was the preferred option for ‘stablecoins’ in
combination with Option 2, to avoid regulatory arbitrage between ‘stablecoins’ that are
indistinguishable from e-money and the treatment of e-money issued on a distributed ledger.
Together with Option 2 (full harmonisation as described above) for other types of crypto-
assets not covered by existing EU financial services legislation, these would create a
comprehensive and holistic EU framework on ‘stablecoins’, capable of mitigating the risks
identified by the Financial Stability Board™?%, in particular financial stability risks. The
structure of ‘stablecoins’ is complex and comprises many interdependent functions and legal
entities. The regulatory approach under Option 1 (in combination with Option 2 for hitherto
unregulated crypto-assets) would cover the different functions usually present in ‘stablecoin’
structures (governance body, asset management, payment and customer-interface functions)
and would also capture those interactions between entities that can amplify the risk to
financial stability.

9966

28 Financial Stability Board, ‘Addressing the regulatory, supervisory and oversight challenges raised by 2“global
stablecoin” arrangements’.
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. Regulatory fitness and simplification

This Regulation imposes an obligation on issuers of crypto-assets to publish an information
document (called whitepaperwhite paper) with mandatory disclosure requirements. In order to
avoid the creation of administrative burden, small and medium-sized enterprises (SMEs) will
be exempted from the publication of such an information document where the total
consideration of the offering of crypto-assets is less than €1,000,000 over a period of 12
months. Issuers of ‘stablecoins’ will not be subject to authorisation by a national competent
authority (NCA) if the outstanding amount of ’stablecoins’ is below €5,000,000. Furthermore,
the requirements imposed on crypto-asset service providers are proportionate to the risks
created by the services provided.

. Fundamental rights

The EU is committed to high standards of protection of fundamental rights and is signatory to
a broad set of conventions on human rights. In this context, the proposal is not likely to have a
direct impact on these rights, as listed in the main UN conventions on human rights, the
Charter of Fundamental Rights of the European Union, which is an integral part of the EU
Treaties, and the European Convention on Human Rights (ECHR).

4. BUDGETARY IMPLICATIONS

This proposal holds implications in terms of costs and administrative burden for NCAs, the
EBA and ESMA. The magnitude and distribution of these costs will depend on the precise
requirements placed on crypto-asset issuers and service providers and the related supervisory
and monitoring tasks.

The estimated supervisory costs for each Member State (including staff, training, IT
infrastructure and dedicated investigative tools) can range from €350.000 to €500.000 per
year, with one-off costs estimated at €140.000. However, this would be partially offset by the
supervisory fees that NCAs would levy on crypto-asset service providers and issuers.

costs—esﬂm&‘eed—&t—%@—@@@ However, all of these costs would be fully covered by the fees

levied on the issuers of significant asset-referenced tokens_and issuers of significant e-money
tokens.

For ESMA, the estimated costs of establishing a register of all crypto-asset service providers
and maintaining this with the information received from NCAs and the EBA is estimated-at-
%&OOO—per—yea{—to be covered frem-within their operating budget

S. OTHER ELEMENTS

. Implementation plans and monitoring, evaluation and reporting arrangements

Providing for a robust monitoring and evaluation mechanism is crucial to ensure that the
regulatory actions undertaken are effective in achieving their respective objectives. The
Commission has therefore established a programme for monitoring the outputs and impacts of
this Regulation. The Commission will be in charge of monitoring the effects of the preferred
policy options on the basis of the non-exhaustive list of indicators indicated in the impact

)
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assessment (p.64-65). The Commission will also be in charge of assessing the impact of this
Regulation and will be tasked with preparing a report to the Council and Parliament (Article
92122 of the proposal).

. Detailed explanation of the specific provisions of the proposal

This proposal seeks to provide legal certainty for crypto-assets not covered by existing EU
financial services legislation and establish uniform rules for crypto-asset service providers and
issuers at EU level. The proposed Regulation will replace existing national frameworks
applicable to crypto-assets not covered by existing EU financial services legislation and also
establish specific rules for so-called ‘stablecoins’, including when these are e-money. The
proposed Regulation is divided into sevennine Titles.

Title 1 sets the subject matter, the scope and the definitions. Article 1 sets out that the
Regulation applies to crypto-asset service providers and issuers, and establishes uniform
requirements for transparency and disclosure in relation to issuance, operation, organisation
and governance of crypto-asset service providers, as well as establishes consumer protection
rules and measures to prevent market abuse. Article 2 limits the scope of the Regulation to
crypto-assets that do not qualify as financial instruments, deposits or structured deposits under
EU financial services legislation. Article 3 sets out the terms and definitions that are used for
the purposes of this Regulation, including ‘crypto-asset’, ‘issuer of crypto-assets’, ‘asset-

referenced token’ (often described as ‘stablecoin’ )—sl-g-mﬁe&nt—&sset—lcefelceneed—teken—
‘e-money token’ (often described as ‘stablecoin’), “significant-e-money—token’s—‘crypto-asset

service provider’, ‘utility token’ and others. Article 3 also defines the various crypto-asset
services. Importantly, the Commission may adopt delegated acts to specify some technical
elements of the definitions, to adjust them to market and technological developments.

Title II regulates the offerings and marketing to the public of crypto-assets to—the—publie—
: her than - referen kens and e-mon kens. It indicates that an issuer

shall be entitled to offer such crypto-assets to the public in the Union or seek an admission to
trading on a trading platform for such crypto-assets if it complies with the requirements of
Article §—(Lsuch as the obllgatlon to be established in the form of a legal person)it-draws-up-
a—rehitepaper r in accordance with
Article 6@% and netfﬁesthe_nmﬁgalmn_of such a whitepapercrypto- asset white
@& to the competent authorltles gAleg /) an g_j its Q;;l; ggggn (Article §)! g; gg a

Artlcle 4 also 1ncludes some exemptlons 1nclud1ng for

small offerings of crypto- assets (below €1 million within a twelve- month period) and
offerings targeting qualified investors as defined by the Prospectus Regulation (Regulation EU
2017/1129). Article 65 and Annex I of the proposal set out the information requirements

regardlng the W%p&pﬁw accompanylng an issuwanee—ofoffer to the

0 a trading platform for crypto-assets,

whlle Article Jﬁ 1rnposes some requlrements related to the marketing materials produced by

the erypte-assetissuers—Hhe-whitepaper of crypto-assets, other than asset-referenced tokens or
e-money tokens. The crypto-asset white paper will not be subject to a pre-approval process by

the national competent authorities (Article €7). It will be notified to the national competent

authorities that-wil-be-in-charge-efassessingwith an assessment whether the crypto-asset at
stake constitutes a financial instrument under the Markets in Financial Instruments Directive
(Directive 2014/65/EU)-or-electronic-moneyunder Direetive 2009410/EU, in particular. After
the notification of the whitepapercrypto-asset white paper, competent authorities will have the

power to suspend or prohibit the offering, require the inclusion of additional information in

the whitepapercrypto-asset white paper or make public the fact that the issuer is not complying
with the Regulation (Article €7). Title II also includes specific provisions on the offers of
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crypto-assets that are limited in time (Article 9), the amendments of an initial whitepaper-

&%md%@)—ﬂ&eeaﬂeekhﬁeﬂ—ef—m—eﬁfeﬂng—ef—crypto &ssetsmhr@& (Artlcle 11)#
2Nt o1 wilndrawal grantied L0 dCJuiIrers ol Cryplo-4
11 i f A 1 1 13) and on the issuers’ 11ab111ty attached to the

whﬁ%apﬁw (Article 1114).

Title III, Chapter 1 sets—outdescribes the requirements—forprocedure for authorisation of
assel_refemnced_tgken issuers and the approval of their crypto-asset_white paper by national

m horities (Articles 1 19 and Annexes I and II). To be authorised to operate in
M referenced tokens (eften—deseribed—as—stableeoins shall be
incorporated in the form of a legal entity established in the EU (Article 15). Article 4315 also

indicates that no asset-referenced tokens can be offered to the public in the Union or admitted
to trading on a trading platform for crypto-assets if the issuer is not authorised in the Union
and it does not publish a whitepapercrypto-asset white paper approved by its competent
authority. Article 4315 also includes exemptions for small-scale asset-referenced tokens and
for asset-referenced tokens that are marketed, distributed and exclusively held by qualified

1nvest0rs Te—b%aathe&sed—te—epemt%m—th%@mea&&uhdrawal Qf an aglthersatlgn is detalled

Tltle 111, g; ggtg 2 sets out the obli ggtlgng fgr 1ssuers of asset-referenced tokens shall-be-
s 3 r—the M cal-entity A [; states tlgg;; shall act
honestly, falrly and professmnally (Artlcle -}4 I 1 f r th ion
NC d d dNd Nd l '

andlmg Qrocedure (Article 2 ).

They shall also comply with other requirements, such as eapital-requirements{Asrticle16)-
gevem&neefeqm-rements—@rmel&lqé—rules on conflicts of 1nterest (Artlcle 182 § )., nggﬁggggn

grrgnggmgntg gAleg 352), own fun g; gAleg 31), rules on

the reserve of assets backing the asset-referenced tokens (Article 1932) and requirements for
the custody of the reserve assets (Article 2033). Article 2+-provides34 explains that an issuer
shall only invest the reserve assets in assets that are secure, low I‘lSk assets—éas%eseﬂbed—by—the

th%@&p&al—Req&&femems—Reg&Laﬂeﬂ—éReg&Laﬂeﬂ—EUé%% Artlcle 2—23_5 also imposes
on issuers of asset- referenced tokens te-diselosethe disclosure of the rights attached to the

asset-referenced tokens, including any direct claim on the issuer or on the reserve of assets.
Where the issuer of asset- referenced tokens does not offer direct redemption rights or claims
on the issuer or on the reserve assets_to all holders of asset-reference tokens, Article 2235
provides holders of asset- referenced tokens with minimum rights. Article 23-alse36 prevents
issuers of asset-referenced tokens and crypto-asset service providers from granting any

interestsinterest to holders of asset- referenced tokens.-Atticle 25-and-Annex2-of the propesed-
Regulation sct
Title II1, Chapter 4 he rules for th isition of 1 rs of -referen ken

M out the additional-diselosurescriteria that EBA shall use
g g ggtgrmlnlng ghgthgr an asset-referenced token e feq&&ed—te—me}ad%m—}ts—




significant,_These criteria are: the size of the customer base of the promoters of the
asset referenced tokens#he, L g value gf ;hg gggg;-rgfgrgnggg ;g ens gr ;hgr mgrkg;

w Commission wil-be-empewered-to adOpt a

delegated act in order to specify further the circumstances under which and thresholds above
which an issuer of asset-referenced tokens will be considered significant. FheArticle 39
incl me minimum thresholds that the del hall in an r Article 4

obligations applicable to issuers of sueh-significant asset- referenced tokens-witk-be-subjeet-to,
such as additional_own funds requirements,—in—terms—of—eapital requirements{(Artiele 163,
m%erepefab&}ty—(q%md%%%—aﬁd 11qu1d1ty management pohcy GAH&eL%HHe—ave}d—aﬂy

SH-p%H’-l—S—l-G-H—@A:FHG}%% ittle I1L, Chapter 6. Article 42 obli he issuer to have a procedure

in place for an orderly wind- n

Title IV, Chapter 1 sets-eutdescribes the requirementsprocedure for issuersauthorisation as an
issuer of e-money tokens—{eften—deseribed-as—stableecoins™). Article 3743 describes that no
e-money tokens shall be offered to the public in the Union or admitted to trading on a
crypto-asset trading platform unless the issuer is authorised as a credit institution or as an
‘electronic money institution’ within the meaning of Article 2(1) of Directive 2009/110/EC.
Article 3743 also states that ‘e-money tokens’ are deemed electronic money_for the purpose of
Directive 2 110/EC.

Article 3844 describes how holders of e-money tokens shall be provided with a claim on the
issuer: e-money tokens shall be issued at par value and on the receipt of funds, and upon
request by the holder of e- money tokens, the issuers must redeem them at any moment and at

par value. Artlcle 49 Q g events §§;gg S g g-mgng ;gkgng gng_j ggg;;g gggg; service providers
OKCT) C

sets out the

\

requlrements for the wht—tepapergg;p;g asset white gg;g accompanylng the issuance of

e-money tokens, for example: description—ef—the—key—<charaeteristies of the issuer, detailed
description of the issuer’s project, indication of whether it concerns an offering of e-money

tokens to the public or admission of these to a trading platform, as well as information on the
risks relating to the e-money issuer, the e- money tokens and the implementation of any

potentlal prow“&%m

n nds recei ni I in xhn for e- mon kens, shall n in




h r2im oses requirements on all ¢ to asset service rov1ders such as the ob11 ation to

Aillrinn rnmllnfrr hlffhlr ‘ Ail 2n

| n _professional I icl I ion (Articl and on precautiona
m res that tak national competent authoriti host Member States (Articl
Articl | n ration 1hh1r ntri nd Article 91 ifl




colleges fgr i1ssuers gf s1gn1ﬁcant a,sset-referenged tlens are mentlgned in Amcle 99. The
college shall consist of, among others:, the competent authority of the home Member State
where the issuer of the significant-e-meneyasset-referenced tokens has been authorised, the
EBA, ESMA, the competent authorities with supervision of the most relevant payments-
institutions;crypto-asset trading platforms—and, custodians, credit institutions etc. providing
services in relation to the significant e-meneyasset- referenced token;_and the ECB-if. Where

the_ssu_e_mf 51gn1ﬁcant e—meﬂeyutekeﬂ—rs—refefenemg—ewe—&&dasset-referenced tlens is

1S not euro is mcluded in the reserve assets the nat10na1 central bank in-ease-the-signil m—e&s&th%s&gmﬁe&&t—
e-money-tokenisreferencing-anEU-eurreney-which-isnotof that Member State is part of the
ewrocollege. Competent authorities not belonging to the college may request from the college
all information relevant to perform their supervisory duties. Article 4499 also describes how_
the EBA, in cooperation with ESMA and the European System of Central Banks, must
develop draft regulatory standards to determine the most relevant payments—institutions;
tradlng platforms and custodians and the detalls of the practlcal arrangements of the college.-

Powers to issue non-binding opinions isare conferred to the college in Article 45100. These
opinions can be related to require an issuer to hold a higher amount of own funds, an amended
whitepapercrypto-asset white paper, envisaged withdrawal of authorisation, envisaged
agreement of exchange of information with a third-country supervisory authority etc. Fhe-
. o . - horit] |
EBA shall duly consider the opinions of the college and where they do not agree with the
opinion, including any recommendations, their final decision shall contain explanations for
any significant deviation from the opinion or recommendations.




-mon ken nd Article 102 th ‘7 i non-bindin inion h

Chapter 4 specifies the EBA"s powers and competences related—te—the—supervision—ofon

issuers of significant asset- referenced tokens and issuers of significant e-money tokens;
neladingtegal, Legal privilege (Article 9+103), request for information (Article 92104),
general investigationsinvestigative powers (Article 93105), on-site inspections (Article
944&) exchange of 1nf0rmat10n (Artlcle %ﬂ) ggrggmgng gn gxghgngg gf 1nfgrmg;1gn with

gggggrgggn y;h g;hgr g;ghgnggg gAglglg 1191! he gghggygn of professmnal secrecy E_s_
mentioned in Article 993111 and supervisory measures by the EBA-{, in Article +063112.

Administrative sanctions and other measures, in particular, fines are detailed in Article
104113, with the consequent Articles regulating periodic penalty payments (Article +62114),
the disclosure, nature and enforcement of fines (Article +83115) and the corresponding
procedural rules for taking supervisory measures and imposing fines (Article 1+64116).

Artieles HOSArticle 117 and +96Article 118 set out the requirements on the hearing of persons
concerned and the unlimited jurisdiction of the Court of Justice over_the EBA's decisions,
respectively. In accordance with Article +67119, the EBA should be able to charge fees to the
issuers of significant asset-referenced tokens and Ihe_issue_ts_Qﬂsigniﬁcant e-money tokens

based on a delegated act adopted pursuant to the Regulatlon Aglglg 12!! g ggg Qggg s to ; g

roper iinfni r of 1onifl -rfrn knrn1 rf

The exercise of the delegation with a view to adopt Commission's delegated acts is covered in
Title VIII. The proposal for a Regulation contains empowerments for the Commission to
adopt delegated acts specifying certain details, requirements and arrangements as set out in the
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Regulation (Article +69121).

Title IX includes the transitional and final provisions, including the obligation for the
Commission to produce a report evaluating the impact of the regulationRegulation (Article
+H0122). Transitional measures include a grandfathering clause for crypto-assets issued before
the entry into force of this Regulation, with the exception of asset-referenced tokens and
e-money tokens-, are listed in Article H4123. Article 124 amends the directive on the
: : | | | ¥ Union | Directive (EU) 2010/1937%) |

the provisions related to e-money tokens and asset-referenced tokens that shall enter into
application on the date of entry into force of this Regulation.

2020/0265 (COD)

Proposal for a

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL

on Markets in Crypto-assets, and amending Directive (MiCA)EU) 2019/1937

(Text with EEA relevance)

THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,

Having regard to the Treaty on the Functioning of the European Union, and in particular
Article 114 thereof,

Having regard to the proposal from the European Commission,

After transmission of the draft legislative act to the national parliaments,
Having regard to the opinion of the European Central Bank®*%,

Having regard to the opinion of the European Economic and Social

Committee*!,

;Acting in accordance with the ordinary legislative procedure, Whereas:

(1) The—European Commission’s communication on a_Digital Finance Strategy?? aims
among-other-things-to ensure that the EHUnion’s financial services legislation is fit for

the digital age, an ntri re-1 nomy th rks for th le,
2 _Directive (EU) 2019/1937 of the European Parliament and of the Council of 23 October 2019 on the protection
of persons who report breaches of Union law (OJ L 305, 26.11.2019, p. 17).
20 o1Cl...L[.--bp-[---]
®lo1C,,p..
2_0JC p—
32 mmunication from th mmission to the Eur n Parliament, the Eur n ncil, th ncil, th
Eur n Economic an ial Commi nd th mmi f the Regions on a Digital

Finan T for E M(202 1
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including by enabling the use of innovative technologies—fte—berevised-onece—the-
Strategy-is—available}. The EJUnion has a stated and confirmed policy interest in
developing and promoting the uptake of this-transformative technelogytechnologies in
the financial sector, sueh—asincluding blockchain and distributed ledger technology
(“DLT>).

2) Crypteln finance, crypto-assets are one of the major DLT applications—fer—finanee.
Crypto-assets are digital representations of value or rights that have the potential to
bring significant benefits to both market participants and consumers. ForinstaneeBy

treamlining capital-raisin nhancin tition, issuances of crypto-
assets can allow for a cheaper less burdensome and more inclusive way of financing

for-small and medium- sized eompanies;by-streamlining-eapital-raising processesand-

enhaneing—ecompetitionenterprises  (SMEs). When wused as a means of
paymentspayment, payment tokens eeuld—alsecan present opportunities in terms of

cheaper, faster and more efficient payments, espeetallyin particular on a cross-border
basis, by limiting the number of intermediaries.

3) %%%SQ me crypto -assets eeald—ﬁ&H—w&hm—eﬂs%mg—EU—ﬁn&nelai—seW}ees—

m%%é&%%@ﬁ%&ﬁ%‘%@@%%@%)—efm as ﬁnan01a1 1nstruments wrthm—
the meaning of

Markets—inFinanetal- nstrumentsDireetiveas defined in Article 4(1), point (15), of Directive
2014/65/EU*; of thew majority of thesm-
eurrenthycrypto-assets, however, fall outside of the scope of EHUnion legislation-—
Where-erypto-assetsarenotecovered-by Y

on financial services—legislation—the-absence—of-apphicable, There are no rules tefor

services related to sueh-crypto-assets—{sueh—as, including for the operation of trading
platforms for crypto-assets, the service of exchanging crypto-assets against fiat

currency or other crypto-assets, or the custody of crypto- assets). The lack of such rules
leaves holders of crypto-assets exposed to risks, in particular in areas not covered by
theconsumer protection eensumer-rules. There-areThe lack of such rules can also_lead

to substantial risks to market integrity;sueh-as-market-manipulation; in the secondary

market of crypto- assets, including market manipulation. To address thesethose risks,
some Member States have put in place specific rules at-national-level-for all — or a

subset of — crypto-assets that fall outside ewrrentEUUnion legislation on financial
services—egislation—and—other. Other Member States are considering a—legislationto

legislate in this area.
(4)  Inthe-abseneeThe lack of an EUoverall Union framework for crypto-assets;—the_can
lead to a lack of users’ confidence in erypte-those assets, which will hinder the

development of thisa market;—teading in those assets and can lead to missed

opportunities in terms of innovative digital services, alternative payment instruments

or new funding sources for EHUnion companies. In the-absence-oflegislationat EU-

33 Directive 2014/65/EU of the European Parliament and of the Council of 15 May 2014 on markets in financial
instruments and amending Directive 2002/92/EC and Directive 2011/61/E L1 12.6.2014

349).
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feveladdition, companies using crypto-assets will have no legal certainty on how their
crypto-assets arewill be treated in the different EY—Member States, which
undermineswill undermine their efforts to use crypto- assets for digital innovation. The
abseneelack of an EUoverall Union framework on crypto-assets could also lead to
regulatory fragmentation, which distertswill distort competition in the Single Market,

makesmake it more difficult for crypto-asset service providers to scale up their
activities on a cross-border basis and gtveswill give rise to regulatory arbitrage. While-
theThe crypto-asset market rematnsis still modest in size and does not eurrenthyyet
pose a threat to financial stability;. It is, however, likely that a subset of crypto-assets
that-have-featureswhich aim to stabilise their price by linking their value to a specific
asset or a basket of assets could be widely adopted by consumers-and;—as, Such a
resultdevelopment could raise additional challenges to financial stability, monetary
policy transmission or monetary sovereignty.

. lobjectiveof this Resulation-isA_dedicated and harmonised framework is
w to prOVIde %%w

harmomsed framework fer—th%}s&mﬂeﬁ&d—pfemeﬁ—efs]mld_alsg_c_oy_er services
rclated to crypto-asscts (ueh—as—custodiabwallet—providers—exchanges—and—tradinge
platferms)—whichwhere these services are not euff%ﬂt—l—y—ea—pt—t&ed—by—E—U—ﬁ&aﬂeka—l—

servieeyet covered by Union legislation—FhisRegulation_on financial services. Such a
framework should support innovation and fair competition, while ensuring a high level

of consumer protectlon and market 1ntegr1ty in %h%crypto -asset markets, A clear

r rder i h 1 facili h1r nkm 1 n h1r
w It should also addressensure financial stability and address
monetary policy risks that could arise from seme-crypto- assets that aim at stabilising
their price by referenee-toreferencing a currency, an asset or a basket of assets-

()

Union legislation on financial services should not give—afavour one particular

technology—an—advantage—over—another. Crypto-assets that qualify as ‘financial
instruments’ er—eleetrontie-money-as defined in Article 4(1), point (15), of Directive
2014/65/EU should_therefore remain regulated under the general existing EHUnion
legislation, sueh—as—the—Markets—in—Finaneial Instruments—Direetive—({including
Directive 2014/65/EU)-and-the-Elcctronic- Money Directive (Directive 2009410/EC)H,

regardless of the technology used for their issuance or their transfer.

Central BanksCrypto-assets issued by central banks acting in their monetary authority
capacity andor by other public authorities which—wouldissueshould not be subject to
the Union framework covering crypto- assets-or-provide, and neither should services
related to crypto-assets sheuld-not-besubjeetto—this Regulationthat are provided by
such central banks or other public authorities.

=
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M@ﬂa&%ﬁmﬁﬂ%ﬁeﬁa&mmw of
‘crypto-assetassets should be specific, future-proof and be able to keep pace with

innovation and technological developments, ‘Crypto- assets’ and-ef ‘distributed ledger
technology’ whieh-areshould therefore be defined as widewidely as possible to capture
all types of crypto-assets which currently fall outside the scope of EHUnion legislation

on ﬁnanc1al services,_Such Sue leglslatlon—"Pths should %HS&P%ﬂ&-a%—th%R%gﬁl-&Heﬁ—l-S—

%h+sLe ObJectlve—"Phefefef%the gf combatmg mone;; laundermg and th the financing of
terrorism. Any definition of ‘crypto-assets’ set-eut-in-this Regulation-should_therefore
correspond to the definition of ‘virtual assets’; set out in the recommendations of the
Financial Action Task Force (FATF)**. %ew list of crypto-asset

services in—the—seope—ofthisRegulation—should also encompass the—virtual asset
services_that are likely to raise money -laundering concerns and that are identified as_

such by the Einaneial Aetion Task ForeeFATE.

S : - e isRegulationA distinction should alse-
d—istmgu+shbe a,de between three sub categorles of - crypto assets—that, which should
be subject to_more specific requlrements F&st—ther%&r%sma&%ewp’ee—&ssets—whese
primary—funetionThe fir - hich 1
intended to pI”OVldCM access ehg&alr}y—to &H—aﬁﬁhe&t}eﬂ—semeengM or
resoureesservice, available on a-DLT, and that is only accepted by the issuer of that

token (‘utility tokens’). FheseSuch ‘utility tokens’—which—in—many—eases have
non-financial purpesepurposes related to the operation of a digital platform and digital

services and should be considered as a specific type of crypto-assets.
i on_A n - f

crypto-assets are ‘asset-referenced tokens’. Such asset-referenced tokens—with—a-

payment—funetionalityand—whieh aim at maintaining a stable value by referencing
several currencies_that are legal tender, one or several commodities, one or several
crypto- assets, or a basket of such assets. By stabilising their value, thesethose
asset-referenced tokens_often aim at being used by their holders as a means of payment
to buy goods and services and as a store of value. Due-to-theirpayment funetions;-these-
assct-referenced tokens should be subject to specific rules.

HFhird;—semeA third sub-category of crypto-assets are usedcerypto- assets that are intended

primarily as a means of payment and-aimsaim at stabilising their value by referencing
only one fiat currency—thatistegaltender—This—+type, The function of such crypto-
assets—have—a—funetion—whieh is very elesesimilar to eleetronte—money,—under—the
function of electronic money-direetive{, as defined in in Article 2, point 2, of Directive
2009/1 IO/EC%)%WW&H%%%%WW%%




Mﬁ%ﬂw
ike electronic money, such crypto-assets—referencing—a——singlefiateurreneyhave
s&-m—rl—ai"—ptﬂ:peses,—&s—be%h—ef—them are electronic surrogates for coins and banknotes and
are used for making payments._Th - re defin ‘electroni
tokens’ or ‘e- tokens’
(2)Despite their similarities, seme-ditferences-exist-between-electronic money-under
Dﬁ%@tﬁ%@@/—l—l—@%@ and crypto-assets referencing a single fiat currency_differ in
some important aspects. Holders of electronic money nstitations—underas defined in
Article 2, point 2, of Directive 2009/110/EC are always provided with a claim on the
electronic money institution and have a contractual right to redeem their electronic
money at any moment against fiat currency that is legal tender at par value with the-
fiatthat currency-and-atany-mement. By contrast, some of the crypto-assets referencing
enby-one fiat currency which is legal tender do not provide their holders with such a
claim on theirthe issuers_of such assets and could fall outside the scope of Directive
2009/110/EC. Other crypto-asset referencing one sirnglefiat currency do not provide a
claim at par with the—ﬁat currency they are referencmg or 11m1t the redemptlon period.

rsuit an ntial ision of th ‘ fel rnim institution mnin
Directives 2 EC and 2 48/EC and r ling Directive 2 46/E L 267,.10.10.2
p. 7.
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value-and-at-any-mementithe currency th - re referencin 1d undermine the

confidence of users inof those crypto-assets-refereneing-only-one-currency-could -be-undermined.
To avoid themrcumventlon of a&stmgg rules set—e&t—by aid den in Dlrectlve 2009/1 IO/EC i

eﬁ%ehaﬂgﬁhem deﬁmtlon of an-‘e-money tokens should be as w1de as poss1ble to capture

all the types of crypto-assets referencing one single fiat currency en-the-erypto-asset-marketthat
is legal tender. To avoid regulatory arbitrage-with-the-previsions-ef Direetive 2009410/EC-o+

the-eireumventionof EU-rules;this Regulationshould-impese, strict conditions on the issuance
of e-money tokens_should be laid down, including the obligation for thesesuch e-money tokens

to be issued either by a credit institution autherised-underas defined in Regulation (EU)
2043/575No 575/2013 of the European Parliament and of the Council®, or by an electronic
money institution authorised under Directive 2009/110/EC. FheFor the same reason, issuers of
thesesuch e-money tokens should also grant theirthe users of such tokens with a claim to redeem
their tokens at any moment and at par value withagainst the-fiat currency referenced-At-thesame-

time;-due-to-the-novelty of the-technology-used;referencing those tokens. Because e-money
tokens_are also crypto-assets and can also raise new challenges in terms of consumer protection

and rnarket mtegrlty—eemparedm to &&dﬁe&al—eleetrem&mm&ey—Th*s—regt&at}eﬂ—shet&d—

ewpte—assets_that should be—eeﬁS}dered—&s anym person e%n%gw
Q;;Q ic any t;;gg of crypto-assets or §ggk§ the admission of such crypto-assets to third-

r_ulﬁs_for entltles wh&ehthat prov1de services and—aetwrt&es—related to crypto- crypto assets
These-main—erypto-assetA_first category of such services® consist irof ensuring the
operation of a trading platform for crypto-assets, in-exchanging crypto-assets against
fiat currencies th gt are legal tg gg I or other crypto-assets by dealing on own account,
and finally-the half of third parti ensuring the
custody and administration of crypto-assets or ensuring the control of means to access

such crypto-assets;—on—behalf—of thirdparties—Other, A second category of such

requiremen frr11n11n nm mnﬁrmnmnianinE
648/2012 (OJ L 176,27.6.2013, p. 1)
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services related-to-erypto-assets;-such-asare the placementplacing of crypto-assets, the

reception or transmission of orders for crypto-assets, the execution of orders for

crypto -assets; w theam adV1ce on crypto -assets-

%h):s—Regquaaeﬂ Any person wh}ehlhal prov1des anys;.mh crypto asset serviee;services
on a professional basis; should be considered as a ‘crypto-asset service provider’-and,

[o ensure that all offers to the public of crypto-assets, other than asset-referenced

okensrmn kens. in the Union, or all th mission f h -
Qg gg Qg;g ;g;ghgrlggg, all issuers of gg;p;g assets should be sa-bjeet—te—thﬁ—
Regulation]cgal entities.

6)In order to ensure consumer protection, usersprospective purchasers of
crypto-assets should be informed about the characteristics, functions as—weH-asand

risks related-teof crypto-assets they are-purehasingintend to purchase. When making a
public efferingoffer of crypto-assets in the EHUnion or when seeking an-admission of-
these crypto-assets to trading on a trading platform for crypto-assets, issuers of
crypto-assets should therefore—be—required—to—produce, notify to their competent
authority and publish an information document (‘a whitepapercrypto-asset white
paper’) containing mandatory disclosures. Fhe—whitepaperSuch crypto-asset white
paper should ineladecontain general information on the issuer, on the project to be
carried out_with the capital raised, on the efferingpublic offer of crypto-assets or on

their admission to trading_on a trading platform for crypto-assets, on the rights and
obligations attached to the crypto-assets, infermation—on the underlying technology

used for such assets and on the related risks. FheTo ensure fair and non-

discriminatory treatment of holders of crypto-assets, the information ineluded-in the

whitepapercrypto- asset white paper, and te—thewhere applicable in any marketing
communications related to the eﬁfeﬂ-nw shall be fair, clear and not

f Regulation (EU) 2017/112 fh Er nPrhmn nd of th ncil?’

m mall number of persons, or that are unique and r10t fungible w1th other
rvpto-asset

mall and medium-siz nterpri n - hould n subject to excessive
administrati i rvpto-assets in the Union that not

exceed an adequate ageregate threshold over a period of 12 months should therefor

horizontal legislation ensuring consumer protection. such as Directive 201 1/83/EU of

mark n r lin Dlr lE Ll 21 ‘ 12
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hlln X mnhTh1 11m1 1n nh ration fh 11 ffri

8 Directive 2011 EU of the Eur n Parliament and of th ncil of 2 r 2011 on consumer righ
mendin ncil Directi 13/EEC and Directive 1 44/EC of the Eur n Parliament an
h ncil and r lin ncil Directi EEC and Directi EC of the Eur

Parliament and of th ncil 1.304,22.11.2011 4

3 _Directive 2005/29/EC of the European Parliament and of the Council of 11 Mgg 2005 concerning unfair
1

f

iness-to-consumer commercial practi inhinrnlmrk mendin ncil Dir
4/450/EEC, Directi E 27/EC and 2002 fhEr nPrhmnn f th
g;gmmgrg 1g1 Prgg; ggg Directive’) (OJ I 149, 11@,25;5;;, 25221 ‘
. ncil Dir 13/EEC of 5 April 1 n unfair terms in consumer contr: L 21.4.1 2
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(23) {PHBeyondEven where exempted from the obligation to draw—uppublish a
prospeetuscrypto-asset white paper, all issuers of crypto-assets, other than
asset-referenced tokens or e-money tokens, should be-subjeetto—otherrequirements;
such as the obligation to act honestly, fairly and professionally, teshould communicate
with the-holders of crypto- assets in a fair, clear and net-misleadingtruthful manner,
teshould identify, prevent, manage and disclose conflicts of interest, toshould have
effective administrative arrangements and-to ensure that their systems and security
protocols meet &pﬁf@pfi—&t%E—QUniQn standards. In order to assist competent
authorities;_in_their i ks, the Eur rities and Markets Authori

wa the European Banklng Authority (EBA) should be

mandated to publish guidelines on those systems and security protocols in order to
further specify these EdUnion standards.
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shea%d—ensaf%th&t 01V11 11ab111ty rules sh Qu d apply to crypto asset issuers and thelr
management body for the 1nformat10n prov1ded to the pubhc through the w%ap%

eemﬁafed—te—etheHSSbtePs—ei;efypte-&ssetHs—&ssetAsset referenced tokens aim at

stabilising their value by reference to several fiat currencies, to _one or more
commodities, to_one or severalmore other crypto-assets, or_to a basket of such assets;-
they. They could_therefore be widely adopted by users to transfer value or as a means
of payments—Fhereforethey-eould_and thus pose increased risks in terms of consumer

protection and market integrity compared to other crypto- assets.

23)Before—issuing Issuers of asset- referenced tokens in-the-EU-orseeking-admissienshould
thgrgfgrg be sub]ect to more strmgent regulrements thgn 1§§;gg s of s&ehgthe crypto-

(25)  So-called algorithmic ‘stablecoins’ that aim at maintaining a stable value, via
protocols, that provide for the increase or decrease of the supply of such crypto-assets
in response to changes in demand should not be considered as asset- referenced tokens,

astengasprovided that they do not aim at stabilising their value by referencing one or
several other assets.

27 ffer h lic of -referen kens in the Union or seeking an admission of

w@mﬂm@m@w

underthlsR lation in order i -referen kens. In th h

41 Directive 2013/36/EU of the European Parliament and of the Council of 26 June 2013 on access to the activity
f credit institutions and th ntial ision of credit institutions and in ment firm:
mending Directive 2002 EC and r ling Directi 2 48/EC and 2 49/E L1

27.6.2013. p. 338)
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-referen ken busmess model mav pose a serlous threat to financial stablht

hould nsull hEBA nd ESMA and. where th _referenced tokens i
i the Eur ntran ECB the national

entral bank of issue of such currencies befor ntin horisation or refi 1n n

im itional requiremen
- . . . P

rovi holder f -referen ken ith clear, fair and n m11

holders Where the issuers of asset-referenced tokens do not offer a dlrect clalm or
redemption right on the reser t -

In ition information incl in th - hi I i rs of -
referenced tokens should also provide holders of such tokens with information on a
continuous basis. In particular, they should disclose the amount of asset-referenced

To ensure consumer protection, issuers of asset-referenced tokens should always act
honestly, fairly and professionally and aet-in the best interest of the holders of asset-

referenced tokens. -Fo—nddrew—the—ride—to—trsmehd—bibt—elthe—eiderHannetal
sys%em—}ssuerslssue_ts of asset- referenced tokens should bH&bjeet—te—c—aﬁ&al—
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(32) 25)lssuers of asset-referenced tokens should alseput in place a policy to identify,

manage and potentially disclose conflicts of interest which ggn arise from their
relations with their managers, shareholders, clients or third-part rovider

33) 1 rs of -referen kens should have robust governance arrangements, which-

inehadeincluding a clear organisational structure with well-defined, transparent and
consistent lines of responsibility—Fheyshould-alse—have_and effective processes to
identify, manage, monitor and report the rrsks to whrch rt—rs;lgg;; are or mrght be
exposed—an : g
mehémg—smmd—&d&&ms&a%wwd—&eeeem@mg—pmeedufes The management body of
such issuers as—weH-asand their shareholders should have good repute and sufficient
expertise—Fhey—should—also_and be fit and proper for the purpose of anti-money
laundering and combatting the financing of terrorism. Issuers of asset-referenced
tokens should also employ resources eommensurateproportionate to the scale of their
activities—Issuers-ofasset-referenced-tokens_and should always ensure continuity and
regularity in the performance of their activities. For that purpose, theyissuers of asset-
referenced tokens should establish a business continuity policy aimed at ensuring, in
the case of an interruption to their systems and procedures, the performance of their
core payment activities. Fheylssuers of asset-referenced tokens should also have a
strong internal control and risk assessment mechanism, as well as a system that
guarantees the integrity and confidentiality of information received.

(34) 26)lssuers of asset-referenced tokens are usually at the centre of a network of entities

whiehthat ensure the issuance of such crypto-assets, their transfer;-as—wel-as_and their
distribution to holders. Issuers of asset-referenced tokens should therefore be required
to establish and maintain appropriate contractual arrangements with thesethose
third-party entities that-ensureensuring the stabilisation mechanism and the investment
of the reserve assets backing the value of the tokens, the custody of such reserve assets,
and, where applicable, the distribution of the asset-referenced-payment tokens to the
public.

ﬁ-&&&emg—ef—terreﬂsm—To address the rlsks to ﬁnanc1al stab111t¥ of the w1der ﬁnanmal

tem, i I - t to capital requirement
Th ital requirements shoul roportionate to the issuance size of the

t-referen token alculated as a percenta f the reser f
assets that back the value of the asset-referenced tokens. Competent authorities
houl to increase or decrease the amount fund requirement

required on the basis of, inter alia, the evaluation of the risk-assessment mechanism
the i r, th alitv_an latility_of the assets in the reser acking th

asset-referenced tokens or the aggregate value and number of asset-referenced tokens,

(35) 9In order to stabilise the value of their asset-referenced tokens, issuers of sueh-

erypto—assetsasset-_referenced tokens should constitute and maintain a reserve of
assets backing those crypto-assets at all times. Issuers of asset- referenced tokens

should ensure the prudent management of such a reserve of assets and should in
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particular ensure that the creation and destruction of asset-referenced tokens are always
matched by a corresponding increase or decrease in the reserve assets and that such
increase or decrease is adequately managed to avoid adverse impacts on the market of
the reserve assets. Sueh—issuersIssuers of asset-backed crypto-assets should_therefore
establish, maintain and detail policies that describe, inter alia, the composition of the
reserve assets-and, the allocation of assets, the comprehensive assessment of the risks
raised by the reserve assets, the procedure for the creation and destruction of the
asset-referenced tokens—as—well—as, the procedure to purchase and redeem the
asset-referenced tokens against the reserve assets and, where the reserve assets are
invested, the investment policy that is followed by the issuer.

the val i have a
deguate custody policy for reserve assets. ﬂHsThal policy should ensure-at-al-times

that the reserve assets are entirely segregated from the issuer’s own assets_at all times,
that the reserve assets are not encumbered or pledged as collateral, and that the issuer
of asset-referenced tokens havehas prompt access to thesethose reserve assets;—where-
needed-to-perform-theirfunetions—tn-any-ease,_The reserve assets should, depending on
their nature, thereserve-assets—sheuld-be kept in custody either by a credit institution
within the meaning of Regulation (EU) No 575/2013%° or by aan_authorised

crypto-asset service provider-autherised-underthisregulation-for-theservice-of etustody-
of—ervpto-assets—on—behal—of third—parttes—The—eredit,_Credit institutions or—the

crypto-asset service providers that keep in custody the reserve assets that back the
asset-referenced tokens should be responsible for the loss of such reserve assets
vis-a-vis the issuer or the holders of asset-referenced tokens, unless they prove that that-
such loss has arisen from an external event beyond reasonable control.

King th f the tokens, issuers of asset-referenced tokens should invest th
1 re, low risks assets with minimal market and credit ri

Iting fr th tment fth reserve assets shoul m the i r of th
asset-referenced tokens.

32)Some asset-referenced tokens may offer all their holders rights, such as redemption
rights or claims on the reserve assets or on the issuer, while other asset-referenced
tokens demay not grant such rights to all their holders and_may limit the right of
redemption to specific holders. FhisRegulatienAny rules regardin -referen

tokens should be flexible enough to capture all thesethose situations. Fherefore-
issuerslssuers of asset-referenced tokens should berequired-to-indicatetherefore inform
the holders of asset-referenced tokens wheon whether they are provided with a direct
claim on the issuer or redemption rights. Where issuers of asset- referenced tokens
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grant direct rights on the issuer or on the reserve assets to all the holders, the issuers
should-berequired-to precisely defineset out the conditions for-exereistngunder which
such rights_can be exercised. Where theyissuers of asset-referenced tokens restrict such
direct rights on the issuer or on the reserve assets to a limited number of holders of
asset- referenced tokens, the issuers should in—any—ease—berequired—tostill offer
minimum rights to all the holders of asset- referenced tokens. First,—theylssuers of
asset-referenced tokens should ensure the liquidity of the-asset-referencedthose tokens;
by concluding and maintaining adequate liquidity arrangements with crypto-asset
service providers that are in charge of posting firm quotes on a predictable basis to buy
and sell the asset-referenced tokens against fiat currency. Seecendly—whereWhere the
value of the asset-referenced tokens varies significantly from the value of the reserve
assets, the holders of asset-referenced tokens should have a right to request the
redemption of their asset-referenced tokens against reserve assets; directly from the
issuer. Finaly—when-the-issuers]ssuers of asset-referenced tokens_that voluntarily stop

their operations or when-theythat are_orderly wound-down in-an-erderlyfashionthey

should have contractual arrangements in place to ensure that the proceeds of the
reserve assets are pald to the holders of asset-referenced tokens.

39) B3lssuersT -referen re mainl
W of asset-referenced tokens, and any

crypto-asset service providers, should be-prohibited-from-grantingnot grant interests to
users of asset-referenced tokens for the-length-ef-time such users are holding thethose
asset-referenced tokens.

649%5&&%1&5—9)5_5_(1mc asset- referencedw tokens should a}s&be feqﬂﬂced—t&

rn i h n111nrnn 1hhﬁnn11 ‘ rh ntial

QLQSSJlOIdﬁu.LS_c of—whether such—eaqate—assets—&r%&d—rm&ed—te—ﬁa&dmg—eﬂ—a—&admg_
platferm-for crypto-assets-ernot
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M@M.

(40) ADue to their large scale, issuanee—ef—significant asset-referenced tokens eewld-
amphify—thecan pose greater risks to financial stability;—eempared—to_than other
crypto-assets and asset-referenced tokens with more limited issuance. Issuers of
significant ameunts—ef-asset-referenced tokens should_therefore be subject to more
stringent requirements eempared-to—otherthan issuers of_other crypto-assets or asset-
referenced tokens_with more limited issuance. They should netablyin particular be
subject to higher capital requirements, to the-ebligatien-teinteroperability requirements_
MM establish a liquidity management policy—and—te—interoperability-
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ind- n plan nsure that the rights of the holders of th -referenced tokens
rotect i = top their rations or wh

they are orderly winding down their activities according to national insolvency laws,

4bBefore-issuinglssuers of e-money tokens;its-issuers should be authorised either as a
credit institution under Directive 2013/36/EU or as an electronic money institution

under Directive 2009/110/EC and tethey should comply with the relevant

previstensoperational requirements of-that Directive—_2009/110/EC, unless specified
otherwise in this Regulation, Issuers of e- money tokens should-alse-be—required—te
produce a whitepaper—netifiedcrypto-asset white paper and notify it to itstheir
competent authority. Where the issuance of e-money tokens is below a
numertealcertain threshold set-eutin-this Regulation-or where theye-money tokens can
be exclusively held by qualified investors, issuers of such e-money tokens should not
be subject to the authorisation requirements. However, issuers should always be-

subjeet-to-the-obligationto-draw up a whitepapercrypto-asset white paper and-te notify

it to their competent authority.

“2AH-the-holdersHolders of e-money tokens should be provided with a claim on the
issuer of the e- money tokens concerned. FheyHolders of e-mon kens should
always be granted with a redemption right at any-mement-and-at-par value with the fiat
currency that the e-money token is referencing_and at any moment. Issuers of
asset-referencede-money tokens should be allowed to apply a fee, where theholders of
e-money tekenhelderstokens are asking for the redemptions of their tokens for fiat
currency;—sueh, Such a fee isshould be proportionate and-ecommensurate—withto the

actual costs incurred by the issuer of electronic money tokens.

“43)Issuers of e-money tokens, and any crypto-asset service providers, should be-

prohibited-from-grantingnot grant interests to holders of e-money tokens for the length-
eftime such holders are holdings thethose e- money tokens.

44hThe whitepapercrypto-asset white paper produced by an issuer of e-money token-
issuertokens should contain all the relevant information concerning thethat issuer ef

e-meney-tokens-and the efferingoffer of e-money tokens or their admission to trading
on a trading platform for crypto-assets whiehthat is necessary to enable potential

buyers to make an informed purchase decision and understand the risks relating to the
effering—The-whitepaperoffer of e-money tokens. The crypto-asset white paper should
also explicitly indicate that theholders of e- money teken-helderstokens are provided
with a claim andin the form of a right to redeem their e-money tokens against fiat

currency at par value and at any moment-and-atpar-valae.

“U5)In—erder—to—avoid—eross—eurreney—risks;—whereWhere an issuer of e-money
tokentokens invests the funds received in exchange for e- money tokens, #sheuld-be-

required—to—nvest-such funds_should be invested in assets denominated in the same
currency as the one that the e-money token is referencing to avoid cross-currency risks.
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“46)As—stgnifieantSignificant e-money tokens can raise-additional-challenges—interms-
ofpose greater risks to financial stability eempared—te—otherthan non- significant

e-money tokens and traditional electronic money;—issuers. Issuers of such significant
e-money tokens shalshould therefore be subject to additional requirements—set—eut

under-this Regulation. Issuers of e-money tokens should netablyin particular be subject
to higher capital requirements eempared—to—those—applicable—tothan other e-money
token issuers, to the—ebligation—teinteroperability requirements and they should
establish a liquidity management policy-and-te-interoperability requirements. Issuers of
e-money tokens should also be—required—to—apply—semecomply with certain

requirements applying to issuers of asset-referenced tokens, such as custody
requirements for the reserve assets, investment rules for the reserve assets and the
obligation to establish an orderly wind-down plan.

“49Crypto-asset services should only be provided by a-legal entityentities that hashave
a registered office in a Member State and that hashave been authorised as_a
crypto-asset service provider by the competent authority of the Member State where its

reglstered ofﬁce 1s located—Aﬂyupefseﬂ—e&her—}egaJ—eH%aaﬁaJ—whe—has—ﬁet—beeﬂ—

seﬂ%ie&

(0)This Regulation regulates—theprovision-of-erypto-asset-services—in-the Union—It-

should not affect the possibility for persons established in the Union to receive
crypto-asset services by a third-country firm at their own exelasive-initiative. Where a
third-country firm provides crypto-asset services at the own exelustve-initiative of a
person established in the Union, the crypto-asset services should not be deemed as
provided in-the—territory—of the Union. Where a third-country firm solicits clients or
potential clients in the Union or promotes or advertises crypto-asset services or
activities in the Union, it should not be deemed as a crypto-asset service provided at
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the own-exelustve initiative of the client. In such a case, the third -country firm should
be authorised as a crypto-asset service provider-underthis Regulation.

the relatively smal rvypto-asset servi roviders to date, th It

authorise and supervise such service providers should be conferred to national
tent authorities. The authorisati houl rant i

he competent authori f the Member here the entity has its register ffi

4 rovider i hrinhl 1 for the entire Union

to asset serV1ces E MA h 1 lish register f . 2 i

5HSome firms subject to hish—regulatory—standards—under—Union_legislation on
financial services regulation—should be allowed to provide crypto-asset services

without prior authorisation—under—this—Regulation—For—instanee;,—eredit,_Credit
institutions—that-are authorised under Directive 2013/36/EU should not need another

authorisation under—this—Regulation—in—order—to provide crypto- asset services.
Investment firms authorised under Directive (EEH)-2014/65-sheuld-also-be-allowed-to-

provide-crvplo—assetservices—across—the-Eawherethey—wreauthorised/EU to provide
one or several investment services as defined under that Directive-(EEH)-2044/65-which-

}s—err&re s1m11ar to the crypto- asset services they intend to prov1de—llasfmeﬁt—

&&the&s&&emmd%%%gt&a%m%ﬁ%ﬂ&es&ﬁ%ms—shetﬂdjh@ldjlm be allowed
to pr0V1de crypto -asset services across the Union the [Jan w1thout pﬁefa,nglhe authorlsatlon—

52In order to ensure consumer protection, market integrity and financial stability,

crypto- asset service providers;-whatever-the-service-they providershould-be-subjeet-to-

a—set—of —general—requirements—They should always act honestly, fairly and
professionally in the best interest of their clients. Crypto -asset services should be be

ni ‘financial ices’ fined in Dir 2 2 E f the Eur

houl ‘ lish mlm handlin r n houl have arobust 0110 to

ntify, prevent, manage and discl nflicts of inter
nsumer pr ion - 1 roviders should comply with

some prudential requirements. FheseThose prudential requirements should be set as a
fixed amount or in proportion to their fixed overheads of the preceding year,
depending on the typetypes of services they provide.

53)Crypto-asset service providers should be subject to strong organisational

% _Directive 2002/65/EC of the European Parliament and gf the ( ;ggngll of 2§ September 2002 concerning the
istance marketing of consumer financial servi nd amendin ncil Directi 19/EE
Directi EC an 27/E L 271,9.10.2002 |
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requirements. Their managers and main shareholders should be fit and proper for the
purpose of anti- money laundering and combatting the financing of terrorism.
Crypto-asset service providers should employ management and staff with_adequate
skills, knowledge and expertise and should take all reasonable steps to perform their
functions, including through the preparation of a business continuity plan. They should
have sound internal control and risk assessment mechanisms as well as adequate
systems and procedures to ensure integrity and confidentiality of information received.
Crypto-asset service providers should have appropriate arrangements to keep records
of all transactions, orders and services related to crypto-assets providedthat they
provide. They should also have systems in place to detect potential market abuse
committed by clients.

(55) 5)In order to ensure consumer protection, crypto-asset service providers shal-
atseshould have adequate arrangements to safeguard the ownership rights of clients-as-

regards’ holdings of crypto- assets. Where their business model requires heldingthem
to hold funds; as defined under-thePayment-Services Direetivein Article 4, point (25),
of Directive (EU) 2015/2366)_of the European Parliament and of the Council® in the

form of banknotes, coins, scriptural money or electronic money belonging to their

clients, crypto-asset service providers should have-the-ebligationte-place such funds
with

a credit institution or a central bank. Crypto-assets service providers should be
authorised to make payment transactions related-tein connection with the crypto-asset
servieeservices they offer, only #where they are authorised as payment institutions in
accordance with Directive (EU) 2015/2366.

(56) 56)Depending on the speeifie-services they provide_and due to the specific risks raised
by each type of services, crypto-asset service pr0V1ders shall-alseshould be subject to

speetfie-—requirements—For—instanee;—erypto_specific to those services. Crypto-asset

service providers providing the service of custody and administration of crypto-assets
on behalf of third parties should have a contractual relation with their clients with
speetfiemandatory contractual provisions and they-should establish and implement a
custody policy. Those crypto- asset service providers should also be held liable for any
lessdamages resulting from an ICT- related incident, whetherincluding an incident
resulting from-malietousaectivitylike a cyber-attack, theft or any malfunctions.

(57) AHTo ensure an orderly functioning of crypto-asset markets, crypto-asset service
providers operating a trading platform for crypto-assets should have detailed operating

3 Directive (EU) 2015/2366 of the European Parliament gng of the Council of 25 November 2015 on payment
i in the internal mark mending Dir 22 EC.2 110/EC and 201 EU an
lation (E 1 201 lin Dlr 2 4/E L 23.12.201
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rules—and, should ensure that their systemsystems and procedures are sufficiently
resilient—Fhey_and should—alse be subject to pre-trade and post-trade transparency
requirements adapted to the crypto-asset market. FheyCrypto-asset service providers

should ensure that the trades executed on their trading platform for crypto-assets are

settled and recorded on the DLT witheut—undue—delayswiftly. Crypto-asset_service
providers operating a trading platform for crypto- assets should also have a transparent

fee structure for the services provided to avoid the placing of orders that could

contribute to market abuse or disorderly trading conditions.

58)cryptollo_ensure consumer protection, crypto-asset service providers whiehthat

exchange crypto- assets against fiat currencies or other crypto-assets; by using their
proprietaryown capital; should establish a non- discriminatory commercial policy.
They should be-ebliged-to-publish either firm quotes or atteast-athe method they are
using for determining the price of crypto-assets they efferfor-buyinegwish to buy or
setinesell. They should also be subject to post-trade transparency requirements.
Crypto-asset service providers that execute orders for crypto-assets on behalf of third
parties should establish an execution policy and should always aim at obtaining the
best result possible for their clients. They should take all reasenablenecessary steps to
avoid the misuse of information related to clients’ orders by their employees.
Crypto-assets service providers that receive orders and transmit those orders to
anetherother crypto-asset service previderproviders should implement procedures for

the prompt and proper sending of ehents’those orders. TheyCrypto-assets service

roviders should be—prevented—from—reeervingnot receive any monetary or
non-monetary benefits for transmitting thesethose orders to any particular trading

platform for crypto-assets or any other crypto-asset service providers.

b%su—bjeet—te—speel-ﬁHeq&&emems—Crypto asset service pr0V1ders pfewdmg—that
service—should—have—arrangements—toplace crypto-assets for potential users should

communicate to those persons information on how they intend to perform their service
before the conclusion of a contract. They should also be—+equired—to—put in place
specific measures to prevent conflicts of interest arising from that activity.

60yEryptoTo_ensur nsumer protection -asset service providers whiehthat
provide advice on crypto-assets, either at the request of a third party or at their own
initiative, should make a preliminary assessment of their eklentclients’s experience,
knowledge, objectives and ability to bear losses. HWhere the elient-doesclients do not

pr0V1de mformatlon er—he%sh%deesgg th Ccr ¥ptg asset serv gg provi Q; rs_on their

g:henj;s do not have sufﬁ01ent owledge_to_undﬁrstand the_nsks_

involved, or the ability to bear losses, crypto- asset service previderproviders should
warn thethose clients that the crypto-asset or the crypto-asset services may not be

adapted—tosuitable for them. When providing advice, crypto-asset service providers
should establish a report, summarising the elientclients’s needs and demands and the
advice given.
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64Felt is necessary to ensure users’ confidence in the—crypto-asset marketmarkets and

(61)

(62)

market integritys, It is therefore necessary to lay down rules to deter market abuse for

crypto- assets that are admitted to trading on a trading platform for crypto-assets-

should—be—subjeetto—provisions—to—deter—market-abuse. However, as the-issuers of

crypto-assets and crypto-asset service providers are very often small—and

medim-sized—enterprisesSMEs, it eeuldwould be disproportionate to apply all the
pr0V1s10ns of the-Regulation (EU) No 596/2014°_of the E;;rggggn Pgrhgmgng and of

h i r h are likel to undermine users’ confidence in -
t _markets, i ing insider dealings,
unlawful dlsclosure of 1ns1de 1nf0rmat10n and market manipulation related to

crypto-assets;—as—these-behaviours arc likely to undermine users™ confidence in the
integrity-of erypto-asset-markets. These bespoke rules on market abuse committed in

relation to crypto-assets should be applied, where crypto-assets are admitted to

tradlng on a tradlng platform for crypto assets —"Ph%pre%eﬂs—eﬂ—market—ab&s%

Competent authorities should be conferred with sufficient powers to supervise the
issuance of crypto-assets, including asset-referenced tokens or e-money tokens, as well
as crypto-asset service providers, including the power to suspend or prohibit an
issuance of crypto-assets or the provision of a crypto-asset service—Ceompetent

srthorte—shorld—be—equipped—vith—addiions—peveers,_and  to  investigate

infringements teof the rules on market abuse. Given the cross-border nature of the-

crypto- asset markets, competent authorities should have-the-ebligation—te-cooperate
with each other to detect and deter any infringements of the Regulation]egal framework
governing crypto-assets and markets for crypto-assets. Competent authorities should

also have the power to impose sanctions on issuers of crypto-assets, including
asset-referenced tokens or e-money tokens and crypto-asset service providers.

toSi nlﬁ I frn kens can means of exchan nd to make
lar lm avment transaction a cross-border basi i ]
rbitr r Member it i ropri ign he EBA th k of

> he | ¢ sionifl ref | tol ] i
referen kens h. n classifil 1onifl

;92 Regulation (EU) No 596/2014 of the European Parliament and of the Council of 16 April 2014 on market

abuse (market abuse regulation) and repealing Directive 2003/6/EC of the European Parliament
and of the Council and Commission Directives 2003/124/EC, 2003/125/EC and 2004/72/EC Fext
with-EEArelevanceOJ(OJ L 173, 12.6.2014, p. 1-61).
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(66) To supervise the issuers of significant asset-referenced tokens—that—have—been-
designated as

signtfieant., the EBA should have the powers, among others, to carry out on-site inspections,
take supervisory measures and impose fines. The EBA should also have powers to
supervise the compliance of issuers of significant e-money tokens with additional

requirements set out in this Regulation—applying—te—issuers—ofsigniticante-money-
tokens.

(67) (6HThe EBA should charge fees on issuers of significant asset-referenced tokens erand
issuers of significant e-money tokens to cover its costs, including overheads. For
issuers of significant asset-referenced tokens, the level—ef—the—fee should be
proportionate to-the-size-of the size of their reserve assets. For issuers of significant
e-money tokens, the tevel-ef-the-fee should be proportionate to the ameuntsamount of
funds received in exchange effor the significant e-money tokens.—TFheCemmission
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(73)  In order to avoid disrupting market participants that provide services and activities in
relation to crypto- assets that have been issued before the entry into applieatienforce of
this Regulation, it-weuld-bejustified-to-exempt-the-issuers of such crypto-assets_should
be exempted from the obligation to publish a whitepapercrypto-asset white paper and

other regquirements—applicable set—eut—by—this—Regulationrequirements. However,
thesethose transitional provisions should not apply to issuers of asset-referenced

tokens, issuers of e-money tokens or to crypto-asset service providers that, in any case,
should receive an authorisation urderas soon as this Regulation-

(69yFhe-entry enters into application.

(74) histleblowers can bring new information h ntion of competen horiti

Council®® in order fo make it applicable to breaches of this Rgg;;lg;ign!
(75) The date of application of this Regulation should be deferred by 18 months in order to

allow for the adoption of regulatory technical standards, implementing technical

standards and delegated acts that are necessary to specify certain elements of this
Regulation-,

HAVE ADOPTED THIS REGULATION:

mn1nD11n 12 EC and r lin mm11nD11n2 E L 331

15.12.2010, p. 84)
8 Directive (EU) 2019/1 f the Eur n Parliament and of th ncil of 2 r 2019 on the pr ion
f persons who r reaches of Union 1 L 26.11.201 1
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TITLE I+
Subject Matter, Scope and Definitions

Article 1
Subject Mattermatter

This Regulation establisheslays down uniform reguirementsrules for the following:

(a)

(b)

(©)

(d)

(e)

transparency and disclosure requirements for the issuance and admission to trading of
crypto-assets;

the authorisation and supervision of crypto-asset service providers and issuers of
asset-referenced tokens and_issuers of electronic money tokens;

the operation, organisation and governance of issuers of asset-referenced tokens,
issuerissuers of electronic money tokens and crypto-asset service providers;

consumer protection rules for the issuance, trading, exchange and custody of crypto-
assets;

measures to prevent market abuse to ensure the integrity of crypto-asset markets.

Article 2
Scope and exemptions
This Regulation applies to entitiespersons that are engaged in the issuance of
crypto-assets andor provide services related to crypto-assets in the Union.

FhisHowever, this Regulation shalldoes not apply to crypto-assets that qualify as:

a financial instruments withi i in Article 4(1 ]
as delined 1n . point
(15), of Directive 2014/65/EU*;

(b) electronic money within-the-meaning-ofas defined in Article 2(22, point (2), of

Directive 2009/110/EC**, except H#where they qualify as an-electronic money
tekentokens under this Regulation;

(c) deposits within-the-meaning-ofas defined in Article 2(1), point (3), of Directive
2014/49/EU* of the European Parliament and of the Council®;

(d) structured deposits within-the-meaning-ofas defined in Article 4(1), point (43),
of Directive 2014/65/EU-;

(e) securitisation within-the-meaning-ofas defined in Article 2(12, point (1), of
Regulation (EU) 2017/2402% of the European Parliament and of the Council*.

324 Directive 2014/49/EU of the European Parliament and of the Council of 16 April 2014 on deposit guarantee
schemes-Fext-with- EEArelevanee (OJ L 173, 12.6.2014, p. 149—178).

350 Regulation (EU) 2017/2402 of the European Parliament and of the Council of 12 December 2017 laying down
a general framework for securitisation and creating a specific framework for simple, transparent
and standardised securitisation, and amending Directives 2009/65/EC, 2009/138/EC and
2011/61/EU and Regulations (EC) No 1060/2009 and (EU) No 648/2012 (OJ L 347, 28.12.2017,

p. 35-89).
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3. This regulationshallRegulation does not apply to the following entities and persons:

(@)

(b)

(©

(d)

(e)

®

(&

the European Central Bank-and, national central banks of the Member States
when acting in their capacity as monetary authority or other public authorities;

insurance undertakings or undertakings carrying out the reinsurance and
retrocession activities referred-toas defined in Directive 2009/138/EC* _of the

European

Parliament and of the Council®! when carrying out the activities referred to in

that Directive;

a liquidator or an administrator acting in the course of an insolvency procedure,
except for the purpose of Article 2942;

persons who provide crypto-asset services exclusively for their parent
companies, for their subsidiaries or for other subsidiaries of their parent
companies;

the European investment bank;

the European Financial Stability Facility and the European Stability
Mechanism;

public international organisations.

4.  Where issuing asset-referenced tokens, including significant asset-referenced tokens,
credit institutions authorised under Directive 2013/36/EU shall not be subject to :

(a) the appheation—eof-Asticle 3 Artcle o totorb—Artele-23and-Chapter
2provisions of chapter I of Title III, except Articles 21 and 22
(b) Article 3031.
5. Where providing one or more crypto-asset services, credit institutions authorised

under Directive 2013/36/EU shall not be subject to the application—efprovisions of

chapter I of Title V, except Articles 46(1H;47-48(H—teo—48(4);-49;56,—5+57 and
Chapter Hof Title VA8,

6. Investment firms authorised under Directive 2014/65/EU shall not be subject to the

appheation-efprovisions of chapter I of Title V, except Articles 46(1H57, 4758, 48(1H)-

to-48(4);-49-50,5160 and Chapter Hl-of Title- V61, where they only provide one or

several crypto-asset services equivalent to the investment services and activities for
which they are authorised under Directive 2014/65/EU. For that purpose:

(@)

(b)

(©

the crypto-asset servieereferred-toservices defined in Article 3(1),_point (gl1),
of this Regulation isare deemed to be equivalent to the investment activities
referred to in points (8) and (9) of Section A of Annex I efto Directive
2014/65/EU;

the crypto-asset services referred—tedefined in Article 3(1),_points (¥12) and
(s13). of this Regulation isare deemed to be equivalent to the investment
servieeservices referred to in point (3) of Section A of Annex I efto Directive
2014/65/EU;

the crypto-asset services referred-tedefined in Article 3(1),_point (t14), of this
Regulation isare deemed to be equivalent to the investment servieeservices

3431 Directive 2009/138/EC of the European Parliament and of the Council of 25 November 2009 on the taking-up
and pursuit of the business of Insurance and Reinsurance (Solvency II) (Fext-with-EEA-relevanee)-
OJ L 335, 17.12.2009, p. 1-4+55).
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(d)

(e

®

referred to in point (2) of Section A of Annex I efto Directive 2014/65/EU;,

the crypto-asset services referred-todefined in Article 3(1),_point (#15), of this
Regulation isare deemed to be equivalent to the investment services referred to
in points (6) and (7) of Section A of Annex I efto Directive 2014/65/EU;

the crypto-asset services referred-todefined in Article 3(1),_point (¥16), of this
Regulation isare deemed to be equivalent to the investment servieeservices
referred to in point (1) of Section A of Annex I efto Directive 2014/65/EU.

the crypto-asset services referred-todefined in Article 3(1),_point (w17), of this
Regulation isare deemed to be equivalent to the investment services referred to
in points (5) of Section A of Annex I efto Directive 2014/65/EU.

Article 3
Definitions

For the purpesepurposes of this Regulation, the following definitions apply:

]

2)

fa)‘distributed ledger technology’ or ‘DLT’ means a elasstype of technelogies-
whiehtechnology that support the distributed recording of encrypted data;

by crypto-asset’ means a digital representation of value or rights; which may
be transferred and stored electronically, using distributed ledger technology or
similar technology;

fey‘asset-referenced tekenstoken’ means a type of crypto-assets—whese—main-
purpese-is-to-beused-as-a-means-ofexchange-andasset that purports to maintain
a stable value by referring to the value of several fiat currencies_that are legal
tender, one or several commodities or one or several crypto-assets, or a
combination of such assets;

ty‘electronic money token’ or ‘e-money token’ means a type of crypto-assets-
wheseasset the main purpose of which is to be used as a means of exchange and

that purports to maintain a stable value by being-deneminated-in-(unitsreferring
to the value of) a fiat currency-

fe)‘utility token’ means a type of crypto-assetsasset which areis intended to

provide digital access digitally—to an—apphication,—serviees or
reseureesservice, available on a—distributedtedgerDLT, and that—areis only

accepted enbyby the issuer of that token—te—grant-aceess—to-—such-apphieation;
et e e e

y‘issuer of crypto-assets’ means a legal person who offers_to the public any
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() effering‘offer to the public’ means an efferingoffer to third parties to acquire a

crypto-asset in exchange for fiat currency or other crypto-assets;

(7) @ crypto-asset service provider’ means any person whose occupation or
business is the provision of one or more crypto-asset services to third parties on
a professional basis;

(8) f{e)‘crypto-asset service’ means any of the services and activities listed below
relating to any crypto-assetsasset:
(a) the custody and administration of crypto-assets on behalf of third parties;

(b) the operation of a trading platform for crypto-assets;

(©) the exchange of crypto-assets for fiat currency_that is legal tender;
(d) the exchange of crypto-assets for other crypto-assets;

(e) the execution of orders for crypto-assets on behalf of third parties;

® the-placementplacing of crypto-assets;

(2) the reception and transmission of orders for crypto-assets on behalf of
third parties;

(h) theproviding advice on crypto-assets;

v o orenced-tokens.

(9) {p)‘the custody and administration of crypto-assets on behalf of third parties’
means safekeeping or controlling, on behalf of third parties, crypto-assets or the
means of access to such crypto-assets, where applicable in the form of private
cryptographic keys;

(10) €e¢)‘the operation of a trading platform for crypto-assets’ means managing one
or more erypto-assets-trading platforms_for crypto-assets, within which multiple
third-party buying and selling interests for crypto-assets can interact in a
manner that results in a contract, either by exchanging one crypto-asset for
another or a crypto-asset for fiat currency that is legal tender;

(11) )‘the exchange of crypto-assets for fiat currency’ means concluding purchase
or sale contracts concerning crypto-assets with third parties against fiat
currency that is legal tender; by using proprietary capital;

B

ts)‘the exchange of crypto-assets for other crypto-assets’ means concluding
purchase or sale contracts concerning crypto-assets with third parties against
other crypto-assets; by using proprietary capital;

(13) (H‘the execution of orders for crypto-assets on behalf of third parties’ means
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concluding agreements to buys_or to sell one or_more crypto-assets or to
subscribe for one or more crypto-assets on behalf of third parties;

(w)‘the—placementplacing of crypto-assets’ means the marketing of

newly-issued crypto- assets or of crypto-assets that are already issued; but that
are not admitted to trading on a trading platform for crypto-assets, to specified
purchasers and which does not involve an efferingoffer to the public or an
etferingoffer to existing holders of the issuer’s crypto-assets;

&4 the reception and transmission of orders for crypto-assets on behalf of third
parties’ means the reception from a person of an order to buy;_or to sell one or_
more crypto-assets or to subscribe for_one or more crypto-assets and the
transmission of that order to a third party for execution;

6w ‘theproviding advice on crypto-assets’ means—the-aet-of offering, giving or
agreeing to give personalised or specific recommendations to a third party,
either at the third party’s request or on the initiative of the crypto-asset service
provider providing the advice, concerning the acquisition or the sale of one or
more crypto-assets, or the use of crypto-asset services;

¥ ‘management body’ means the body er—the-bedies—of an issuer of asset—

refercnced tokens or significant assct-referenced tokens. of an issucr of
e-monev-tokens-orstonticant-e-money-tokens - , or of a crypto-asset

provider, which areis appointed in accordance with national law, and which
arels empowered to set the entity’s strategy, objectives, the overall direction
and which everseeoversees and menttermonitors management decision-making
and ineladewhich includes persons who direethy—direct the business of the
entity=;

(#)‘credit institution’ means a credit institution as defined in peint{1)-efArticle
4(1),point (1), of Regulation (EU) No 575/2013%%;

tere)-‘qualified investors’ means ‘qualified investors’ within-the-meaning-ofas
defined in Article 2, point (e), of Regulation (EU) 2017/1129%;

BB)-‘reserve assets’ means the basket of fiat currencies_that are legal tender,

commodities or crypto- assets, backing the value of an asset-referenced tokens,
or the investment of such assets-;

- ‘home Member StatesState’ means:

(a) where the issuer of crypto-assets, other than -referen

electronic_money tokens, has its registered office or a branch in the
EUUnion, the Member StatesState where the issuer of crypto-assets has

its registered office or a branch;

where the issuer of crypto-assets—with, other than asset-referenced tokens
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or electronic money tokens, has no registered office in the EBUnion but
has two or more branches in the E&Union, the heme-Member State is-

determined—at—the—cheice—efchosen by the issuer among those ef-the-
Member States where the issuer has branches—This-choiceis-definitive;

(c) fer-issuerswhere the issuer of crypto-assets, other than asset-referenced
tokens or electronic money tokens, is established in a third country
withand has no branch in the E&;Union, at the choice of that issuer, either

the Member State where the crypto-assets are intended to be offered to
the public for the first time or the Member State where the first
application for admission to trading on a trading platform for
crypto-assets is made;—at—the—choice—ofthe—issuer—This—choice—is-
defimitive;

(d) for issuersissuer of asset-referenced tokens, the Member StatesState
where the issuer of erypto-assetsasset-referenced tokens has its registered

office;

(e) for issuers of electronic money tokens, the Member States where sueh-
anthe issuer of electronic money tokens is authorised as a credit
institutionsinstitution under Directive 201 EU or as a e-money
institution under Directive 2009/110/EC;

(f) for crypto-asset service providers, the Member StatesState where the
issuer-of crypto-assets_asset service provider has its registered office;

(22) (66)—‘host Member StatesState’ means the Member State where an

e%mgww of crypto- assets to the public
is-made-or anis seeking admission to trading on a trading platform en-a-trading-

platferm—for crypto-assets—is—seught, or where a—crypto-asset service is-

providedprovider provides crypto-asset services, when different from the home
Member State;

(23) {ee>‘competent authority’ means:

(a) the authority, designated by each Member State in accordance with
Article 7481 for issuers of crypto-assets, issuers of asset-referenced

erypto-assetstokens and crypto-asset service providers;

(b) the authority, designated by each Member State, for the application of
Directive 2009/110/EC-_for issuers of e-money tokens:

b ‘commodity’ means ‘commodity’ under Article 2(6) of the-Commission
Delegated Regulation (EU) 2017/565%732;

B

B

rA-‘qualifying holding’” means any direct or indirect holding in an issuer of
asset- referenced tokens or in a crypto-asset service provider which represents
at least 10% of the capital or the voting rights, as set out in Articles 9 and 10 of
Directive 2004/109/EC of the European Parliament and of the Council**,
taking

3752 Commission Delegated Regulation (EU) 2017/565 of 25 April 2016 supplementing Directive 2014/65/EU of th
e European Parliament and of the Council as regards organisational requirements and operating co
nditions for investment firms and defined terms for the purposes of that Directive (OJ L 87,
31.3.2017, p. 1-83).
333 Directive 2004/109/EC of the European Parliament and of the Council of 15 December 2004 on the
harmomsatlon of transparency requlrements in relation to 1nformat10n about issuers whose securities

46



EN

into account the conditions regarding aggregation thereof laid down in

paragraphs 4 and 5 of Article +2(4)-and{(5)12 of that Directive, or which makes

it possible to exercise a significant influence over the management of the
investment firm in which that holding subsists.

(26) ‘inside information’ means anv information of recise nature that has not
ma lic, relatin irectly_or indirectly, to one or more i
- r ne or mor - nd which, if i m 1

The Commission shal-beis empowered to adopt delegated acts in accordance with
Article 109121 to specify technical elements of the definitions laid down in
paragraph 1, and to adjust themthose definitions to market developments;_and
technologlcal developments—and—expertenece—ofbehavionr—thatis—prohibited—under
HideVand-to-cnsure-the-unttorm-apphication-ot-this Resulation,
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TITLE II:-Offering-and-Marketing-of-
Crypto-Assets, other than asset-referenced tokens or e-

AnNo issuer shal—l—b%elmﬂed—te—eﬁfer—asﬁ crypto-assetassets, other than an-

asset-referenced tokens or e-money tokens, shall, in the Union, offer such
crypto-assets to the public—in—theUnien, or te—reguestseek an admission of such

crypto- assets;-other-than-asset-referenced-tokens-or-e-money-tokens; to trading on a
trading platform for crypto-assets, providedunless that sueh-an-issuer:

(b) (aeomplieshas drafted a crypto-asset white paper in respect of those
w w1th4h%reqtu—femems«9f Article 5;-and

e)netifieshas notified that crypto-asset white paper in accordance with Article 7;
(c)  has published the whitepaperto-a-competent-autheritycrypto-asset white paper in
accordance with Article 8;

@ I ith : laid d . icle 13.
Paragraph 1, points (b) to (d) shall not apply ferpublic-offerings-of-erypto-assets-
tfwhere:

(a) the crypto-assets are offered for free;-er

(b) the crypto-assets are automatically created through mining as a reward for the
maintenance of the DLT or_the validation of transactions-en-a-er-stmtar-

technology; or
(c) the crypto-assetisassets are unique and not fungible with other crypto-assets;-er

(d) the-efferingof crypto-assets is—addressedare offered to fewer than 150 natural
or legal persons per Member State where such persons are acting on their own
account;

(e) over a period of 12 months, exfejthe total consideration of sueh-an efferingoffer
to the public of crypto-assets in the Union does not exceed EUR 1,600;6001
000 000, or the-eerrespending equivalent amount in another currency or in

crypto- assets;-overa-period-of12-months;-or

(f) the offer to the efferingpublic of_the crypto-assets is solely addressed to
qualified investors and the crypto-assets can only be held by such qualified
investors.

For the purpose of point (a)-ef-thesub-paragraph—t,—the crypto-assets shall not be
considered asto be offered for free; where the—prospeetive—holders—of
erypto-assetspurchasers are required to provide or_to undertake to provide personal
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data to the issuer; in exchange for thethose crypto- assets—"Ph%ePyp{e—&ssets—sh&I—l—neP
be—econsidered—as—offered—for—free, _or where the issuer of those crypto-assets

reeetvereceives from the prospective holders of those crypto-assets any_third party

fees, commissions, monetary benefits or non-monetary benefits in exchange efthefor

those crypto-assets from the prospective holders of erypto- assets or any third party.

3. Where an-issuerthe offer to the public of crypto-assets-intends—te-effer-one-or-several-
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Article-6
Content and form of the whitepapercrypto-asset white paper

The whitepapercrypto-asset white paper referred to in Article 4(1), point (b), shall
contain all the followmg fe}%am—mfonnatlon—eeﬁemg—th%e%%e-&sset—]s&%d—

(a) a_detailed description of the keycharacteristies—ofthe-issuer-ef-erypto-assets

and a presentation of the main participants involved in the project's design and
development;

(b) a detailed description of the issuer’s project, the type of crypto-asset
offeringthat will be offered to the public or for which admission to trading is
sought, the reasons ferwhy the efferingcrypto-assets will be offered to the
public or why admission to trading is sought and the planned use of the fiat
currency or other crypto-assets collected via the e%mgmm

(c) adetailed description of the characteristics of the ffer to th lic, in
particular the number of crypto-assets tothat will be issued or admittedfor
which admission to trading_ is sought, the issue price of the crypto-assets;_and

the subscription terms and conditions;

(d) adetailed description of the rights and obligations attached to the crypto-assets
and the procedures and conditions ef-exereise—of-thesefor exercising those
rights;

(e) the-information on the underlying technology and standards metapplied by the
issuer of the crypto--asset-issuerassets allowing for the holding, storing and
transfer of suehthose crypto-assets;

(f) a_detailed description of the risks relating to the issuer of the crypto-asset-

issuerassets, the crypto-assets, the offer to the public of the crypto-asset
offering-and the implementation of the project:;

(g) %Ph%wh&ep&per—sha}l—eeﬁ%af&themm&m disclosure items specified in Annex

II>—<

All sueh-information_referred to in paragraph 1 shall be fair, clear and not misleading.
The whitepapercrypto-asset white paper shall not contain material omissions and #-

shall be presented in a concise and comprehensible form.

The whitepapercrypto-asset white paper shall ineladecontain the following statement:
“The issuer of the crypto-assets is solely responsible for the preparationcontent of
this whitepapercrypto-asset white paper. This deecunrentcrypto-asset white paper has
not been reviewed or approved by any competent authority in any Member State of
the European Union”.

The whitepapercrypto-asset white paper shall not contain_any assertions on the future
value of the crypto-assets, other than the statement referred to in paragraph S, unless
the issuer of those crypto-assets can guarantee thissuch future value.

The—whitepapercrypto-asset white paper shall alse—ineladecontain a clear and unambiguous

statement that

(a) the crypto- assets may lose their value in part or in full-—Fhe-white-papershal-
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also-state that:;
faythe crypto-assets may not always be transferable;
(bjthe crypto-assets may not be liquid;

EEE

teywhere the meoffer to th lic concerns utility tokens, that such utility
tokens may not be exchangeable against the apphieation;good or service;—o+

resourees promised in the whitepapercrypto- asset white paper, especially in

case of failure or discontinuation of the project.

The_crypto-asset white paper shall contain a summary_which shall; in brief and non-
technical language; provide key information in—+relation—+toabout the offer erto the

Q;;l;hg gf the crypto- gsgg;s g r about thg 1ntgnggg_j admlssmn of ggg;tg gssgts to tradlng

of the_crypto assets _concerned cd The format and content of the summary of the

whitepapercrypto-asset white paper shall provide, in conjunction with the
whitepapercrypto-asset white paper, appropriate information about essential elements

of the crypto-assets concerned in order to help potential purchasers of the
crypto-assets to make an informed decision. The summary shall ireladecontain a
warning that:

(a) it should be read as an introduction to the whitepapercrypto-asset white paper;

(b) the prospective purchaser should base any decision to purchase a crypto-asset
should-be-based-on-censtderationon the content of the-whitepaperasa whole by
the-prospeetive-purchasercrypto-asset white paper;

(c) the efferingoffer to the public of crypto-assets does not constitute an
efferingoffer or solicitation to sell financial instruments and that any such offer

or solicitation efto sell financial instruments wilican be made only by means of
a prospectus or other offering documents pursuant to national laws:;

(d) the whitepapercrypto-asset white paper does not constitute a prospectus
vnderas referred to in Regulation (EU) 2017/1129 ef-the EuropeanParhiament
and-of the Counetl-ef14-June 2017-or another offering document pursuant to

Union Jegislation or national laws.

ZThe whitepapercrypto-asset white paper shall be drawn up in at least one of the

official languages of the home Member State or in a language customary in the
sphere of international finance.

8The whitepapercrypto-asset white paper shall be made available in machine readable

formats.

9ESMA, after consultation of_the EBA, shall develop draft implementing technical
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standards to establish standard forms, formats and templates for the purposes of
paragraph €10.

ESMA shall submit those draft implementing technical standards to the Commission

by /please insert date 12 months after entry into force~+12-menths/.

Power is conferred on the Commission to adopt the implementing technical standards
referred to in the first subparagraph in accordance with Article 15 of Regulation (EU)
No 1095/2010.

Article 6
Marketi L

Anv marketin mmunications relatin n offer h lic of - her than

() th mgrkg;mg ggmm;;mga; ons ghgll clearly state that a crypto-asset white paper has

Notification of the whitepaper-andcrypto-asset white paper, and, where applicable, of the
marketing communications-to-the-competent-authority
1. Competent authorities shall not require an ex ante approval of a

whitepapercrypto-asset white paper, nor of any marketing communications relating to

it before their publication.

2. W%MW

kens or e-mon kens, shall notify their hi r. and. in




communications, to the competent authority_of their home Member State at least
twenty20 working days before #s-date-ofits-publication-

3. When notityving-the-whitepaper._of the issuer-of-crypto-assets—shall-provide-itsasset white
paper. That competent authority with—an—assessment—explaining—the—reasensmay
se o laid d : icle 82(1

The notification of the crypto-asset white paper shall explain why the crypto-asset

described in the whitepaper-dees—notrepresent-crypto-asset white paper is not to be
considered:

(a) afinancial instrument vnderas defined in Article 4(1), point (15), of Directive
2014/65/EUs-;

electronic money underas defined in in Article 2, point 2, of Directive
2009/110/ECs-;

(b)
(c) adeposit underas defined in Article 2(1), point (3), of Directive 2{(1)3)-and-
)]

e

2014/49/EU;

a structured deposit underas defined in Article 4(1), point (43), of Directive
2014/65/EU.

gfgrrgg tg Qgrggrg,phg 2 gng 3, prov1de rovide the competent authorlty of +tsthe1 home
Member State with a list of thehost Member States, if any, where thethey intend to

offer their crypto-assets are—to be—offered—or—admittedthe public or intend to seek
admission to trading on a trading platform for crypto-assets—and, They shall also
inform their home Member State of the starting date of the intended effering—of

erypto-assetsoffer to the public or intended admission to trading on such a trading
platform for crypto-assets—'m—thes&Member—States.

pokgreph—theThe competent authorlty of the home Member State shall notify the
competent authorlty of the host Member State %th—th&whttepaper—
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Article 98
Publication of the %ﬁeﬁaﬁﬁ%#ewmg—m—neﬂﬁeaﬁen

ggmmgmggggng, on thr gggg ite, ghlgh ghgll be g;;@hglx gggggglglg, Qx no later than
the starting date of the efferingoffer to the public of_those crypto-assets or the
admission of those crypto- assets—to—trading.—The—whitepaper—must—be—effectively
d—kssemma{ed—by—eﬂ%m%pes&ng—eﬂ—th%}ssuer—s—websﬁ%k to trading on a trading

latform for crypto-assets. Th - hi r her licable, th

marketing communications, shall remain available on the issuer’s website for as long
as the crypto-assets are held by the public.
The whi .

&Hd—%d%%&&b%&t@—ﬂ&%p&bh&b%%}%ﬁ@#ﬁﬁ%&t@;mhghgg crypto- gggg;

white paper, and, where applicable, the marketing communications, shall be identical
to the version notified to the relevant competent authority_in accordance with Article

s_e_t a tlme limit forits-of n h ir ff I lic of. L ose crypto- assets—t—e—th%
publie;—the—issuer shall publish on itstheir Websne the result of the efferingoffer
w1th1n %wej worklng days &t—th&k&test—from—th&eles%ef—ﬂm—eﬁfefmg—ﬂ&%eles%f—

raised hffrFrh o et eaes chal) oo o oo
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either of the following:

@) @y Lieati ; el ; S of D ) 2011/83/EU%:n credi
institution, where the funds raised during the offer to the public takes the form
of fiat currency;

ministration of - n behalf of thir 1

Article 10

here applicable. Article 11, issuers of crypto-assets may offer their ]

>

Directive 2000/31/ECof the Europ Parli dofthe C i-of 8 June 2000 tainl 1 t5-ofinf H et H H tien)




Article 11
Modlification of the-whitepaper-orpublished crypto-asset white papers and, where_
ggmm marketing communications ﬁe#ewmggm their publtcatton

1. Any - her than -rfrn -mon

p;;bhshgg_j marketing ggmm;iniga_tigns, tg g_jgsg bg any change or new fact that is

likely to have a significant influence on the purchase decision of any potential
purchaser of such crypto-assets, or on the decision of holders of such crypto-assets to
sell or exchange such crypto assets—wh&eh—oeee&s—aﬁer—th%pubheaﬂon—of—ﬂ%m&ial—

2. The issuer shall 1mmed1ately 1nform the pubhc on its webs1te of the notification of a
hitep ] e e _paper with the competent
authorlty of 1ts home Member State and shall provide a summary of the reasons for

which it has notified an-amended-whitepaper-

Athea modified crypto-assct tssuer—that-produces—an—amendedwhitepaper—shat-casurethat
thewhite paper.

3. The order of the 1nformat10n appearmg—m—th%amended—whrtepaper—ts am Qd ed

4.

competent authority of th%issuer—stheir home Member Statew

ification, at least seven working days before the—date—of—itstheir
publication. FheThat competent authority hasmay exercise the same—pewer—as-
underpowers laid down in Article 8¢782(1).

5. Withm twe2 workmg days afterof the receipt of thea draft amended—
W to the competent authority of the host Member State as-
referred to in Article 8(57(4).

6.

1
M shall remain available for as long as the crypto assets are held by the
public.—Fhe-last-a hitepa 3 3 4
b

8. 6Where the effering—oferypte-assetsoffer to the public concerns utility tokens, the
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changes made in the @

marketin mmuni shall not extendthe
twelve-month-time limit of 12 months referred to in Artlcle Sééﬁ).

w

The reimbursement shall rri ing th me _means of men h

to 1 paragraph 1 in their gggg t0-a gsg t white ggggr!
+Member-StatesThe right of withdrawal shall ensure-thattheirlaws;regulations-and-
admﬁﬁ%wwev&eﬂs—eﬂ—%kﬂ—habﬁﬁymﬁ apply tewhe re the fssaer—ef—

suelﬁkeﬁqa%e—assetsam_admmm to tradlng ona tradmg platform for crypto assets

2Hewever, MemberStates—shall-ensure—that nRoWhere issuers of crypto-assets have

ime limi heir off: | blic of suct i : | il
Articl he right of withdrawal shall n Xerci fter the end of th

(a) act honestly, fairly and professionally:
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(b) mmunicate with the holders of crypto-assets in a fair, clear and not
misleading manner:;

(c) prevent, identify, manage and disclose any conflicts of interest that may ari

(d) maintain all of their systems and security access protocols to appropriate Union
standards.

For th f poin ESMA. in ration with the EBA. shall develo

idelin rsuant to Article 16 of Regulati E 1 2010 t ifv th
Union standards.

Any exclusion of civil liability shall attach-tebe deprived of any legal effect.
It shall be the responsibility of the holders of crypto-assets to present evidence
nglgg;mg th; the issuer of crypto assets—er—kts—m&&&gemen{—bedyeﬂ—th%ba&s—eﬁthe

h nlnfrln mnh im n_hi rhr ii ll

exchange the said crypto-assets.
A hol f - hall n | laim dam for the information

pggxgggg in_a summary purseantas referred to in Article 6(55(7), including the
translation thereof, except whenwhere:

(a) the summary is misleading, inaccurate andor inconsistent when read together
with the other parts of the whitepapercrypto-asset white paper;

(b) the summary does not provide, when read together with the other parts of the
whitepapercrypto-asset white paper, key information in order to aid consumers

and investors when considering whether to purchase such crypto-assets.

aeeefdaﬁeHﬁthﬂAﬂ:Heles%ﬁ”—Q—aﬁd—%hlAﬂ

59

EN



EN

TITLE IIl:issuance-ofasset
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Asset-referenced tokens

Chapter |:requirements-on-issuers-of

Authorisation to offer asset-referenced tekentokens to the public
n K their admission rading on a trading platform for
crypto- assets
Article 1215

R o o csithorisationobi ; ; o
Authorisati

1. No asset-referencedissuer of asset-referenced tokens shall, within the Union, offer
such tokens shal-be-offered-to the public-the Unten, or shall- be-admittedseek an

admission of such assets to trading on a trading platform for crypto-assets, unless the-
issuer-of sueh-asset-referenced-tokens:

Lios it : e this ] and

fbyissuch issuers have been authorised by-its-competent-autherityto do so in accordance with
Article 30;-and

teypublishes-a—whitepaper-approvedl9 by the competent authority;in-accordance-with-Article-
26-and-29 of their home Member State.

2. nly legal entities that ar lished in the Union shall ran n authorisation
as referred to in paragraph 1.
3. 2Paragraph 1 shall not apply te-asset-referenced-tokenwhere:
(ay-if-4 ; o] Koted_and_distil | exelusivel

(a) (byfover a peri 12 months, calculated at the en. ach calendar day, the
average outstanding amount of asset-referenced tokens does not exceed EUR
5-000-0005_000 000, or the eerresponding—equivalent amount in another
currency—ever—a—pertod-of 2 menths—caleuhted-at-the-end-of-cach-calendar
days,

(b) In-the easereferredoffer to inpeints{a)and(b)the issaerspublic of suechthe

asset-referenced tokens is solely addressed to qualified investors and the
asset-referenced tokens can only be held by such qualified investors.

Issuers of such asset-referenced tokens shall, however, produce a whitepaper

@w the competent authorlty Qf_thclr_the_
Member State in accordance with Article 36-(+0)7.

61
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Paragraph 1 shall not apply te-erypto-assets-that:

“stableeotns - he issuers of -referen

In-that-ease—the-issuer-of sueh—erypto-assetsSuch issuers shall, however, produce a
WWMM%&WM
referred to in Article 417, and sotib—sch—ohitepaperto—thecompeteriithor—in-
aeeefdaﬁe%w&h—Amel%S—'Ph%}ssuer—ef—s&ehsuhmﬂ_thaL crypto-assets—shatlnot
W] . cFors diff . c ; ol he EU_;
shal—l—pabl—tsh—a—ad%&epaper—appm*%edggggl g ;g Q@g g ggg ggg by the competent
authority ca ’ o

’ | .] el 30,
issuers-should-be-autherised-by-their-competent-authorttyof their home Member State
in accordance with A+rtieleparagraph 7.










C W ' i d DCCN_aduli i J i
seek an admission of such asset- referenced tokens-and-its-issuershall-be-considered-




P

4.The EBA,—-in—eclose—cooperation—with-—ESMA; shall,_in close cooperation with
ESMA, develop draft regulatory technical standards fu—rther—spee}fymg—

m—p&fagf&ph—l—éb)mLthe procedure and—&meﬁ@am&for aﬂ—tssaer—ef—

srgmﬁe&m—wg&asset—%feﬁ%eed—mkem—w—adyﬁt—t&
hicher—own—funds—requirements—as—set—out in
paragraph +;
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EBA shall submit those draft regulatory technical standards to the Commission by
[ene-yea¥rplease insert date 12 months after the entry into force].

5-Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the first subparagraph in accordance with Articles 10 to 14_of
Regulation (E 1 201

Article 1

1 rs of -referen kens shall mit their lication for an authorisation
i i e compete i ei o

Th lication referr in paragraph 1 shall contain all of the followin

(a)

(b)

©

d)

(e) il ription of th licant issuer’s governance arrangements:;

(f) the identity of the members of the management f th

(g) proof that the persons referred to in point (f) are of good repute and possess
Sbropriate edoe xperionce ve the appli T

(h) where applicable, proof that natural persons who either own, directly or
indirectly, more than 20% of th i 1 ' i Ing ri
r who exerci ny other mean ntrol r the sai licant issuer

@

Q)

&)

@D ription of th licant issuer’ in ntinui licy referred to in
Article 30(8);

(m) a description of the internal control mechanisms and risk management

| ferred o | icle 30(9):
(n) L
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riminal record in r nvictions or
penalties under national rules in force in the fields of commercial law,
insolven 1 financial rvi legislation nti-mon launderin
legislation, counter-terrorism legislation, fraud, or professional liabili

eferenced tokens collectlvely_ DPOSSess sufﬁcnent knowledge, skills and
rien man he i r t-referen ken that th

Q@I‘SOHS are required to commit sufficient time to perform their duties.

hall, in cl rati ith ESMA 1 raft implementin
technical standards to establish standard forms, templates and procedures for the
application for authorisation.
The EBA_ shall mit _th raft _implementin hnical ndar h
. 5 IE o 3 -

Power is conferred on the Commission to adopt the implementing technical standards
in the first ragraph i rdan ith Article 15 of Regulation (EU)

No 1093/2010.

Article %éJ_Z

reserve assets or agamst the issuer, mcludmg how such rights may_ be treated in
insolven I I

where the issuer does not offer a direct right on the reserve assets 1l

| hani erred 10 in Article - |

B
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liquidity of f ref | tokens:
(g) il ription of the complaint handling pr: re referr in Articl

(h) the disclosure item ified in Annexes [ and II

i

A 4

=
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[

et

rnmihlrrf ision h licant i r, and their draf 11nnh

non-bindin inion h m n hori ncerned. Th m n hori

(a) the managemen fth licant issuer may pose a threat to its effective
nd and prudent management an in ntinuity and to th t

consideration of the interest of'its clients and the integrity of the market:

®) th I . il is._likel il g
requirements of this Title:

() i issuer’ iness m m 11 threat to financial
stability, monetary policy transmission or monetary sovereignty.
EBA. ESM th E B an her
licable. the central bank rfrr inAil 1 fll horisations gran

- 1 roviders referr 1nA11

(a) the name, legal form and the legal entity identifier of the i

20
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referenced tokens:
(b) the commercial name. physical address and website of the issuer of the asset-
referenced tokens;

(c) th - hi rs or the modifi - hi IS;
(d) any other services provided by the issuer of asset-referenced tokens not covered
his Regulation, with a referen he relevant Union or national |
Article 2
Withd, —l ol horisati
m n horities shall withdr h horisation of i rs of -referen
| . ¢ the followi . -

(a) theissuer hasn 1 horisation within 6 months after th horisation

01112 1S a4 Pa ] ) d to 't
EU) 2015/2 I n electronic money institution as referr in Articl
Directive 2 110/EC;
(b) the fact that an issuer of asset- referenced tokens or the members of 1ts

money laundering or terrorism financing.
m n horiti hall withdr h horisation of an i r of -

2 in n affect the 0od repute of the mana ement bodv of th er or
indi failur th rnan rrangements or intern ntrol m hn1m

2 EhEr nPrhmnnf nil mmlrnDlr E
(OJL 141,5.6.2015, p. 73)
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forred 10 ] e 30

When the authorisation is withdrawn, the issuer of asset-referenced tokens shall

implement the pr re under Articl

h chan incl mon hr nmtrllm ification.

the governance arrangements:
the reserve assets and the custody of the reserve assets;
the rights granted to the holders of asset-referenced tokens:

the mechanism through which t-referen tokens are i I n
destroyved:
the protocols for validating the transactions in -referen kens:

the functioning of the issuer’s proprietary DLT, where the asset-referenced

tokens are i ransferr n I n h

the mechanisms to ensure the redemption of the asset-referenced tokens or to
ensure their liquidity;

the arrangements with third par‘ues, including for managing the reserve assets

E & BE EEEELP

asset _white QQQQ When the competent auth0r1t¥ reguests such addltlonal

information, th limit of rkin hal mmen nl h h
competent authorit;g has received the additional information requested.

EBA. ESMA and the ECB, an her
licable. the central banks of Member h rren f which is n r

2 EN
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Where approving the modified crypto-a

request the issue of asset-referenced tokens:
(@) t t in pl mechanisms to ensure the protecti

f -
referenced tokens, when a potential modification of the issuer’s operations can

h materi ffect th | tabilit r risk th t-referen
tokens or the reserve assets:;

(b) take an ropriate corrective measures to ensure financial stabilit

=

=
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(b) mmm ith the holders of -referen kens in a fair, clear and n

1 rs of -referen kens shall in th inter f the holders of such

rrfrr 1nA1121n hlrmrk 1n mmm 1nrfrr 1nA11

>

Anv marketin mmni ions relatin n offer h lic of -referen

glg;fgrm for crypto-assets, shall comply with all gf;hg fgllgﬂ ng T
e market o !II!II'! - "

he information in the marketin mmuni hall fair, clear and n
isleading:

he information in the marketin mmunications shall nsistent with th
inf ion in tl i hi )

the marketing communication g ghgll clearly state that a crypto-asset white

E B EE

llmnhr AA nnr mhr ‘ ihi
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any time.

Article 26
Ongoing information to holders of asset-referenced tokens

: L to] | cerred 10 in Article 32

Article 2
mplaint handling pr r

Issuers of asset-referenced tokens shall establish and mamtam effective and

EBA. in cl rati ith ESMA., shall | raft regulatory technical
standards to specify the requirements mpl n I res for complain
handling.

The EBA shall mit th raft regul hnical standar h mmission

1 rs of -referen kens shall maintain an 1mlmn ffecti lici

w
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their management body.

their shareholders:
the members of their management body:
their employees:

EEEE

(e) the holders of asset-referenced tokens:
@®

any third party providing one of the functions as referred in Article 30(5), point
()

(g) her licable, any legal or natural persons referr in Articl .

1 rs_of asset-referen tokens shall, in particular, take all appropriate st t

prevent, identify, manage and disclose conflicts of interest arising from the
management and investment of the reserve asset i i

1 rs of -referen kens shall discl he holders of their -

in a prominent place.

holders of their asset-referenced token 1 informed purchasing decision
about the asset-referenced tokens.

The EBA shall 1 raft regul hnical standar ifv:

(a)

(b) the arrangements for the disclosure referr in paragraph

C [1Cd 10 i C ) dragrd i ara
to 14 of Regulation (EU) No 1093/2010.

Article 29
Information to competent authorities

Governance arrangements

An—issuerlssuers of asset-referenced tokens shall have robust governance
arrangements, which—ineladeincluding a clear organisational structure with
well-defined, transparent and consistent lines of responsibility, effective processes to
identify, manage, monitor and report the risks to which it is or might be exposed, and
adequate internal control mechanisms, including sound administrative and
accounting procedures.

s

=
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Fhe-membersMembers of the management body of theissuers of asset-referenced
token-issuerstokens shall have the necessary good repute and competence, in terms of
qualifications, experience and skills, to perform their duties and to ensure the sound
and prudent management of the-issuersuch issuers. They shall also demonstrate that
they are capable of committing sufficient time to effectively carry out their functions.

FhenatoralNatural persons who either own, directly or indirectly, more than 20% of
the asset—referenced—token—issuer's—share capital or voting rights_of issuers of
asset-referenced tokens, or who exercise, by any other means, a power of control over
the-satd-issuersuch issuers shall have the necessary good repute and competence.

None of the persons referred to in paragraphs 2 or 3 shall have been convicted of
offences relating to money laundering or terrorist financing or other financial crimes.

Issuers of asset-referenced tokens shall adopt policies and procedures whichthat are
sufficiently effective se—as—to ensure compliance with this Regulation, including
compliance of its managers and employees with all the provisions of this
RegulatienTitle. In particular, issuers of asset-referenced tokens shall establish,
maintain and implement policies and procedures on:

(a) the stabilisation—mechanism;—as—speeifiedreserve of assets referred to in Article
2032;

(b) the custody of the reserve assets, as specified in Article 2433;

(c) the rights or the absence of rights granted to the usersholders of
asset-referenced tokens, as specified in Article 2335;

(d) the mechanism through which asset-referenced tokens are issued, created and
destroyed;

(e) the protocols for validating-the transactions in asset-referenced tokens;

(f) the functioning of the issuer’s proprietary DLT, where the asset-referenced
tokens are issued, transferred and stored on such DLT or similar technology
that is operated by the issuer or a third party acting on its behalf;

(g) the mechanisms to ensure the redemption of-the asset-referenced tokens or to
ensure their liquidity, as specified in Article 2335(4);

(h) the—arrangements with third -party entities;—inelading for operating the
stabilisation-mechanismreserve of assets, and for the investment of the reserve

assets, the custody of_the reserve assets, and, where applicable, the distribution
of the asset-referenced tokens to the public;

(1) mplaint handlin ified in Article 27;
(1)  (Hconflicts of interests, as specified in Article-+9:

: laint handling. o icle 28:

(k) aliquidity management policy for issuers of significant asset-referenced tokens,
as specified in Article 20(541(3).

Where—issuerslssuers of asset-referenced tokens that use third -party entities to

perform the functions set out in paragraph—Spoint (h), they—shall establish and
maintain apprepriate-contractual arrangements with thesethose third -party entities-—

These-contractual-arrangements-shall_that precisely set out the roles, responsibilities,
rights and obligations of both the issuerissuers of asset-referenced tokens and of each
of thesethose third -party entities. A contractual arrangement with cross-jurisdictional
implications shall provide for an unambiguous choice of law.

11
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Unless #-hasthey have initiated #sa plan as referred to in Article 2942 -an issuers of

asset- referenced tokens shall maintain—and—eperate—an—adequate—organisational-
straeture-and-they-shall-employ appropriate and proportionate systems, resources and
procedures to ensure the preper—eontinuitycontinued and regularity—in—theregular

performance of itstheir services and activities. To that end, an—issuerissuers of
asset-referenced tokens shall maintain all itstheir systems and security access
protocols to appropriate EUnion standards.

An-issuer]ssuers of asset-referenced tekentokens shall identify sources of operational
risk and minimise themthose risks through the development of appropriate systems,
controls and procedures.

Zlssuers of asset-referenced tokens shall alse-establish a business continuity policy
atmed-at-ensuringthat ensures, in the-case of an interruption te-itsof their systems and
procedures, the preservation of essential data and functions and the maintenance of
itstheir activities, or, where that is not possible, the timely recovery of such data and
functions and the timely resumption of itstheir activities.

&lssuers of asset-referenced tokens shall have internal control mechanisms and
effective procedures for risk assessment and risk management, including effective

control and safeguard arrangements for managing ICT systems n-aeceordance-with-the-
provistons—latd—down—inas required by Regulation (EU) 2021/xx HDORAJof the
Eur n Parliament and of th ncil.>> The procedures shall-alse provide for a
comprehensive assessment relating to the reliance on third -party entities as referred
to_in—peint—(h)-ef paragraph 5, point (h). Issuers of asset-referenced tokens shall
monitor and;_evaluate on a regular basis;-evaluate the adequacy and effectiveness of
the internal control mechanisms and procedures for risk assessment and take
appropriate measures to address any deficiencies.

Q.Issuers of asset-backed crypto-assets shall have systems and procedures in place
that are adequate to safeguard the security, integrity and conﬁdentlahty of

information in-accordance-with-the-provistons-laid-dewn-inas required by Regulation
(EU) 2021/xx [DORAJ—Theseof the Furopean parliament and of the Council®.

Those systems shall record and safeguard relevant data and information collected and
produced in the course of the }SSH%FIS.SJLQIS S act1v1t1es—te&seeftaf&th&t—th%}ss&er—h&s

H0:Issuers of asset-referenced tokens shall be-subjeettoresularandensure that they
are regularly audited by independent auditsauditors. The results of thesethose audits
shall be communicated to the management body of the issuer concerned and made
available to the competent authority.

12.

In—eorder—to—ensure—consistent—apphication—of —this—Astiele;The EBA, in close
cooperation with ESMA, shall develop draft regulatory technical standards specifying

the minimum content of the rules-and-governance arrangements on:

014 sod (EUY No 20012014 - COM(305.
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(a) ajthe monitoring tools for the risks ef-the-issuer—of-asset-reference—payment
tokens-referred to in paragraph 1 and in the secend-subparagraph-ef-paragraph
61;

(b) bjthe internal control mechanism referred to in paragraphs 1 and 89;
(c) ejthe business continuity plan referred to in paragraph 78;

Dl y hods referred-toi B 10:

ejtheremuneration-pehieythe audits referred to in paragraph 11;
[he EBA shall submit those draft regulatory technical standards to the Commission
by /please insert date 12 months after entry into force].

Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the first subparagraph in accordance with Articles 10 to 14 of
Regulation (EU) No 1093/2010.

Article 731

[

Own funds requirements
Issuers of asset-referenced tokens shall, at all times, have in place own equal to

an amount of at least the higher of the following:
(a) EUR 350 000;

(b) 2% of the average amount of the reserve assets referred to in Article 32.

For the purpose of points (b), the average amount of the reserve assets the







aeeﬂﬁsrﬁeﬁ—[ t_]g ggg f;;gg_lg referred to m Qaragraph ! §t_]g!l gggg;g; gi ;t_]g Common Egu1t¥ Tier 1

xemption

(a) th Juati he risk-management pr nd internal

ntr
mechanisms of the issuer of asset-referenced tokens as referred to in Article 30,
paragraphs 1, 7 and 9:
(b) the gualrtg and Volatlhtg of the reserve assets ;gfgggg to in Article 32;
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asset- referenced tokens in accordance with Article 35:

(d) anypersen-asreferredinArticle17(3):where the reserve assets are invested, the
risks posed by the investment policy on the reserve assets:

(e) the-helders-ofasset-referenced-tokens:the aggregate value and number of

transactions carried out in asset-referenced tokens:

(a)be—made—in—adurable-medivm:—andthe importance of the markets on which the
asset-referenced tokens are offered and marketed;

(f) (bjinclude—sufficient—detail to—enable—the—userswhere applicable, the market
capitalisation of the asset-referenced tokens-te-take-an-informed-deeision-about

theserviceinthe context-ofwhich the conflict ofinterestarises.

The EBA. in close cooperation with ESMA, shall develop draft regulatory technical
standards te-speetfyfurther sgec1f¥mg

(b) (athe Q;gggg_h;;g and timeframe for an issuer of significant asset-referenced
tokens to adjust to higher own funds requirements fer—the—pelicies—and-
preeedures—aﬂel—steps—refeﬁed—teas_s_e_t_wl n paragraph 13;

[he EBA shall submit those draft regulatory technical standards to the Commission
by —/please insert date 12 months after the—date—ef—entry into force—ef—this-

Reculation/.
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Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the first subparagraph-ef-thisparagraph in accordance with Articles 10
to 14 of Regulation (EU) No +693/26161093/2010.

CHAPTER 3 RESERVE OF ASSETS

Article %&&bﬁw&ﬂewwekwmz—%dﬁ

reserve of
assets

For—thepurpose—ot—~tabthisinethe valie—of-anlssucers of assct-retercncedtoken—its
issuerreferences tokens shall_at all times constitute and maintain a reserve of assets;-
atat-tmes,

Where—the—issuer—has—issuedlssuers that offers two or more categories of
asset-referenced tokens;—+t_to the public shall operate and maintain-a separate reserve
of assets for each category of asset- referenced tokens—Each+reserve-ofassets_which

shall be managed ndependenthyseparately.

Where—several-issuers—have—issuedlssuers of asset-referenced tokens that offer the
same asset-referenced tokens;-they_to the public shall operate and maintain only one

reserve of assets_for that category of asset-referenced tokens.

The management bedybodies of theissuers of asset-referenced tokens—issuer shall
ensure effective and prudent management of the reserve assets. The issuers shall
ensure that the creation and destruction of asset-referenced tokens is always matched
by a corresponding increase or decrease in the reserve of assets and that such increase
or decrease is adequately managed to avoid any adverse impacts on the market of the
reserve assets.

The-issuerlssuers of asset-referenced tokens shall have a clear and detailed policy and-
precedure—describing the stabilisation mechanism of such erypte-assetstokens.
FhisThat policy and procedure shall inrelude-in particular:

(a) list the reference assets to which the asset-referenced tekentokens aim at
stabilising itstheir value and the composition of such reference assets;

(b) describe the type of assets and the precise allocation of assets that are included
in the reserve of assets;

(c) contain a detailed assessment of the risks, including credit risk, market risks_
and liquidity risk resulting from the reserve assets;

(d) describe the procedure by which the asset-referenced tokens are created and
destroyed, and the consequence of such creation or destruction on the increase

and decrease inof the reserve assets;
(e) mention whether the reserve assets are invested;

(f)  where the-issuerissuers of asset-referenced tokens investsinvest a part of the
reserve assets, a-detailed-deseription-ofdescribe in detail the investment policy
and_contain an assessment of how thisthat investment policy can affect the
value of the reserve assets;

(g) describe the procedure and—persens—who—are—entitled—to purchase
asset-referenced tokens and to redeem the-asset-referencedsuch tokens against

the reserve assets, and list th rsons or jul f persons who are entitled

to do so.

s
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5. Mw of—srgmﬁeaﬂ{ asset—referenced

tokens shall a

amhonsanon_as_r@_fcrrﬁd_to_m_Artlcle 24—12

Article 33
Custody of-the reserve assets
1. Issuers of asset-referenced tokens shall establish, maintain and implement-a custody

peliey-andpolicies, procedures and contractual arrangements that ensure at all times
that:

(a) the reserve assets are segregated from the issuerissuers’s own assets;

(b) the reserve assets are not encumbered nor pledged as a ‘financial collateral
arrangement’, a ‘title transfer financial collateral arrangement’ or as a ‘security
financial collateral arrangement’ within the meaning of Article 2(1), points (a),
(b) and (b¢) andfejof Directive 2002/47/EC*_of the European Parliament an.
of the Council®;

(c) the reserve assets are held in custody in accordance with paragraph 54;

(d) the issuerissuers of asset-referenced tokens has—ahave prompt access to the

reserve assets;—whereneeded_to meet any redemption requests from the holders
of asset-referenced tokens.

Where—an—issuer—offerslssuers of asset-referenced tokens that issue two or more
categories of asset- referenced tokens in the E;—+tUnion shall have a custody policy
for each reserve of assets. Where-severalissuersIssuers of asset-referenced tokens
that have issued the same category of asset- referenced tokens;-they shall operate and
maintain only one custody policy.

2. The reserve assets received in exchange effor the asset-referenced tokens shall be
held in custody by no later than five5 business days; after the issuance of the
asset-referenced tokens—Fhe-issuer-of-asset-referenced-tokens—shall-thenensure-that-

theteserveassetsare-held-n-custodv-at-at-Hmes by:
(a) a crypto-asset service provider authorised under Article 6453 for the service

mentioned in Article 3-H3(1), point (p10), whenwhere the reserve assets take
the form of crypto- assets;

(b) acredit institution for all other types of reserve assets.

437 Directive 2002/47/EC of the European Parliament and of the Council of 6 June 2002 on financial collateral
arrangements (OJ L 168, 27.6.2002, p. 43-590).
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3. The-issuerlssuers of-an asset-referenced tokens shall exercise all due skill, care and
diligence in the selection, appointment and review of credit institutions and
crypto-asset providers appointed as custodians of the reserve assets_in_accordance.

with paragraph 2.

Fhe-issuerlssuers of asset-referenced tokens shall ensure that the-expertise-and market-
reputation—ofthe-ereditinstitutions—and-erypto—_credit institutions and crypto- asset
service providers appointed_as custodians of the reserve assets have the necessary
expertise and market reputation to act as custodians of thesuch reserve assets,

ineladingtheirtaking into account the accounting practices, safekeeping procedures;
and internal control mechanisms—¥Fhe_of those credit institutions and crypto-asset

) id T 1 | | ; :
asset-referenced tokens and the custodians shall ensure that the reserve assets held in

custody shal-beare protected against claims of the eustodiancustodians’s creditors.

The_custody policies and procedures referred to in paragraph 1 shall set out the
selection criteria for the W

rovider ians of the r
appointments,

Issuers of asset-referenced tokens shall review the appointment of credit institutions
or crypto-asset service providers as custodians of the reserve assets shall-be-set-out-in-

WWW%%%WM%

r t-referen tokens shall evaluat
ian kin in nt th 11 fi r11nh1 ith them. an

4. The reserve assets held on behalf of the-issuerissuers of asset-referenced tokens shall
be entrusted to the—credit institutions or crypto-asset service providers as—referred-

inappointed in accordance with paragraph 3;-as-felews_in the following manner:
(a) N

he credit institution

(b) {a)for financial instruments that can be held in custody:
teythe, credit institutions;—as—referred—to—in—paragraph—2(b) shall hold in custody all

financial instruments that can be registered in a financial instruments account
opened in the credit institationinstitutions’s books and all financial instruments
that can be physically delivered to thesuch credit nstitution:




58

providers-as—referred-inparagraph-2(a) shall hold the crypto-assets included in

the reserve ef-assets or the means of access to such crypto-assets, where
applicable, in the form of private cryptographic keys;

(d) ¢e)for other assets:(a), the credit institutions;-asreferred-in-paragraph-2(b) shall

verify the ownership of the issuerissuers of_the asset-referenced tokens and
shall maintain a record of those reserve assets for which they are satisfied that

the issuers of the asset- referenced tokens helds—the—eownership—of—sueh

mmllnDlr 2 flA 2 1m1mn1nD1r 2004/39/EC of the Eur

=



L

as belonging to the reserve of assets.

For th f poin redit institutions shall ensure that all those financial
instruments that ca registered in a financial instruments a nt ned in th
credit institution’s books are registered in the credit institutions’ books within

nlﬁ longin he r ‘ f

®)Y0¢@—For the purposes of point (d), the assessment whether the-issuerissuers of
asset-referenced tokens heldsown the ewnershipreserve assets shall be based on

information or documents provided by the issuerissuers of_the asset-referenced
tokens and, where available, on external evidence.

The appointment of a credit institution and/or a crypto-asset service provider as
eustodianscustodian of the reserve assets in_accordance with paragraph 3 shall be
evidenced by a written contract; as referred to in Article +6(5)30(5), second
subparagraph. FheThose contracts shall, inter-aliaamongst others, regulate the flow of
information deemed necessary to alewenable the j f asset-referenced token
and the credit institutions and e+the crypto-assets service providers to

perform their functions—fer—the-issuer-of-asset-referenced-tokens—{for-which-they-have been-

6
6.

59

tod Lians, - this Resulation.

The credit institutions and crypto-asset service providers;as—referred-te—in_that have
been appointed as custodians in accordance with paragraph 23 shall act honestly,
fairly, professionally, independently and in the interest of the issuer of the
asset-referenced tokens and the holders of asset-referencedsuch tokens.

The credit institutions and crypto-asset service providers;—as—referred—to_that have
been appointed as custodians in accordance with paragraph 23 shall not carry out
activities with regard to the-issuerissuers of asset-referenced tokens that may create
conflicts of interest between the-issuer-of-asset-referenced-tokensthose issuers, the
holders of_the asset-referenced tokens, and themselves unless_all of the following

litions have | lied with:

(a) the credit institutions or the crypto-asset service providers have functionally
and hierarchically separated the performance of their custody tasks from their-
other potentially conflicting tasks;-and

(b) the potential conflicts of interest arehave been properly identified, managed,

monitored and disclosed by the issuer of the asset-referenced tokens to the
helderholders of the asset-referenced tokens, in accordance with Article 1928.

mmiinDlr 2 flA 2 1m1mn1n Dir 2004 fh Er
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nditions for investment firms an fin rms for th f that Directi L 241
2 26).

In the—case of a loss of a financial instrument or a crypto-asset held in custody as

referred to in paragraph 4-(a)-and-{(b), the credit institution or the crypto-asset service

provider_that lost that financial instrument or crypto-asset shall return to the issuer of

the asset- referenced tokens a financial instrument or a crypto-asset of_an identical

type or the corresponding value te—the—issuer—ofassetreferenced—tekens—without

undue delay. The eustodians-ofthereserve-assetscredit institution or the crypto-asset

service provider concerned shall not be liable #where it can prove that the loss has
arisen as a result of an external event beyond its reasonable control, the consequences

of which would have been unavoidable despite all reasonable efforts to the contrary.

Article 22-34
Investment of the reserve assets

Where-the—issuerlssuers of asset-referenced tokens investsthat invest a part of the
reserve assets—+t shall invest themthose reserve assets only in highly liquid financial
instruments with minimal market and credit risk. The issuer’s-investments shall be
capable of being liquidated rapidly with minimal adverse price effect.

The financial instruments in which the reserve assets are invested shall be held in

custody in the-eonditions-set-eutinaccordance with Article 2433.

All profits or losses, including fluctuations in the value of the financial instruments;_
referred to in paragraph 1, and any counterparty or operational risks;resulting that
result from the investment of the reserve assets shall be borne by the issuer of the
asset- referenced tokens.

—order—to—chstre—consstent—appheation—ot —this—ArtieleThe EBA shall, after
consulting ESMA and the European System of Central Banks, develop draft

regulatory technical standards specifying the financial instruments that can be
considered highly liquid;_and bearing minimal credit and market risk as referred to in
paragraph 1. When determiningspecifving the financial assetsinstruments referred to
in paragraph 1, the EBA shall take into account:

(a) the wvarious types of reserve assets that can back an asset-reference-

paymentreferenced token;

(b) the correlation between these—referencethose reserve assets and the highly
liquid financial instruments the issuers may invest in;

(c) the conditions for recognition as high quality liquid assets under ArtielesArticle

412 and—460-of Regulation_(EU) No 575/2013 and the—relevant—delegated-
ission Del Regulation (EU) 2015/61%°.

EBA shall submit those draft regulatory technical standards to the Commission by
[please insert date 12 months after entry into force].

I 1rmnfrr11n11n L111 121 ‘A
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Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the first subparagraph in accordance with Articles 10 to 14 of
Regulation (EU) No 1093/2010.

Article 23-35
Rights on issuers of asset-referenced tokens or on the reserve assets

The-issuerlssuers of asset-referenced tokens shall establish, maintain and implement
a-clear and detailed peheypolicies and preeedureprocedures on the rights granted to
the-holders of asset- referenced tokens, including any direct claim or redemption
rights on the issuer of th - referen kens or on the reserve assets.

Where—the holders of asset-referenced tokens are granted rights as referred to in
paragraph 1, the—issuerissuers of asset-reference—paymentreferenced tokens shall
establish a policy definingsetting out:

(a) the conditions, including thresholds, periods and timeframes, for holders of
asset-referenced tokens to exercise suehthose rights;

(b) the mechanisms and procedures to ensure the redemption of the asset-
referenced tokens, including in stressed market circumstances-ex, in case of_an
orderly wind- down of_the issuer of asset-referenced tokens as referred to in
Article 42, or_in case of a cessation of activities by;—the_such issuer—of
asset-refereneed-tokens;

(c) the valuation, or the principles of valuation, of the asset-referenced tokens and
of the reserve assets when thethose rights are exercised by the holder of asset-
referenced tokens;

(d) the settlement conditions{physical-ereash) when suehthose rights are exercised;

(e) the fees applied by the issuerissuers of asset-referenced tokens when the
holders exercise saehthose rights.

The fees applied-in-acecordance-withreferred to in point (e) shall be proportionate and

commensurate with the actual costs incurred by the issuerissuers of asset-referenced
tokens.

Where the-issuerissuers of asset-referenced tokens deesdo not grant rights as these-
referred to in paragraph 1 to all the holders of asset-referenced tokens, the

preeeduredetailed policies and procedures shall specify the natural or legal persons
that are provided with a—c—lrai—m—er—a—reéemﬁﬂeﬂsugh nghts«aﬁ—th%fss&er—er—ﬂ&%fesewe

assets—Fhe—procedure,_T lici shall also specify the

conditions for exercising such rights and the obligations imposed on those persons.

Issuers of asset-referenced tokens shall establish and maintain appropriate contractual
arrangements with thesethose natural or legal persons who are previded-with-a—elaim-
or-a-redemptionrirhits-—on-the—ssteror-thereserveassets—hesegranted such rights.

Those contractual arrangements shall precisely set out the roles, responsibilities,
rights and obligations of the issuerissuers of asset-referenced tokens and each of

these—third—party—entitiesthose natural or legal persons. A contractual arrangement

with cross- jurisdictional implications shall provide for an unambiguous choice of

89
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law.

4. Where—the—issuerlssuers of asset-referenced tokens deesthat do not grant rights as
these-referred to in paragraph 1 to all the holders of asset-referenced—tokens;—the-
issuer—ofsuch asset- referenced tokens shall put in place mechanisms to ensure the
liquidity of the asset- referenced tokens. For that purpose, #they shall establish and
maintain written agreements with crypto-asset service providers authorised for the
Msewwe of-exchangingerypto—assets—againstlegaltenderreferred to in
Article 3(1) point (12). The issuer of asset-referenced tokens shall ensure that a
sufficient number of crypto-asset service providers are required to post firm quotes at
competitive prices on a regular and predictable basis.

Where the market value of asset-referenced tokens varies significantly from the value
of the reference assets or the reserve assets, the holders of asset-referenced tokens
shall have the right to redeem the crypto-assets from the issuer of crypto-assets
directly. In that case, any fee applied for such redemption shall be proportionate and
commensurate with the actual costs incurred by the issuer of asset-referenced tokens.

The issuer shall establish and maintain contractual arrangements to ensure that the
proceeds of the reserve assets are paid to the holders of asset-referenced tokens,
where the issuer decides to stop operating or where it has been placed under an
orderly wind- down, or when its authorisation has been withdrawn.

5. H—order—to—enpstare—conststent—appheation—ofthis—ArtieleThe EBA shall, in close
cooperation with ESMA, develop draft regulatory technical standards specifying:

(a) the obligations imposed on the crypto-asset service providers ensuring the
liquidity of asset-referenced tokens as set out in the first subparagraph of
paragraph 4;

(b) the variations of value triggering a direct right of redemption from the issuer of
asset-referenced tokens as set out in the second subparagraph of paragraph 4,
and the conditions for exercising such a right.

EBA shall mit th raft regul hnical standar h mmission

14fR lation (E 1093/201

Article 24-36
Prohibition of interestsinterest
No—issuerlssuers of asset-referenced tokens or crypto-asset service previderproviders shall

W&M or any other benefit related to the length of time during
which a holder of asset- referenced tokens holds saeh-erypto-asset-referenced assets.

CHAPTER 4

A ISITI F1 ERS OF ASSET-REFERENCED TOKE

Article 2537

4 ‘i ted :
issuers of asset-referenced tokens

Anv natural or legal person or such persons acting in concert (the ‘proposed

[
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[

ndar h mmission in rdan 1hA11 4

Any natural or legal person who has taken a decision to dispose, directly or

indirectl lifving holding i 1 r of t-referen tokens (th
‘proposed Vendor’ shall first notifv the competent authorit in_writing thereof,
ting the si f holdin hall likewise notify th mpetent

uthorlty_ where it has taken a decision to reduce a guahfxmg holding so that the
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b

(c) the financial soundness of the persons referred to in Article 37(1), in particular
n relation to the ine ed and envisaged in the issue asse

i DU 1rsued ) g
referenced tokens in which the acquisition is intended:

ntin mplv with the provisions of this Title:

mmi r m r that the inten isition I1d incr he risk

Member hall not im nv prior conditions in r f the level of holdin
iti ine the propose
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3

O1 d i . iteri d. d ecifie ) i d
ghgrg at least Lhrgg of the fgllgging criteria are met:

(a) the size of the customer base of the promoters of the asset-referenced tokens.

he shareholders of the issuer of -referen kens or of any of the third-
" ferred {0 | icle 30(5 int (h;

(b) the value of the asset-referenced tokens issued or, where applicable, their
market capitalisation:

(c) the number and value of transactions in th -referen kens:

@) thesi i :  the | i ref | tokens:

(e) the significan f the cross-border activiti f the issuer of th -

third- ntities referr in Articl int (h), ar lish

ritin rlrh ion of i nl o Tie ERA shall duly spsides th
observations and comments.
Th EBA hall take its final iin n whether an -referen ken 1

o 1o fe EBA ore mortt afor tre motifioation of the deciion rofort
in paragraph 4.

The EBA an h n hori ncerned shall cooperate in order to ensure

referen ken m ignificant an rmine:

23



L

>

et

i)

E

E

subject to the following:
1)

the threshold for th tomer hall not be 1 r th milli f
natural or legal persons;
the threshold for th | f th t-referen token 1 r, wher

applicable, the market capitalisation of such an asset-referenced token
hall not be 1 r than EUR i

he threshold for the number an 1 f tran ions in th -
referenced tokens shall not be lower than 500 000 transactions per day or
EUR 100 million per I ivelv:

he threshold for the size of fl ferred fo in point (d
hall n | r than EUR 1 billion;

the threshold for the number of Member States where the asset-

referen kens are used. including for cross-border pavments and
remittances, or where the third parties as referred to in Article 30(5),
int (h), ar lish hall n | r than n:
- ir i hall

be considered as interconnected with the financial system:

h nt authori hllimilnif T
prospective issuer o the EBA.

For the asset referenced tokens to be cla551ﬁed as significant at the time of
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1 rs and th not cr incenti rlxrlk I

Issuers of significant asset-referenced tokens shall ensure that such assetstokens can
be held in custody by different crypto-asset service providers authorised for the
service referred to in Article 3(1)_point (110), including by crypto-asset service
providers that do not belong to the same group, as defined byin Article 2(11) of
Directive 2013/34/EU*_of the European Parliament and of the Council®!, on a fair,

reasonable and non- discriminatory basis.

461 Directive 2013/34/EU of the European Parliament and of the Council of 26 June 2013 on the annual financial

statements consolrdated financial statements and related reports of certain types of un gg;tgkmgs,
] an Pa 1 of the Council and 2
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dditionel
Issuers of thewhitepaperforsignificant asset-referenced tokens

s
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significant asset-referenced

tokens.




— ‘ W v C C W Cl v O
the—draft—whitepaper-Where several issuers offer the same asset-referenced
ken that is classifi ignifican i 1

the requirements set out in the paragraphs 1 to 4.




L

on the remuneration policy referred to in paragraph 21;
(b) the procedure and timeframe for-the-approval-efa—whitepaper-concerningan-

101



; 1 tol 1 . Qissuer' horised 1t o _E

significant asset-referenced tokens to adjust to higher own funds requirements

The EBA shall submit those draft regulatory technical standards to the Commission
by /please insert date 12 months after-the entry into force].

Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the first subparagraph in accordance with Articles 10 to 14 of
Regulation (EU) No 1093/2010.

Article 3H-Scope-of-the-authorisation







.11. — — : itical E I by those i
or by any third-party entityentities as referred te—in Article +6(5)h)—hastest—its-

9

management-bodyability of the issuer of asset-referenced tokens;-or-indicate-afatlure-
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stability of the markets of the reserve assets







R lation(ELN Ne-1093/2010 of the E Pasli d ofthe C il of 24N ber2010-establishi E S H Autheritv(E Banki
le=a=ys P & aer t tar S EHropeatSup! tH ty-(Europeal

Autherity). ding Deeision No-716/2009/EC and repealing C issionDeeision2009/78/EC O 33115122010 p- 1247

\uthority): No-—+H EC-and+ aHRe-C T EC; 334515422040, p—124
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TITLE 1V: Issuanee-of-eleetronicElectronic money tokens
Chapter 1:requirements-on
Requirements to be fulfilled by all issuers of electronic money

tokens

Article 3743

7 7 l!b"b )

No electronic money tokens shall be offered to the public in the Union or shall be

admitted to trading on a trading platform for crypto-assets unless the issuer of such
electronic money tokens:

(a) 1s authorised as a credit institution or as an ‘electronic money institution’ within
the meaning of Article 2(1) of Directive 2009/110/EC;

(b) complies with requirements applying to electronic money institution set out in-
this Titles II and III of Directive 2009/110/EC, unless stated otherwise in this
Title;

(c) publishes a whitepapercrypto-asset white paper notified to the competent
authority, in accordance with Article 4046.

For the purpose of point (a), an ‘electronic money institution’ within—the-meaning
ofas defined in Article 2(1) of Directive 2009/110/EC shall be authorised to issue

‘e- money tokens’ and eleetronie- money tokens shall be deemed to be ‘electronic

money” as defined in Article 2(2) of Directive 2009/110/EC.

An e-money token which references a Union currency shall be deemed to be offered
to the public in the Union.

2. Paragraph 1 shall not apply to:

(a) eleetronie—paymenttoken—ifthe—electronic—payment-money tokens_that are
marketed, distributed and held by qualified investors and they-can only be held

by qualified investors;

(b) if the average outstanding amount of eleetrente-money tokens does not exceed
EUR 5-600-0005 000 000, or the corresponding equivalent in another currency,
over a period of 12 months, calculated at the end of each calendar day.

For the purpose of point (b), where the Member State has set a threshold lower than
EUR 5-000-60065 000 000 in accordance with Article 9 (1)(a) of Directive
2009/110/EC, such a threshold shall apply.

In the case referred to in points (a) and (b), the issuers of electronic money tokens

shall produce a whitepapercrypto-asset white paper and notify such

whitepapercrypto-asset white paper to the competent authority in accordance with
Article 4046.

Article 3844
Issuance and redeemability of electronic money tokens

By derogation of Article 11 of Directive 2009/110/EC, only the following
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requirements rega
to issuers of e- money tokens.

2. Holders of e-money tokens shall be provided with a claim on the issuer of such e-
money tokens. Any e-money token that does not provide all holders with a claim
shall be prohibited.

3. Issuers of such e-money tokens shall issue e-money tokens at par value and on the

receipt of funds within the meaning of Article 4(25) of Directive 2015/2366.

4. Upon request by the holder of e-money tokens, the respective issuer must redeem, at
any moment and at par value, the monetary value of the e-money tokens held to the
holders of e-money tokens, either in cash or by credit transfer.

5. Fhe—issuerlssuers of e-money tokens shall prominently state the conditions of

redemption, including any fees relating thereto, in the whitepapercrypto-asset white
paper as referred to in Article 40(H)(e)46.

6. Redemption may be subject to a fee only if stated in the whitepapercrypto-asset white
paper. Any such fee shall be proportionate and commensurate with the actual costs
incurred by the-issuerissuers of eleetrenie-money tokentokens.

1. 61 the-issuerWhere issuers of e-money tokens does not fulfil legitimate redemption

requests from holders of e-money tokens within the time period specified in the
whitepapercrypto-asset white paper and which shall not exceed 30 days, the
obligation set out in paragraph 3 applies to any following third party entities that has
been in contractual arrangements with the—issuerissuers of eleetronie—-money
issuerstokens:

(a) entities ensuring the safeguarding of funds received by the—issuerissuers of
e-money tokens in exchange for e-money tokens in accordance with Article 7 of
Directive 2009/110/EC,;

(b) any natural or legal persons in charge of distributing e-money tokens on behalf
of thejssuers of e-money token-issuerstokens.

Article 39-45
Prohibition of interests

By derogation to Article 12 of Directive 2009/110/EC, no issuer of e-money tokens or crypto-
asset service previderproviders shall grant interestsinterest or any other benefit related to the
length of time during which a holder of e-money tokens holds such erypto-assetse-money
tokens.

Article 4046

WhitepaperContent and form of the crypto-asset white paper for electronic money tokens-
L serdti P

1. Before offering e-money tokens to the public in the EU or seeking an admission of
such e- money tokens to trading on a trading platform, the issuer of e-money

tokentokens shall producepublish a whitepapercrypto-asset white paper on its
website.

2. The whitepapercrypto-asset white paper referred to in paragraph 1 shall contain all
the followmg relevant 1nformat10n—eeﬁeem+ﬂg—th%1s5ﬂ%eﬁeﬂﬁeﬁ%y%ekens—&ﬁd—th%
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(a) a description—of-the—key—characteristies of the issuer of erypto-assetse-money
tokens;

(b) a detailed description of the issuer’s project, and a presentation of the main
participants involved in the project's design and development;

(c) an indication on whether the whitepapercrypto-asset white paper concerns an

offering of e-money tokens to the public and/or an admission of such e-money
tokens to trading on a trading platform for crypto-assets;

(d) a detailed description of the rights and obligations attached to the e-money

tokens, including the redemption right at par value as referred to in Article
3844 and the procedures and conditions of exercise of these rights;

(e) the information on the underlying technology and standards met by the issuer of
e-money tokens allowing for the holding, storing and transfer of such e- money
tokens;

(f) the risks relating to the issuer of e-money issuer, the e-money tokens and the
implementation of the project, including the technology-;

(g) 3 The—whitepaper—shallcontain—the minimum—disclosure items specified in
Annex 3]1I.

All such information_referred to in paragraph 2 shall be fair, clear and not misleading.

The whitepapercrypto-asset white paper shall not contain material omissions and it

shall be presented in a concise and comprehensible form.

The-whitepapershall-inelude-a-summary—Every crypto-asset white paper shall also

incl mnfrmhmn men fthe i rf—mn nﬁrmln

The crypto-asset white paper shall include a summary_which shall, in brief and non-
technical language, provide key information in relation to the eﬁ‘efi—ngm

public of e- money tokens or admission of such e-money tokens to trading, and in
particular about the essential elements of suehthe e-money tokens. The summary

shall indicate that:

(a) thatthe holders of e-money tokens have a redemption right at any moment and
at par value;

(b) the conditions of redemption, including any fees relating thereto.

6-The whitepapercrypto-asset white paper shall be drawn up in at least one of the

official languages of the home Member State or in a language customary in the
sphere of international finance.

#The whitepapercrypto-asset white paper shall be made available in machine

readable formats, in accordance with Article 65.

S-A—whitepaperlhe issuer of e-money tokens shall be—netifiednotify its draft
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the relevant competent authorlty as referred to in Artlcle Q{ee;?_gg ) gglnt 124)1 b) at
least twenty20 working days before its date of its publication.

After the notification and without prejudice of the powers set—eutlaid down in

Directive 2009/110/EC or the national laws #mplementingtransposing it, the
competent authority of the home Member State shall-have-the pewerte:

lai n in Article 82(1) of this Regulation

9-Any change or new fact likely to have a significant influence on the purchase
decision of any potential purchaser or on the decision of holders of e-money tokens
to sell or exchange such e-money tekentokens to the issuer which occurs after the

publication of the initial whitepaper—eofferingcrypto-asset white paper shall be
described in an-amended—whitepaper—predueeda modified crypto-asset white paper

prepared by the issuer and notified to the relevant competent authority, in accordance
with paragraph €9.

[

2

[

lusi ¢ civil liability shall be deprived of legal off
It shall he r niili f the hol f e-mon ken resen iden

nfrln mnh i n his or her iin . 11 or xn i -

This Articl not exclude further civil liability claims in rdan ith national
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Article 48
+0-Marketing communications—on—e-money—tokens—are-
b | . : ele

1. Any marketing communications relating to an offer of e-money tokens to the public,

- to_tradin a trading platform for

crypto-assets, shall comply with all of the following:

@ ket o hall be clearly identifiabl h:
(b) the information in the marketing communications shall be fair, clear and not
isleading:
(c) the information in the marketing communications shall be consistent with the
inf ion in tl i hi )
(d)

the marketing communications shall clearly state that a crypto-asset white

PAPCT NdS DECN PUD N1Cd dNnd 1NdI1Cd NC addre O NC WCD c O [1C
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value on the issuer.
Article 4149
Investment of funds received in exchange of e-money token issuers

Funds received by issuers of e-money tokens in exchange of e-money tokens and that are
invested in secure, low-risk assets in accordance with Article 7(2) of Directive 2009/110/EC
shall be invested in assets denominated in the same currency as the one referenced by the e-
money token.

Chapter 2:-

horisation and
o of
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2. au ] Sta : ]

information on the criteria referr in Articl 1) of this Article an ified in

1 il icle 39(6 I Iy basi

3. here the EBA is of th inion that e-mon kens m he criteria referr n
4.

ajlﬂlQI‘IIlQS thereof,

Article 4351
b l . os ‘ol e Vol ry classificati fo-
tokens as significant e-money tokens

1. An issuer of e-money tokens—shal—be, authorised as a credit institution or as an

felectronic money institution—within—the—meaning-of_as defined in Article 2(1) of
Dlrectlve 2009/ 1 IO/EC b%&eempete&t—&%he%&h&&&theﬁy—des@&a&ed—bye&eh—

ggglglng fgr §;;g g;g or §glgn, may in g_j ggg th g they wish Lg classify their e- money
tokens shati-alse-be-supervisedbyas significant e-money tokens. In that_case. the
competent authority_shall immediately notify the request from the issuer or applicant
issuer to EBA.

QARLheP%aﬂFQr thc e- money teken—has—beeﬂmkcns to bc classified as s1gn1ﬁcant—m—

avda A < a
l l
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the competent authorlty er—E—BA—\RLher%thegf thg issuer or appl ggnt issuer’s hgmg
Member State.

Thg EBA shall g ive competent authorlty of the issuer or—E—BA—de—net—agfe%wﬁh—aﬂ—

in accordance with Articl hEBAhllr raf 11nh ff
ggg notify that draft decision to the issuer ef—&sset—refelaeﬂeed—teken—by, or applicant
issuer and the competent authority of the issuer or applicant issuer’s home Member

mon knihinhr mnh frhnlﬁinrfrr in rr hn

fatl n fe-mon ken shalla v the following requiremen

Articl nd 34 of this Regulation, instead of Article 7 of Directive 2009/110/EC:
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(b)
(c)

(d)

Article 41, paragraphs 1, 2, and 3 of this Regulation;
Article 41 paragraph 4 of this Regulation, in f Articl
2009/110/EC;

Article 42 of this Regulation.
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TITLE V: Authorisation and operating conditions for

Crypto-Asset Service providers

Chapter 1: Provisionsfor-allAuthorisation of crypto-asset service

>

[

[

[

[

providers

Article 46-General-provivions-omcrypto-assetserviceproviders 33
(uthorisati

Crypto-asset services shall only be provided by legal persons that have a registered
office in a Member State of the Union and that have been authorised as crypto-asset

service providers in accordance with Article 64-ofthis Regulation:55

name, or issue mgrkgllng ggmmgnlggtlgng or use any 0ther process. suggestmg that he
- likel reat

confusion in that respect,

An authorisation - 1 r'rhll lid for th i nion
f r h1 h h n | hori elther throu h the richt of
ta h hment, including thr a branch, or thr the f{r t rovi
Services.
- ] i i rypto-asset servi a cross-border

basis shall not be required to have a physical presence in the territory of a host
Member State.

an gxtgnglgn of their authorlsatlon by complementmg and updatmg the mformatlon
referr Articl The r t for extensi hal in_accordan
Wlth Artlcle

Member State where th heir registered offi

the legal cntity ide ngﬁgrgf the _applicant crypfo-asset. service provider, the
1t rat that pr r, and its physical a :
(b) the legal status of the applican - ice provider;
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bsence of a crlmmal record in respect of mfrmgements of natlonal rules in the
fiel mmercial 1 insolvency 1 financi rvi | nti-mon

laundering law. counter-terrorism legislation, an rofessional liabili
bligations:
roof th he natural persons invol in _the managemen f th

to- t rvi rovider llectivel fficient
knowledge, skills and experience to manage that provider and that those natural

duties;
i to- t servi rovider’s intern ntrol
mechanism, procedure for risk assessment and business continuity plan;

funds;
ription of the pr re an tem t tect market

where th lican - 1 rovider inten nsure th

he non-discrimin mmercial poli
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referr in A 1 | 4 1 assess whether that a hcatlon 1s complete b checkln

undertaklng of a cggpto -asset service growder authorlsed in that other Member
State;

(c) the applicant crypto-asset service provider is controlled by the same natural or
1 rsons who contr -asset service provider authorised in th

other Member State.

hall, within three month fr h te _of receipt of
complete application, assess whether the 1 - 1 rovider

threat to 1ts effective, sound and grudent management and busmess contlnultga
nd to th t nsiderati he inter f its clients and the integrit

of the market;

Articl E MA hall 11 h 1nf ion in successfula hcatlons to
he register of authori rypto- rvi rovider for in Articl

ESMA may request information in order to ensure that competent authorities grant
horisations under this Article in nsistent manner
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ision rn r r h1 1h1nhr rkin h f

hat decisi
Article 56
Withd | of authorisati
mpetent authorities shall withdraw th horisations in any of the foll
ituations the crypto-asset service provider:
(a) has not used its authorisation within 18 months of the date of granting of the
horisation;
(b) has expressly renounced to its authorisation;
(c) has not provi rypto-asset services for nin ive months:
(d) has obtained its authorisation by irregular means, including making false
statements in its application for authorisation:
(e) no longer meets the conditions under which the authorisation was granted and
has not taken the remedi ions r t he competent authority withi
a set-time frame:
& h riously infrin is Regulation

m n horities shall also h h r ithdr. horisations in any of

insti 1n1n rdan 1hA111 fDir i EU) 2015/2 ri

Tlglg II of Dlrectlve 2009/ 110/EC and that cg@to assetserv1ce prowder has
fail rem he situation within 4 len

Where a competent auth0r1t¥ withdraws an authorisation, the competent authorlty_

Artlclelhlln MA n m hr11 fh hMm r

2 EhEr nPrlimnnf nil mmllnDlr E
(OJ L 141,5.6.2015, p. 73-117)
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State;

(b) asubsidiary of the parent undertaking of a crypto-asset service provider
horised in that other Mem

(c) controlled by the same natural or legal persons who control a crypto-asset
rvice provider authorised in that other Mem

- hat the competent authority of the home Member xamines whether th

horisation ran

EN
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provider or the tradmg Qlatform for cg@to -assets operated by the cg@to-asset
rvice provider:

(c) the name and address of the competent authority which granted authorisation
nd i n ils:

(d) the list of crypto-asset services for which the crypto-asset service provider is
horised;

(e) the list of Member States in_which the crypto-asset service prowder has

(a) alist of the Member States in Wthh the crypto-asset service provider intends to
rovi - rvi

(b) the starting date of the intended provision of the crypto-asset services;

covered by this Regulation.
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The singl int ntact of the Member State where authorisati as_grant
shall, within 10 working days of receipt of the information referred to in paragraph 1

] C [1d d O NC dUulino
States, to ESMA and to the EBA. ESMA shall register that information in the register
; Lto] e 57
The singl int of con f the Member hich n horisation shall

having submitted the ingrmg;ign rggg to in Qgrggrgg 1.
h r2: ligation for all cr - rvi rovider

2.Crypto-asset service providers shall act honestly, fairly and professionally in
accordance with the best interests of their clients and prospective clients.

not misleading information, in particular in marketing communications, which shall

identifi a h. Crypto-asset servi roviders shall not liberately _or

negligently, mislead a client in relation to the real or perceived advantages of any
crypto-assets.

rchasin

rypto-asset servi roviders shall make their pricin lici licly availabl
online posting with a prominent place on their website.

Article 4760
Prudential requirements

Crypto-asset service providers shall, at all times, have in place prudential
reguirementssafeguards equal to an amount of at least the higher of the following:

(a) Thethe amount of permanent minimum capital requirements indicated in
Annex IV, depending on the nature of the crypto-asset services provided,

(b) one quarter of the fixed overheads of the preceding year, reviewed annually;

The prudential requirementssafeguards referred to in paragraph 1 efthis-Astiele-shall
take_any of the following forms:

(a) own funds, consisting of Common Equity Tier 1 items referred to in Articles 26

to 30 of Regulation (EU) No 575/2013-ef-the EuropeanParhiament-and-of the-
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Counecil®® after the deductions in full, pursuant to Article 36 of that Regulation,
without the application of threshold exemptions pursuant to Articles 46 and 48
of that Regulation;-and/er

(b) an insurance policy covering the territories of the Union where crypto-asset
services are actively marketedprovided or a comparable guarantee.

Where—a—eryptoCrypto-asset service previder—hasproviders that have not been in

business for one year from the date on which i#they started providing services e+

performing—aetivities;—t—shall use, for the purpese—ef—calculation referred to in
paragraph 1, point (b), the projected fixed overheads included in #stheir projections

for the first 12 months’ of service provision, as submitted with itstheir application for
authorisation.

The insurance policy referred to in paragraph 2 shall have at least all of the following
characteristics:

(a) it has an initial term of no less than one year;
(b) the notice period for its cancellation is at least 90 days;

(c) it is taken out from an undertaking authorised to provide insurance, in
accordance with Union law or national law;

(d) 1itis provided by a third-party entity.
The insurance policy referred to in-peint{b)-ef paragraph 2, point (b) shall include;-
without-being limited-te, coverage against the risk of:

(a) loss of documents;
(b) misrepresentations or misleading statements made;
(c) acts, errors or omissions resulting in a breach of:

1)  {blegal and regulatory obligations;
ii)  (iHthe duty efskilifo act honestly, fairly and eareprofessionally towards

clients;
i) @Hobligations of confidentiality;

(d) failure to establish, implement and maintain appropriate procedures to prevent
conflicts of interest;

(e) losses arising from business disruption or system failures;

(f)  where applicable to the business model, gross negligence in safeguarding of
clients’ crypto-assets and funds.

For the purposes-efpeint(b) of paragraph 1_point (b), crypto-asset service providers
shall calculate their fixed overheads for the preceding year, using figures resulting

from the applicable accounting framework, by subtracting the following items from
the total expenses after distribution of profits to shareholders in their most recently
audited annual financial statements or, where audited statements are not available, in
annual financial statements validated by national supervisors:

(a) staff bonuses and other remuneration, to the extent that theythose bonuses and
that remuneration depend on a net profit of the crypto-asset service

providerproviders in the relevant year;
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(b) employees', directors' and partners' shares in profits;

(c) other appropriations of profits and other variable remuneration, to the extent
that they are fully discretionary;

(d) non-recurring expenses from non-ordinary activities.

Article 48-61
Organisational requirements

Fhe-membersMembers of the management body of-the crypto-asset service providers
shall have the necessary good repute and competence, in terms of qualifications,
experience and skills to perform their duties. They shall alse-demonstrate that they
are capable of committing sufficient time to effectively carry out their functions.

FhenaturalNatural persons who either own, directly or indirectly, more than 20% of
the crypto- asset service provider's share capital or voting rights, or who exercise, by
any other means, a power of control over the said crypto-asset service provider shall
provide evidence that they have the necessary good repute and competence.

None of the persons referred to in paragraphs 1 or 2 shall have been convicted of
offences relating to money laundering or terrorist financing or other financial crimes.

Crypto-asset service providers shall employ personnel with the skills, knowledge and
expertise necessary for the discharge of responsibilities allocated to them, and taking
into account the scale, the nature and range of crypto-asset services provided.

The management body shall assess and periodically review the effectiveness of the
policies arrangements and procedures put in place to comply with the obligations set
out in Chapters +2 and 23 of this Title and take appropriate measures to address any
deficiencies.

Crypto-asset service providers shall take all reasonable steps to ensure continuity and
regularity in the performance of_their crypto-asset services. To that end, crypto-asset
service providers shall employ appropriate and proportionate resources and
procedures, including resilient and secure ICT systems in accordance with the-

provistons—laid—doewn—in—Regulation (EU) 2021/xx PORAJof the FEuropean

Parliament and of th ncil.&

They shall establish a business continuity policy, which shall include ICT business
continuity as well as disaster recovery plans set-up in accordance with-the-previsions-
laid-down—in Regulation (EU) 2021/xx PORAL}of the European Parliament and of
the Council® aimed at ensuring, in the case of an interruption to their {ICT) systems
and procedures, the preservation of essential data and functions and the maintenance
of crypto-asset services, or, where

014 sod (EUY No 200,014 - COM (305
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that is not possible, the timely recovery of such data and functions and the timely
resumption of crypto-asset services.

Crypto-asset service providers shall have internal control mechanisms and effective
procedures for risk assessment, including effective control and safeguard

arrangements for managing ICT systems in accordance with-the-provistonstard-down-
it Regulation (EU) 2021/xx {DORA}-Crypto-assetservice-providersof the European
Parliament and of the Council.®® They shall monitor and, on a regular basis, evaluate

the adequacy and effectiveness of internal control mechanisms and procedures for
risk assessment and take appropriate measures to address any deficiencies.

Crypto-asset service providers shall have systems and procedures to safeguard the
security, integrity and confidentiality of information in accordance with—the-

provistens—latd—dewn—in Regulation (EU) 2021/xx {PORAJof the European
Parliament and of the Council.®®

Crypto-asset service providers shall arrange for records to be kept of all crypto-asset
services, orders and transactions undertaken by it-whichthem. Those records shall be
sufficient to enable the-competent autherityauthorities to fulfil #stheir supervisory
tasks and to perform the enforcement actions, iehading—under—TFitle—VE—and in
particular to ascertain thatwhether the crypto- asset service provider has complied
with all obligations including those with respect to clients or potential clients and to
the integrity of the market.

to-asset rvi roviders shall ha 1 la tem I I an

arrangements to monitor and detect market abuse as referred in Title VI, They shall

9-Crypto-asset service providers;—whenholding that hold crypto-assets belonging to
clients;_or the means of access to such crypto-assets shall make adequate

arrangements—se—as to safeguard the ownership rights of clients, especially in the
event of the crypto-asset service provider’s insolvency, and to prevent the use of a
client’s crypto-assets on own account except with the client’s express consent.

014 sod (EUY No 200,014 - COM (305
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2. +Where their business models or the crypto-asset services require holding funds-
belenging-to-clients’_funds, crypto-asset service providers shall makehave adequate
arrangements in place to

g3
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safeguard the rights of clients and prevent the use of elientclients’s funds, as defined
under Article 4(25) of Directive (EU) 2015/2366°%’, for their own account.

2Crypto-asset service providers shall, enreeetvingpromptly place any client’s funds,
prompthyplace-suehfunds-with a central bank or a credit institution.

Crypto-asset service providers shall take anvyall necessary steps to ensure that the
funds-belongingto-the-clients’_funds held with a central bank or a credit institution
are held in an account or accounts separately identifiable from any accounts used to
hold funds belonging to the crypto-asset service provider.

3Crypto-asset service providers may themselves, or through a third party, provide
payment services related to the crypto-asset service they offer, provided that the
crypto-asset service provider itself, or the third-party, is a payment institution as
defined in aceordance-withArticle 4, point (4), of Directive (EU) 2015/2366.

7-Paragraphs 42 and 23 of this Article deshall not apply to crypto-asset service
providers that are electronic money institutions as defined in aceerdance-withArticle
2, point 1 of Directive 2009/110/EC or payment institutions as defined in aeceerdanee-

withArticle 4, point (4), of Directive (EU) 2015/2366.

Complaint handling procedure

Crypto-asset service providers shall establish and maintain effective and transparent
procedures for the prompt, fair and consistent handling of complaints received from
clients.

Clients shall be able to file complaints with crypto-asset service providers free of
charge.

Crypto-asset service providers shall develop and make available to clients a-standard
template for complaints and shall keep a record of all complaints received and theany

measures taken_in response thereof.

Crypto-assets service providers shall investigate all complaints in a timely and fair

manner, and communicate the outcome of such investigations to their clients within a
reasonable period of time-to-theirelients.

Article 54-Conflicts65

3067 Directive (EU) 2015/2366 of the European Parliament and of the Council of 25 November 2015 on payment

services in the internal market, amending Directives 2002/65/EC, 2009/110/EC and 2013/36/EU and
Regulation (EU) No 1093/2010, and repealing Directive 2007/64/EC_(OJL 33, 23.12.2015, p.35)
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Prevention, identification, management and disclosure of conflicts of interest
1. Crypto-asset service providers shall maintain and operate an effective policy-te-
2.Crypto-assetservice-providersshall-takeall-appropriate-steps to prevent, identify, manage

and disclose conflicts of interest between the-erypto-asset-service providers-
themselves; and:

(a) their shareholders;-their managers-and-employees; or any person directly or

indirectly linked to them by controls;

(b) their managers and emplovees,
(c) their clients, or between one client and another client.

3-Crypto-asset service providers shall disclose to their clients and potential clients the general
nature and sources of conﬂlcts of interest and the steps taken to mltlgate %hes&&sk&

2. 4-The disclosure referred to in paragraph 32 shall:a) be made-ina-durable-medium:
(byineludesufficient-detatlsufficiently precise, taking into account the nature of each client;_

and to enable each client to take an informed decision about the service in the context
of which the conflicts of interest arises.

&-Crypto-asset service providers shall assess and periedicallyreviews-at least annually_
review, their policy on conflicts of interest and take all appropriate measures to
address any deficiencies.

e

Article 55-66
Outsourcing

1. Crypto-asset service providers-shall, whenrelyingthat rely on a-third partyparties for

the performance of operational functions, take all reasonable steps to avoid additional
operational risk. They shall remain fully responsible for discharging all of itstheir
obligations under this RegulationTitle and shall eemphyensure at all times withthat all

the following conditions_are complied with:

(a) outsourcing does not result in the delegation of #sthe responsibility_of the
i . iders:

(b)  outsourcing does not alter the relationship andbetween the crypto-asset service

providers and their clients, nor the obligations of the crypto-asset service
previderproviders towards #stheir clients-are;

(c) outsourcing does not altered:(ejchange the conditions for the authorisation of
the crypto- asset service previder-de-noteffectively-changeproviders;

(d) the—serviee—provider—cooperatesthird parties involved in the outsourcing

cooperate with the competent authority of the crypto-asset service

providerproviders’ home Member State and_the outsourcing does not prevent
the exercise of supervisory functions by #sthose competent auvthorityauthorities,

including on-site access to acquire any relevant information needed to fulfil
those functions;

=z
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(e) the—crypto-asset service provider—retainsproviders retain the expertise and

resources necessary for evaluating the quality of the services provided, for
supervising the outsourced services effectively and for managing the risks
associated with the outsourcing on an ongoing basis;

(f) the-crypto-asset service provider-hasproviders have direct access to the relevant

information of the outsourced services;

(g) the—crypto-asset service provider—ensures—that—the—serviee—provider

hat thir. ies invol in th rcing meet the
standards setlaid down b¥in the relevant data protection law which would apply

if the servieeproviderthird parties were established in the Union.Fhe

For the purposes of point (g). crypto-asset service previder—isproviders are
responsible for ensuring that thesethe standards_laid down in the relevant data

protection legislation are set out in the contract referred to in paragraph 3-between-the-
; L that e tnined.

Crypto-asset service providers shall have a policy on their-appreachte outsourcing,

including on contingency plans and exit strategies.

Crypto -asset serv1ce pr0V1ders shall deﬁn%menter 1n1;Q a written agreement %helﬂam

rlghts and obhgatlons %d—thes&of bQI the gg;p;g gggg; service WH%

outsoureing-agreementproviders and of the third parties concerned, and shall allow
the crypto-asset service previderproviders concerned to terminate thethat agreement.

Crypto-asset service providerproviders and a-serviee-providerthird parties shall, upon
request, make available spen—reguest-to the competent autherityauthorities and the
relevant authorities all information necessary to enable themthose authorities to
assess the—compliance of the outsourced activities with the requirements of this

2
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Chapter 23: Requirements-enQbligations for the provision of

specific crypto-asset services

Article 5667

Custody and administration of crypto-assets on behalf of third parties-of crypto-assets-or

aeeessto-crypto-assets
Crypto asset serv1ce pr0V1ders thal are authorlsed for the pm%ea—ef—th%sew&e&

2Crypto-asset—service—providerscustody and administration on Qghglf of third parties shall

>

et

b

It

enter into an agreement with their clients definingto specify their duties and their
responsibilities. Such agreement shall include at least all the following-centent:

(a) the identity of the parties_to the agreement;

(b) the nature and—deseription—of the service provided_and a description of that

service;

(c) the means of communication between the crypto-asset service provider and the
client, including the client’s authentication system;

(d) adescription of the security systems used by the crypto-assets service provider;
(e) fees applied by the crypto-asset service provider;
(f) the law applicable to the agreement.

%Crypto -asset service providers_that are authorised for the custody and administration.

of crypto-assets on behalf of third parties shall keep a register of positions, opened in
the name of each client, corresponding to each ehentsclient’s rights to the

crypto-assets. Crypto-asset service providers shall record as soon as possible, in that

register any movements following instructions from the—elent—in—histher—position
register—and-shall-erganise-their clients. Their internal procedures #sueh—a—wayas-

teshall ensure that any movement affecting the registration of the crypto- assets is
evidenced by a transaction regularly registered in the client’s position register.

4Crypt0 -asset service providers_that are authorised for the custody and administration
of crypto-assets on behalf of third parties shall establish a custody policy—Fhe-
custody—poliey—shallinelade_with internal rules and procedures to ensure the

safekeeping or the control of such crypto- assets, or the means of access to the
crypto-assets, such as cryptographic keys.

FheseThose rules and procedures shall ensure that the crypto-asset service provider
cannot lose clients’ crypto-assets or the rights related to thesethose assets due to
frauds, cyber threats or negligence.

5:Where applicable, crypto-asset service providers_that are authorised for the custody
and administration of crypto-assets on behalf of third parties shall facilitate the

exercise of the rights attached to the crypto-assets. Any event likely to create or
modify the client’s rights shall be recorded in the client’s position register as soon as
possible.

6.Crypto-asset providers shaH—eemmtm*ea&Leﬁ—a—dﬁPab}%medwﬂmhaLam_amhgmsgd_
for th n ministration of - half of thir ies shall

provide their clients, at least once every three months and at each request of theirthe
client_concerned, with a statement of position of the crypto- assets recorded in the
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name of the-elientthose clients. That statement of position shall be made in a durable
medium. The statement mentiensof position shall mention the crypto-assets

concerned, their balance, their value and the transfer of crypto-assets made during the

period_concerned.

Crypto -asset serv1ce prov1ders shall—a{se—eemmtm{ea%%thal_am_amhonssid_for_th@_

Ihe.lr_cllenm as soon as possible; M 1nformat10n feLa%mg—teahcmj; operatlons on
crypto-assets regquiringthat require a response from the-ehentCryptothose clients.

M—asset service providers shaH—e&suf%ﬂ&%es%abhs%m&e&Pe{lﬂ&%ﬂeeessasﬁy—meaﬂs

ggg es shgll ensure that crypto assets held on behalf of thelr clients_or the means of
access fo those crypto-assets are returned as soon as possible to those clients.

Crypto-asset service providers_that ar horised for th nd administration

of crypto-assets on behalf of third parties shall segregate holdings on behalf of their

clients from their own holdings. They shall ensure that, on the DLT, itstheir clients’
crypto-assets are held on separate addresses from those on which their own crypto-
assets are held.

Crypto-asset service providers shall-refrain-from-usingthethat are authorised for the

custody and administration of crypto-assets—er—the—eryptographiekeys—stored on
behalf of hobbomi et o e e e e e o b

8LCrypto-asset—service—providersthird parties shall be liable to their clients for loss of

crypto-assets as a result—efresulting from a malfunction or hacks up to the market
value of the crypto-assets lost.

Article 5768
Operation of a trading platform for crypto-assets

Crypto-asset service providers that are authorised for the previsienoperation of the-

2Fheya trading platform for crypto-assets shall lay down operating rules for the trading

platform. These operating rules shall at least:

(a) set the requirements, due diligence and approval processes that are applied
before admitting crypto-assets to the trading platform;

(b) define exclusion categories, i-e-if any, which are the types of crypto-assets that
will not be admitted to trading on the trading platform, if any.

(c) set out the policies—and, procedures aroundand the levelslevel of
compensatienfees, if any, for the admission of trading of crypto-assets to the
trading platform;

(d) set objective and proportionate criteria for participation_in the trading activities,
which promote fair and open access to the trading platform for eustomersclients

willing to trade;
(e) setrequirements to ensure fair and orderly trading;

(f) set conditions for crypto-assets to remain accessible for trading, sueh-
asincluding liquidity thresholds and periodic disclosure requirements;

(g) setconditions under which trading of crypto-assets can be suspended-;

z
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(h) set procedures to ensure efficient settlement of both crypto-asset transactions
and fiat currency transactions.

3For the purpesepurposes of point (a), the operating rules shall clearly state that a
crypto-asset eannotshall not be admitted to trading on the trading platform, where a

whitepaper—netifted—or—approvedcrypto-asset white paper has net-been published,
unless such a crypto -asset benefits from the transitionalmeasuresexemption set out in

quality of the crypto-asset concerned. When assessing the quahty of thea crypto asset
the trading platform shall take into account the experience, track record and
reputation of the issuer and its development team. The trading platform shall also
assess the quality of the crypto-assets benefiting from the transitienal

measuresexemption set out in Artiele HI Articles 4(2).

The operating rules of the trading platform for crypto-assets shall prevent the
admission to trading of a-crypto-assetassets which has-anhave inbuilt anonymisation
function unless the holderholders of the crypto-assets and_their transaction history ef
th%efypte—&sset—can be 1dent1ﬁed I;;g the gg;ptg gssg; §gg;g§ QLM

4These operating rules_referred to in paragraph 1 shall be drafted in one of the
official languages of the home Member States or in another language that is

customary in the sphere of finance. TheseThose operating rules shall be made public
on the website of the crypto-asset service providers-website_concerned.

S5Crypto-asset service providers_th hori for th ration of

platform for crypto-assets shall not deal on own account on the trading platform for
crypto-assets they operate, even wherewhen they are authorised for the serviees-

referred-to-in-Artiele 3(Hr)-er3(H)s)exchange of crypto- assets for fiat currency or
for the exchange of crypto-assets for other crypto-assets.

6Crypto-asset service providers_that are authorised for the operation of a trading
platform for crypto-assets shall have in place effective systems, procedures and

arrangements to ensure itsthat their trading systemsystems:

(a) isare resilient;

(b) hashave sufficient capacity to ensure orderly trading under conditions of severe
market stress;

(c) isare able to reject orders that exceed pre-determined volume and price
thresholds or are clearly erroneous;

(d) isare fully tested to ensure that conditions under_points (a), (b) and (c) are met;

(e) isare subject to effective business continuity arrangements to ensure continuity
of their services if there is any failure of the trading system.

ZCrypto-asset service providers that ar hori for th ration of
platform for crypto-assets shall make public eurrentany bid and ask prices and the
depth of trading interests at those prices which are advertised for crypto-assets
through the systems of the trading platform for crypto-assets. The crypto-asset
service previderproviders concerns shall make thisthat information available to the
public en-a-continueus-basis-during the trading hours_on a continuous basis.
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8Crypto-asset service providers_that are authorised for the operation of a trading
platform for crypto-assets shall make public the price, volume and time of the

transactions executed in respect of crypto-assets traded on their trading platforms.

They shall make details of all such transactions public as close to real-time as is
technically possible.

9Crypto-asset service providers that ar hori for th ration of
platform for crypto-assets shall effermake the information published in accordance
with paragraphs 65 and 76 available to the public on a reasonable commercial basis
and ensure non-discriminatory access to thethat information. SuehThat information
shall be made available free of charge 15 minutes after publication in a machine
readable format and remain published for at least 2 years.

10Crypto-asset service providers_that ar hori for th ration of
platform for crypto-assets shall complete the final settlement of a crypto-asset
transaction on the DLT on the same date as the transactions has been executed on the
trading platform.

H-Crypto-asset service providers_that ar hori for th ration of
platform for crypto-assets shall ensure that their fee structures are transparent, fair
and non-discriminatory and that they do not create incentives to place, modify or
cancel orders or to execute transactions in a way that contributes to disorderly trading
conditions or market abuse as referred to in Title VI.

Crypto-asset service providers shal—keep—atthat arc authorised for the
d—tsiaesa%gggrgtlgn of theeemﬁetent—&&themyufekat—le&%ﬁa%yeﬁs—ﬂ%relev&m—data—

thfea-gh—th%}&tﬁ&d—ﬂg—p%&ttefms—ewpte—&sseeseﬂ%%pfeﬂdepsg trading ngtfgrm fgr
crypto-assets shall maintain resources and have back-up facilities in place to be
capable of reporting to their competent authority at all times.

Article 58-69

Exchange of crypto-assets against fiat currency or exchange of crypto-assets against

other crypto-assets

Crypto-asset-serviee providers_that are authorised for the—provision—oftheservice-
oy . ieles 30 I 3(1)s)—shall | b ihe follow
P

2 The—erypto-asset—service—providersexchanging crypto-assets against fiat currency or other

[

[

b

crypto-assets shall establish a non-discriminatory commercial policy that indicates, in
particular, the type of clients they accept to transact with and the conditions that shall
be met by clients.

gwmm shall pubhsh a ﬁrrn prlce of the crypto-

assets or a method for determining the price of the crypto-assets they propose for
exchange against fiat currency or other crypto-assets.

gww shall execute the chents orders at the

prices displayed at the time of their receipt.

gggmgt fiat g;;rrgng or gthgr gg;ptg ggggtg shall pubhsh the detalls of the orders and
the transactions concluded en-their-exchangeplatformby them, including transaction
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volumes and prices.

Article 5970
Execution of orders for crypto-assets on behalf of third parties

1. Crypto-asset service providers that are authorised to execute orders for the-provision-
oY . carrad . icles—3(1)¢t)shal | b the followi

regrements:

2Crypto-asset—serviee—providerscrypto-assets on behalf of third parties shall take all
suffietentnecessary steps to obtain, when executing orders, the best possible result for
their clients taking into account the best execution factors of price, costs, speed,
likelihood of execution and settlement, size, nature or any other consideration
relevant to the execution of the order%

xecut rs for crypto-assets foll ific instr ns giv

its clients.

3To ensure compliance with paragraph 2, a crypto-asset service provider_that are

hori X rders for - n behalf of thir ies shall establish
and implement effective execution arrangements. In particular, #they shall establish
and implement an order execution policy to allow #them to obtain, for itstheir
clients’ orders, the best possible result. In particular, this order execution policy shall
provide for the prompt, fair and expeditious execution of clients’ orders and prevent
the misuse by the crypto-asset service providers’ employees of any information
relating to clients’ orders.

>

et

4Crypto-asset service providers that are authorised to execute orders for crypto-assets

on behalf of third parties shall provide appropriate and clear information to their
clients on their order execution policy and any significant change to it.

Article 60-Placement] ]
Placing of crypto-assets

1. Crypto- asset serv1ce pr0V1ders_m&La_e authorlsed for %h%pfe%eﬂ—ef—th%sel%e%

2Crypto-asset—service—providersplacing crypto-assets shall communicate the following
information to the issuer or any third party acting on #tstheir behalf, before

concluding a contract with them:

(a) the type of placement considered, including whether a minimum amount of
purchase is guaranteed or not;

(b) an indication of the amount of transaction fees associated with the service for
the proposed operation;

(c) the considered timing, process and price for the proposed operation;

(d) information about the targeted purchasers.

Crypto-asset service providers that are authorised for placing crypto-assets shall,
before placing the crypto-assets concerned shall obtain the agreement of the
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issuerissuers or any third party acting on #tstheir behalf as regards points (a);+b);+e)-
and_to (d)-betforecarrvingoutthe-placement-ofervpto-assets,

3The nternal-rules on conflicts of interest as-referred to in Article 5465 shall have
specific and adequate preecedureprocedures in place to prevent, monitor, manage and
potentially disclose any conflicts of interest arising from the following situations:

(a) the crypto-asset service providers place the crypto-assetassets with their own
clients;

(b) the proposed price for the—placement—efplacing crypto-assets has been
overestimated or underestimated.

Article 6172

Reception and transmission of orders relatedto-crypto-assetson behalf of third parties

Crypto- -asset serv1ce prov1ders_tha];_am authorlsed for the pr0v151on of the serviee-

>

[

shall establish and implement procedures and arrangements which provide for the
prompt and proper transmission of client’s orders for execution on a trading platform
for crypto-assets or to another crypto-asset service provider.

3Crypto-asset service providers_that are authorised for the provision of the reception.
and transmission of orders on behalf of third parties shall not receive any

remuneration, discount or non- monetary benefit for routing clients’ orders received
from clients to a particular trading platform for crypto-assets or to another crypto-
asset service provider.

4Crypto-asset service providers_th ised for th ision of the r

WM shall not misuse mformatlon

relating to pending clients’ orders, and shall take all reasonable steps to prevent the
misuse of such information by any of their employees.

Article 62-73
Advice on crypto-assets

Crypto- asset serv1ce pr0V1ders j;haj; are authorlsed fer—th%p*ewswa—ef—th%sew&e&

>

et

compatibility of such crypto-assets with the needs of the clients and recommend them
only when this is in the interest of the clients.

3-Crypto-asset service providers__that are authorised to provide advice on

crypto-assets shall ensure that natural persons giving advice or information about
crypto-assets or a crypto-asset service on their behalf possess the necessary
knowledge and experience to fulfilfulfil their obligations.

4.For the purposes of the assessment referred to in paragraph 21, crypto-asset service
providers_that are authorised to provide advice on crypto-assets shall request
information about the client or prospective client’s knowledge of, and experience in
crypto-assets, objectives, financial situation including the ability to bear losses and a_
basic understanding of risks involved in purchasing crypto-assets.

Crypto-asset service providers_that are authorised to provide advice on crypto-assets

shall warn clients that, due to their tradability, the value of crypto-assets may
fluctuate.

E
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Crypto-asset service providers that are authorised to provide advice on crypto-assets.

shall establish, maintain and implement policies and procedures to enable them to
collect and assess all information necessary to conduct this assessment for each
client. They shall take reasonable steps to ensure that the information collected about
their clients or prospective clients is reliable.

Where clients do not provide the information required pursuant to paragraph 4, or
where crypto-asset service providers that are authorised to provide advice on crypto-
assets consider, on the basis of the information received under paragraph 34, that the
prospective clients or clients have insufficient knowledge, crypto-asset service
providers that are authorised to provide advice on crypto-assets shall inform those
clients or prospective clients that the crypto-assets or crypto-asset services may be
inappropriate for them and issue them a warning on the risks associated with crypto-
assets. That risk warning shall clearly state the risk of losing the entirety of the
money invested or converted into crypto-assets. The—ehentClients shall expressly
acknowledge that they have received and understood the warning issued by the
crypto-asset service provider_concerned.

Crypto-asset service providers that are authorised to provide advice on crypto-assets.

shall for each client review the assessment referred to in paragraph 21 every two
years after the initial assessment made in accordance with that paragraph.

Once the assessment referred to in paragraph 21 has been deneperformed,

crypto-asset service providers that are authorised to provide advice on crypto-assets
shall provide the—elientclients with a report summarising the advice given to the-

ehientthose clients. FhisThat report shall be made and communicated to the clients in
a durable medium. FhisThat report shall, as a minimum:

(a) specify the ekentclients’s demands and needs;

(b) {e)provide an outline of the advice given.

Article 6474
WWMW[ crypto-asset service
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third subparagraph. That notification shall;—at—at—times;—meet_provide the
conditiensreasons for #ts-autherisatieon-that decision.
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TITLE VI: Prevention of Market Abuse involving crypto-
assets

Article 69-76
Scope of the rules on market abuse

The prohibitions and requirements laid down in this Title shall apply to acts carried out by any
person and that eeneernsconcern crypto-assets that are admitted to trading on a trading
platform for crypto-assets operated by an authorised crypto-asset service provider, or for
which a request for admission to trading on such a trading platform has been made.

Article 70-77
Disclosure of inside information
dein& .

issuerlssuers of crypto-assets

shall inform the public as soon

as  possible of  inside

information which concerns

that—issuerthem, in a manner

that  enables  easy—and-

widespreadthe public to access

to-that information_in an easy

manner and #sto assess that

information in a complete,

correct and timely assessment

by-the-publiemanner.

1.  3Alssuers of crypto-asset—issuerassets may, on #stheir own responsibility, delay

disclosure to the public of inside information provided that all of the following
conditions are met:

(a) immediate disclosure is likely to prejudice the legitimate interests of the
1SSHerissuers;

(b) delay of disclosure is not likely to mislead the public;

(c) the issuerisissuers are able to ensure the confidentiality of that information.

Article 2-78
Prohibition of insider dealing
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pessessesshall use inside information aﬂd—&ses—tha{—mfefmaﬂeﬂ—by—&eqt&fmg—er—
dispesing-ef;about crypto-assets to acquire those crypto- assets, or to dispose of those
crypto-assets, either directly or indirectly and either for #tshis or her own account or
for the account of a third party.—directh—or—indirectha—crvpro-assets—towhich-—that

2. he—puEpe hisRegulation—recommend ingthat-ane

%h%pefseﬂgg Qgrsgn th; possesses 1ns1de 1nf0rmat10n aﬁdw

(a) recommendsrecommend, on the basis of that inside information, that another

person aequireacquires those crypto-assets or dispesedisposes of those
crypto-assets to which that information relates, or indueesinduce that person to
make such an acquisition or disposal;-er

(b) recommendsrecommend, on the basis of that_inside information, that another
person cancels or amends an order concerning athose crypto-assetto-which-that
information—relatesassets, or indueesinduce that person to make such a
cancellation or amendment.

Article 72-79
Prohibition of unlawful disclosure of inside information

aM person_that possesses 1ns1de 1nf0rmat10n as—dese&bed—m%%&el%@él&—md—étseleses—
thatshall disclose such information to any other person, except where thesuch disclosure is

made in the normal exercise of an employment, a profession or duties.

: hall Lwbilly disclose inside in o
Article 73-80
Prohibition of market manipulation

1. For-thepurpeses-of-this Regulatien;No person shall engage into market manipulation
which shall eempriseinclude any of the following activities:

(@) wunless the person entering into a transaction, placing an order to trade or
ngaging in any other behaviour establishes that transaction, order or

behaviour has been carried out for legitimate reasons, entering into a
transaction, placing an order to trade or any other behaviour which:

1) gives, or is likely to give, false or misleading signals as to the supply of,
demand for, or price of, a crypto-asset;

11)  sets, or is likely to set, the price of one or several crypto-assets at an
abnormal or artificial level.

(b) entering into a transaction, placing an order to trade or any other activity or
behaviour which affects or is likely to affect the price of one or several crypto-

assets, which-empleyswhile employing a fictitious device or any other form of
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(©)

deception or contrivance;

disseminating information through the media, including the internet, or by any
other means, which gives, or is likely to give, false or misleading signals as to
the supply of, demand for, or price of a crypto-asset, or is likely to secure, the
price of one or several crypto-assets, at an abnormal or artificial level, including
the dissemination of rumours, where the person who made the dissemination
knew, or ought to have known, that the information was false or misleading.

The following behaviour shall, inter alia, be considered as market manipulation:

(@)

(b)

(©)

: a aresecuring a
dominant posmon over the supply of or demand for a crypto -asset, which has,
or is likely to have, the effect of fixing, directly or indirectly, purchase or sale

prices or creates, or is likely to create, other unfair trading conditions;

the placing of orders to a trading platform_for crypto-assets, including any
cancellation or modification thereof, by any available means of trading, and

which has one of the effects referred to in paragraph 1(a), by:

1) @)dlsruptlng or delaylng the functlonlng of the trading platform e+
likely to de-

sohave that effect:

i1)  fymaking it more difficult for other persons to identify genuine orders on

the trading platform for crypto-assets or beingengaging into any activities
that are likely to de-sehave that effect, including by entering orders which
result in the destabilisation of the normal functioning of the trading

platform_for crypto-assets;
1) {icreating-er-being-likely-to-ereate a false or misleading signal about the

supply of, or demand for, or price of, a crypto-asset, in particular by
entering orders to initiate or exacerbate a trend, or engaging into any

itics likely to have that effect:

the—taking advantage of occasional or regular access to the traditional or
electronic media by voicing an opinion about a crypto-asset, while having
previously taken positions on that crypto-asset, and profiting subsequently from
the impact of the opinions voiced on the price of that crypto-asset, without
having simultaneously disclosed that conflict of interest to the public in a
proper and effective way.
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Title VII: competent Authorities, ESMAthe EBA and
EBAESMA

Chapter 1: Powers of competent authorities and cooperation
between competent authorities, ESMAthe EBA and EBAESMA

Article 74-81
Competent authorities

Member States shall designate the competent authorities responsible for carrying out
the functions and duties provided for in this Regulation and shall inform ESMAthe
EBA and EBAESMA thereof.

Where Member States designate more than one competent authority pursuant to
paragraph 1, they shall determine their respective tasks and designate one of them as
a single point of contact for cross-border administrative cooperation between
competent authorities as well as with ESMAthe EBA and EBAESMA.

ESMA shall publish on its website a list of the competent authorities designated in
accordance with paragraph 1.

Article 7582
Powers of competent authorities

In order to fulfil their duties under Titles II, III, IV and V of this Regulation,
competent authorities shall have, in accordance with national law, at least the
following supervisory and investigative powers:

(a) to require crypto-asset service providers and the natural or legal persons that
control them or are controlled by them, to provide information and documents;

(b) to require members of the management body of the crypto-asset service
providers to provide information;

(c) to suspend, or to require a crypto-asset service provider to suspend, the
provision of crypto-asset service for a maximum of 10 consecutive working
days on any single occasion where there are reasonable grounds for believing
that this Regulation has been infringed;

(d) to prohibit the provision of crypto-asset services where they find that this
Regulation has been infringed;

(e) to disclose, or to require a crypto-asset servicer provider to disclose, all
material information which may have an effect on the provision of the crypto-
asset services in order to ensure consumer protection or the smooth operation
of the market;

(f) to make public the fact that a crypto-asset service provider is failing to comply
with its obligations;

(g) to suspend, or to require a crypto-asset service provider to suspend the
provision of crypto-asset services where the competent authorities consider that
the crypto- asset service provider’s situation is such that the provision of the
crypto-asset service would be detrimental to consumers’ interests;

(h) to transfer existing contracts to another crypto-asset service provider in cases
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W)

(k)

)

(m)

(n)

(o)

(p)

(@

(r)

(s)

where a crypto-asset service provider’s authorisation is withdrawn in
accordance with Article 6756, subject to the agreement of the clients and the
receiving crypto- asset service provider;

where there is a reason to assume that a person is providing a crypto-asset
service without authorisation, to require information and documents from that
person;

where there is a reason to assume that a person is issuing asset-referenced
tokens or e-money tokens without authorisation, to require information and
documents from that person;

in urgent cases, where there is a reason to assume that a person is providing
crypto-asset services without authorisation, to order the immediate cessation of
the activity without prior warning or imposition of a deadline;

to require issuers of crypto-assets, including asset-referenced tokens and e-
money tokens, or persons asking for admission to trading on a trading platform
for crypto-assets, and the persons that control them or are controlled by them,
to provide information and documents;

to require members of the management body of the issuer of crypto-assets,
including asset-referenced tokens and e-money tokens, or person asking for

admission of such crypto-assets to trading on a trading platform for crypto-
assets to provide information;

to require issuers of crypto-assets, including asset-referenced tokens and e-
money  tokens, to include additional information in their

whitepaperscrypto-asset white papers, where necessary for consumer protection

or financial stability;

to suspend an ngoffer to th lic of crypto-assets, including an-effering-

of-asset-referenced tokens or e-money tokens, or_an admission to trading on a
trading platform for crypto-assets for a maximum of 10 consecutive working
days on any single occasion where there are reasonable grounds for suspecting
that this Regulation has been infringed,

to prohibit an efferingoffer to the public of crypto-assets, including an-effering-
of-asset-referenced tokens or e-money tokens, te-thepublie-or_an admission to

trading on a trading platform for crypto-assets where they find that this
Regulation has been infringed or where there are reasonable grounds for
suspecting that it would be infringed;

to suspend or require therelevanta trading platform for crypto-assets to suspend
trading of the crypto-assets, including-ef asset-referenced tokens or e-money
tokens, for a maximum of 10 consecutive working days on any single occasion
where there are reasonable grounds for believing that this Regulation has been
infringed;

to prohibit trading of crypto-assets, including asset-referenced tokens or e-
money tokens, on a trading platform for crypto-assets where they find that this
Regulation has been infringed;

to make public the fact that an issuer of crypto-assets, including an issuer of
asset-referenced tokens or e-money tokens, or a person asking for admission to
trading on a trading platform for crypto-assets is failing to comply with its
obligations;

to disclose, or to require the issuer of crypto-assets, including an issuer of asset-
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(w)

)

(W)

referenced tokens or e-money tokens, to disclose, all material information
which may have an effect on the assessment of the crypto-assets offered to the
public or admitted to trading on a trading platform for crypto-assets in order to
ensure consumer protection or the smooth operation of the market;

to suspend or require the relevant trading platform for crypto-assets to suspend
the crypto-assets, including asset-referenced tokens or e-money tokens, from
trading where it considers that the issuer’s situation is such that trading would
be detrimental to consumers’ interests;

in urgent cases, where there is a reason to assume that a person is issuing asset-
referenced tokens or e-money tokens without authorisation or a person is
issuing crypto-assets without a whitepapercrypto-asset white paper notified in
accordance with Article €7, to order the immediate cessation of the activity
without prior warning or imposition of a deadline;

to require the temporary cessation of any practice that the competent authority
considers contrary to this Regulation;

to carry out on-site inspections or investigations at sites other than the private
residences of natural persons, and for that purpose to enter premises in order to
access documents and other data in any form, where a reasonable suspicion
exists that documents and other data related to the subject-matter of the
inspection or investigation may be relevant to prove an infringement of this
Regulation.

Supervisory and investigative powers exercised in relation to e-money token issuers
are without prejudice to powers granted to relevant competent authorities under

national laws #mplementingtransposing Directive 2009/110/EC.

In order to fulfil their duties under Title VI of this Regulation, competent authorities
shall have, in accordance with national law, at least the following supervisory and
investigatory powers in addition to powers referred to in paragraph 1:

(a)

(b)

(©)

(d)
(e)

(H
(g

(h)

to access any document and data in any form, and to receive or take a copy
thereof;

to require or demand information from any person, including those who are
successively involved in the transmission of orders or conduct of the operations
concerned, as well as their principals, and if necessary, to summon and
question any such person with a view to obtain information;

to enter the premises of natural and legal persons in order to seize documents
and data in any form where a reasonable suspicion exists that documents or
data relating to the subject matter of the inspection or investigation may be
relevant to prove a case of insider dealing or market manipulation infringing
this Regulation;

to refer matters for criminal investigation;

to require, insofar as permitted by national law, existing data traffic records
held by a telecommunications operator, where there is a reasonable suspicion of
an infringement and where such records may be relevant to the investigation of
an infringement of Articles 7077, 7478, 7279 and 7380;

to request the freezing or sequestration of assets, or both;
to impose a temporary prohibition on the exercise of professional activity;

to take all necessary measures to ensure that the public is correctly informed,

153

EN



EN

inter alia, by correcting false or misleading disclosed information, including by
requiring an issuer_of crypto-assets or other person who has published or
disseminated false or misleading information to publish a corrective statement.

Where necessary under national law, the competent authority may ask the relevant
judicial authority to decide on the use of the powers referred to in paragraphs 1 and 2.

Competent authorities shall exercise their functions and powers referred to in
paragraphs 1 and 2 in any of the following ways:

(a) directly;

(b) in collaboration with other authorities;

(¢) under their responsibility by delegation to such authorities;
(d) by application to the competent judicial authorities.

Member States shall ensure that appropriate measures are in place so that competent
authorities have all the supervisory and investigatory powers that are necessary to
fulfil their duties.

A person making information available to the competent authority in accordance with
this Regulation shall not be considered to be infringing any restriction on disclosure
of information imposed by contract or by any legislative, regulatory or administrative
provision, and shall not be subject to liability of any kind related to such notification.

Article 76-83
Cooperation between competent authorities

Competent authorities shall cooperate with each other for the purposes of this
Regulation. They shall exchange information without undue delay and cooperate in
investigation, supervision and enforcement activities.

Where Member States have chosen, in accordance with Article 85(192(1), to lay
down criminal penalties for an infringement of this Regulation, they shall ensure that
appropriate measures are in place so that competent authorities have all the necessary
powers to liaise with judicial, prosecuting, or criminal justice authorities within their
jurisdiction to receive specific information related to criminal investigations or
proceedings commenced for infringements of this Regulation and to provide the
same information to other competent authorities as well as to ESMAthe EBA and
EBAESMA, in order to fulfil their obligation to cooperate for the purposes of this
Regulation.

A competent authority may refuse to act on a request for information or a request to
cooperate with an investigation only in any of the following exceptional
circumstances:

(a) where complying with the request is likely to adversely affect its own
investigation, enforcement activities or a criminal investigation;

(b) where judicial proceedings have already been initiated in respect of the same
actions and against the same natural or legal persons before the authorities of
the Member State addressed;

(c) where a final judgment has already been delivered in relation to such natural or
legal persons for the same actions in the Member State addressed.

Competent authorities shall, on request, without undue delay supply any information
required for the purposes of this Regulation.
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A competent authority may request assistance from the competent authority of
another Member State with regard to on-site inspections or investigations.

Where a competent authority receives a request from a competent authority of
another Member State to carry out an on-site inspection or an investigation, it may
take any of the following actions:

(a) carry out the on-site inspection or investigation itself;

(b) allow the competent authority which submitted the request to participate in an
on-site inspection or investigation;

(c) allow the competent authority which submitted the request to carry out the on-
site inspection or investigation itself;

(d) share specific tasks related to supervisory activities with the other competent
authorities.

The competent authorities may refer to ESMA in situations where a request for
cooperation, in particular to exchange information, has been rejected or has not been
acted upon within a reasonable time.

Without prejudice to Article 258 TFEU, ESMA may, in such situations, act in
accordance with the power conferred on it under Article 19 of Regulation (EU) No
1095/2010.

By derogation to paragraph 5, the competent authorities may refer to_the EBA in
situations where a request for cooperation, in particular to exchange information,
concerning an issuer of asset-referenced tokens or e-money tokens, or crypto-asset
services related to asset-referenced tokens or e-money tokens, has been rejected or
has not been acted upon within a reasonable time.

Without prejudice to Article 258 TFEU, the EBA may, in such situations, act in
accordance with the power conferred on it under Article 19 of Regulation (EU) No
1093/2010.

Competent authorities shall closely coordinate their supervision in order to identify
and remedy infringements of this Regulation, develop and promote best practices,
facilitate collaboration, foster consistency of interpretation, and provide cross-
jurisdictional assessments in the event of any disagreements.

For the purpose of the first sub-paragraph, the EBA and ESMA and-EBA-shall fulfil
a coordination role between competent authorities and across colleges as referred to
in Articles 3599 and 44101 with a view of building a common supervisory culture
and consistent supervisory practices, ensuring uniform procedures and consistent
approaches, and strengthening consistency in supervisory outcomes, especially with
regard to supervisory areas which have a cross-border dimension or a possible cross-
border impact.

Where a competent authority finds that any of the requirements under this Regulation
has not been met or has reason to believe that to be the case, it shall inform the
competent authority of the entity or entities suspected of such infringement of its
findings in a sufficiently detailed manner.

ESMA, after consultation of_the EBA, shall develop draft regulatory technical
standards to specify the information to be exchanged between competent authorities
in accordance with paragraph 1.

Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the first subparagraph of this paragraph in accordance with Articles 10
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to 14 of Regulation (EU) No 1095/2010.

ESMA shall submit those draft regulatory technical standards to the Commission by
... [please insert date 12 months after the-date-of-entry into force-ofthisRegulation/.

10. ESMA, after consultation of_the EBA, shall develop draft implementing technical
standards to establish standard forms, templates and procedures for the cooperation
and exchange of information between competent authorities.

Power is conferred on the Commission to adopt the implementing technical standards
referred to in the first subparagraph of this paragraph in accordance with Article 15
of Regulation (EU) No 1095/2010.

ESMA shall submit those draft implementing technical standards to the Commission

by ... [please insert date 12 months after the date of entry into force—ef—this-
Regulation).

Article 7784
Cooperation with £SA44the EBA and £54ESMA

1. For the purpose of this Regulation, the competent authorities shall cooperate closely
with ESMA in accordance with Regulation (EU) No 1095/2010 and with the EBA in
accordance with Regulation (EU) No 1093/2010. They shall exchange information in
order to carry out their duties under this Chapter and Chapter 2 of this Title-VH.

2. A requesting competent authority shall inform the EBA and ESMA and-EBA-of any
request referred to in the Article 75(483(4).

In the case of an on-site inspection or investigation with cross-border effect, ESMA
shall, where requested to do so by one of the competent authorities, coordinate the
inspection or investigation. Where the on-site inspection or investigation with cross-
border effects concerns an issuer of asset-referenced tokens or e-money tokens, or
crypto-asset services related to asset-referenced tokens or e-money tokens, the EBA
where requested to do so by one of the competent authorities, coordinate the
inspection or investigation.

3. The competent authorities shall without delay provide the EBA and ESMA and EBA-
with all information necessary to carry out their duties, in accordance with Article 35
of Regulation (EU) No +0895/20401093/2010 and Article 35 of Regulation (EU)
No1093/261+0_1095/2010 respectively.

4. In order to ensure uniform conditions of application of this Article, ESMA, in close
cooperation with_the EBA, shall develop draft implementing technical standards to
establish standard forms, templates and procedures for the cooperation and exchange
of information between competent authorities and with the EBA and ESMA.

ESMA shall submit those draft implementing technical standards to the Commission
by ... [please insert date 12 months after the date of entry into force—ef—this-
Regulation/.

Power is conferred on the Commission to adopt the implementing technical standards
referred to in the first subparagraph of this paragraph in accordance with Article 15
of Regulation (EU) No 1095/2010.

Article 78-85
Cooperation with other authorities

Where an issuer of crypto-assets, including-ef asset-referenced tokens or e-money tokens, or a
crypto-asset service provider engages in activities other than those covered by this Regulation,
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the competent authorities shall cooperate with the authorities responsible for the supervision
or oversight of such other activities as provided for in the relevant Union or national law,
including tax authorities.

Article 79-86
Notification duties

Member States shall notify the laws, regulations and administrative provisions implementing
this Title, including any relevant criminal law provisions, to the Commission, the EBA and
ESMA and-te-EBA-by... [please insert date 12 months after the date of entry into force-ofthis-
Regulation/. Member States shall notify the Commission and ESMA without undue delay of
any subsequent amendments thereto.

Article 86-87
Professional secrecy

1. All information exchanged between the competent authorities under this Regulation
that concerns business or operational conditions and other economic or personal
affairs shall be considered to be confidential and shall be subject to the requirements
of professional secrecy, except where the competent authority states at the time of
communication that such information is permitted to be disclosed or such disclosure
is necessary for legal proceedings.

2. The obligation of professional secrecy shall apply to all natural or legal persons who
work or who have worked for the competent autherityauthorities. Information
covered by professional secrecy may not be disclosed to any other natural or legal
person or authority except by virtue of provisions laid down by Union or national
law.

Article 84-88
Data protection

With regard to the processing of personal data within the scope of this Regulation, competent
authorities shall carry out their tasks for the purposes of this Regulation in accordance with
Regulation (EU) 2016/679,

With regard to the processing of personal data by ESMAthe EBA and EBAESMA within the
scope of this Regulation, it shall comply with Regulation (EU) 2018/1725%¢.

Article 82-89
Precautionary measures

1. Where the competent authority of a host Member StatesState has clear and
demonstrable grounds for believing that irregularities have been committed by a
crypto-asset service provider or by an issuer of crypto-assets, including
asset-referenced tokens or e-money tokens, it shall notify the competent authority of

3368 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection
of natural persons with regard to the processing of personal data and on the free movement of such data, and
repealing Directive 95/46/EC (General Data Protection Regulation) (Fext-with-EEA-relevanee)(OJ L 119,
4.5.2016,-p1
1-88))

3499 Regulation (EU) 2018/1725 of the European Parliament and of the Council of 23 October 2018 on the

protection of natural persons with regard to the processing of personal data by the Union institutions,-bedies;-
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the home Member StatesState and ESMA thereof.

Where the irregularities concerns an issuer of asset-referenced tokens or e-money
tokens, or a crypto-asset service related to asset-referenced tokens or e-money tokens,
the competent authorities of the host Member States shall also notify_the EBA.

Where, despite the measures taken by the competent authority of the home Member
State, the crypto-asset service provider or the issuer of crypto-assets persists in
infringing this Regulation, the competent authority of the host Member State, after
informing the competent authority of the home Member State, ESMA and where
appropriate_the EBA, shall take all appropriate measures in order to protect
consumers and shall inform the Commission, ESMA and where appropriate_the EBA,
thereof without undue delay.

Where a competent authority disagrees with any of the measures taken by another
competent authority pursuant to paragraph 2 of this Article, it may bring the matter to
the attention of ESMA. ESMA may act in accordance with the powers conferred on it
under Article 19 of Regulation (EU) No 1095/2010.

By derogation to the first subparagraph, where the measures concerns an issuer of
asset-referenced tokens or e-money tokens, or a crypto-asset service related to asset-
referenced tokens or e-money tokens, the competent authority may bring the matter to
the attention of the EBA._The EBA may act in accordance with the powers conferred
on it under Article 19 of Regulation (EU) No 1093/2010.

Article 83-90
Cooperation with third countries

The competent authorities of Member States shall, where necessary, conclude
cooperation arrangements with supervisory authorities of third countries concerning
the exchange of information with supervisory authorities in third countries and the
enforcement of obligations arising under this Regulation in third countries. Those
cooperation arrangements shall ensure at least an efficient exchange of information
that allows the competent authorities to carry out their duties under this Regulation.

A competent authority shall inform the EBA, ESMA-EBA and the other competent
authorities where it proposes to enter into such an arrangement.

ESMA, in close cooperation with_the EBA, shall, where possible, facilitate and
coordinate the development of cooperation arrangements between the competent
authorities and the relevant supervisory authorities of third countries.

Ih—order—to—cnsure—consistent—harmonisation—ed—this—Asrtele—ESMA, in close
cooperation with_the EBA, shall develop draft regulatory technical standards
containing a template document for cooperation arrangements that are to be used by
competent authorities of Member States where possible.

bodies, offices and agencies and on the free movement of such data, and repealing Regulation (EC) No
45/2001 and Decision No 1247/2002/EC (Text with EEA relevance) OJ 1. 295, 21.11.2018, p. 39-98

ESMA shall submit those draft regulatory technical standards to the Commission by

[please insert date 12 months after entry into force].

Power is delegated to the Commission to adopt the regulatory technical standards
referred to in the second subparagraph in accordance with Articles 10 to 14 of
Regulation (EU) No 1095/2010.

ESMA, in close cooperation with EBA, shall also, where possible, facilitate and
coordinate the exchange between competent authorities of information obtained from
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supervisory authorities of third countries that may be relevant to the taking of
measures under Chapter 2.

The competent authorities shall conclude cooperation arrangements on exchange of
information with the supervisory authorities of third countries only where the
information disclosed is subject to guarantees of professional secrecy which are at
least equivalent to those set out in Article 8987. Such exchange of information shall
be intended for the performance of the tasks of those competent authorities.

Article 8491
Complaint handling by competent authorities

Competent authorities shall set up procedures which allow clients and other
interested parties, including consumer associations, to submit complaints to the
competent authorities with regard to issuer of crypto-assets, including—issuers—ef
asset- referenced tokens or e-money tokens, and crypto-asset service providers’
alleged infringements of this Regulation. In all cases, complaints should be accepted
in written or electronic form and in an official language of the Member State in
which the complaint is submitted or in a language accepted by the competent
authorities of that Member State.

Information on the complaints procedures referred to in paragraph 1 shall be made
available on the website of each competent authority and communicated to ESMAthe
EBA and EBAESMA. ESMA shall publish the references to the complaints
procedures related sections of the websites of the competent authorities enin its
crypto-asset register referred to in Article 6657.

Chapter 2: administrative measures and sanctions by competent

authorities

Article 8592
Administrative sanctions and other administrative measures

Without prejudice to any criminal sanctions and without prejudice to the supervisory
powers of competent authorities under Article 7582, Member States shall, in
accordance with national law, provide for competent authorities to have the power to
take appropriate administrative sanctions and other administrative measures in
relation to at least the following infringements:

(a) infringements of Articles 4 to +014;

(b) infringements of Articles +2-te-29;

(onfringements-efl7 and 21, Articles 3723 to_36 and Article 42;
dinfringements of Articles 4643 to 6349, except Article 47;
einfringements of Article 56 and Articles 7058 to 73;
infringements of Articles 76 to 80;

failure to cooperate or to comply with an investigation, with an inspection or
with a request as referred to in Article 75(282(2).

Member States may decide not to lay down rules for administrative sanctions as
referred to in the first subparagraph where the infringements referred to in points (a),
(b), (c), (d) or (e) of that subparagraph are already subject to criminal sanctions in

their national law by /please insert date_I2 months afier entry into force]. Where

SEEE
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they so decide, Member States shall notify, in detail, to the Commission, ESMA and
to EBA, the relevant parts of their criminal law.

By [please insert date 20X2X12 months after entry into force], Member States shall

notify, in detail, the rules referred to in the first and second subparagraph to the
Commission, ESMAthe EBA and te-EBAESMA. They shall notify the Commission,
ESMA and EBA without delay of any subsequent amendment thereto.

Member States shall, in accordance with national law, ensure that competent
authorities have the power to impose at least the following administrative sanctions
and other administrative measures in relation to the infringements listed in point (a)
of paragraph 1:

(a) a public statement indicating the natural person or the legal entity responsible
and the nature of the infringement in accordance with Article 7582;

(b) an order requiring the natural person or legal entity responsible to cease the
conduct constituting the infringement;

(¢) maximum administrative pecuniary sanctions of at least twice the amount of
the profits gained or losses avoided because of the infringement where those
can be determined;

(d) in the case of a legal person, maximum administrative pecuniary sanctions of at
least EUR 5 000 000, or, in the Member States whose currency is not the euro,
the corresponding value in the national currency on /please insert date of entry
into force of this Regulation], or 3 % of the total annual turnover of that legal
person according to the last available financial statements approved by the
management body. Where the legal person is a parent undertaking or a
subsidiary of a parent undertaking which is required to prepare consolidated
financial accounts in accordance with Directive 2013/34/EU*7, the relevant
total annual turnover shall be the total annual turnover or the corresponding
type of income in accordance with the relevant Union law in the area of
accounting according to the last available consolidated accounts approved by
the management body of the ultimate parent undertaking.

(e) in the case of a natural person, maximum administrative pecuniary sanctions of
at least EUR 700 000, or, in the Member States whose currency is not the euro,
the corresponding value in the national currency on /please insert date of entry
into force of this Regulation].

Member States shall, in accordance with national law, ensure that competent
authorities have the power to impose at least the following administrative sanctions

and other administrative measures in relation to the infringements listed in point (b)
of paragraph 1:

(a) a public statement indicating the natural person or the legal entity responsible
and the nature of the infringement-in-acecordance-with-Artiele 75;

(b) an order requiring the natural person or legal entity responsible to cease the
conduct constituting the infringement;

(c) maximum administrative pecuniary sanctions of at least twice the amount of
the profits gained or losses avoided because of the infringement where those

3370 Directive 2013/34/EU of the European Parliament and of the Council of 26 June 2013 on the annual financial

statements, consolidated financial statements and related reports of certain types of undertakings,
amending Directive 2006/43/EC of the European Parliament and of the Council and repealing
Council Directives 78/660/EEC and 83/349/EEC (OJ L 182, 29.6.2013, p. 19).
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(d)

can be determined;

in the case of a legal person, maximum administrative pecuniary sanctions of at
least 15% of the total annual turnover of that legal person according to the last
available financial statements approved by the management body.

Member States shall, in accordance with national law, ensure that competent
authorities have the power to impose at least the following administrative sanctions
and other administrative measures in relation to the infringements listed in point (c)
of paragraph 1:

(a)

(b)

(©)

(d)

a public statement indicating the natural person or the legal entity responsible
and the nature of the infringement-in-aceordance-with-Article 75;

an order requiring the natural person or legal entity responsible to cease the
conduct constituting the infringement;

maximum administrative pecuniary sanctions of at least twice the amount of
the profits gained or losses avoided because of the infringement where those
can be determined;

in the case of a legal person, maximum administrative pecuniary sanctions of at
least 15% of the total annual turnover of that legal person according to the last
available financial statements approved by the management body.

Member States shall, in accordance with their national law, ensure that competent
authorities have the power to impose at least the following administrative penalties
and other administrative measures in relation to the infringements listed in point (d)
of the first subparagraph of paragraph 1:

(a)

(b)

(©)

(d)

(e)

()

a public statement indicating the natural or legal person responsible for, and the
nature of, the infringement-in-acecordance-with-Article-75;

an order requiring the natural or legal person to cease the infringing conduct
and to desist from a repetition of that conduct;

a ban preventing any member of the management body of the legal person
responsible for the infringement, or any other natural person held responsible
for the infringement, from exercising management functions in such
undertakings;

maximum administrative fines of at least twice the amount of the benefit
derived from the infringement where that benefit can be determined, even if it
exceeds the maximum amounts set out in point (e);

in the case of a legal person, maximum administrative fines of at least EUR 500
000, or, in the Member States whose currency is not the euro, the corresponding
value in the national currency on ... [please insert date of entry into force of this
Regulation] or of up to 5% of the total annual turnover of that legal person
according to the last available financial statements approved by the management
body. Where the legal person is a parent undertaking or a subsidiary of a parent
undertaking which is required to prepare consolidated financial statements in
accordance with Directive 2013/34/EU of the European Parliament and of the
Council, the relevant total annual turnover shall be the total annual turnover or
the corresponding type of income in accordance with the relevant Union law in
the area of accounting according to the last available consolidated accounts
approved by the management body of the ultimate parent undertaking;

in the case of a natural person, maximum administrative fines of at least EUR
500 000, or, in the Member States whose currency is not the euro, the
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corresponding value in the national currency on ... /please insert date of entry

into force of this Regulation].

6. Member States shall, in accordance with national law, ensure that competent
authorities have the power to impose at least the following administrative sanctions
and to take at least the following administrative measures in the event of the
infringements referred to in point (e) of the first subparagraph of paragraph 1:

(a)

(b)

(©)

(d)

(e)

0]

(g

(h)

(1)

@)

an order requiring the person responsible for the infringement to cease the
conduct and to desist from a repetition of that conduct;

the disgorgement of the profits gained or losses avoided due to the
infringement insofar as they can be determined;

a public warning which indicates the person responsible for the infringement
and the nature of the infringement;

withdrawal or suspension of the authorisation of a crypto-asset service
provider;

a temporary ban of any member of the management body of the crypto-asset
service provider or any other natural person, who is held responsible for the
infringement, from exercising management functions in the crypto-asset service
provider;

in the event of repeated infringements of Articles 778, 7279 or 7380, a
permanent ban of any member of the management body of a crypto-asset
service provider or any other natural person who is held responsible for the
infringement, from exercising management functions in the crypto-asset service
provider;

a temporary ban of any member of the management body of a crypto-asset
service provider or any other natural person who is held responsible for the
infringement, from dealing on own account;

maximum administrative pecuniary sanctions of at least three3 times the
amount of the profits gained or losses avoided because of the infringement,
where those can be determined;

in respect of a natural person, maximum administrative pecuniary sanctions of
at least EUR 5 000 000 or in the Member States whose currency is not the euro,
the corresponding value in the national currency on /please insert date of entry
into force of this Regulation];

in respect of legal persons, maximum administrative pecuniary sanctions of at
least EUR 15 000 000 or 15 % of the total annual turnover of the legal person
according to the last available accounts approved by the management body, or
in the Member States whose currency is not the euro, the corresponding value
in the national currency on /please insert date of entry into force of this
Regulation]. Where the legal person is a parent undertaking or a subsidiary of a
parent undertaking which is required to prepare consolidated financial
statements in accordance with Directive 2013/34/EU of the FEuropean
Parliament and of the Council, the relevant total annual turnover shall be the
total annual turnover or the corresponding type of income in accordance with
the relevant Union law in the area of accounting according to the last available
consolidated accounts approved by the management body of the ultimate parent
undertaking.

7. Member States may provide that competent authorities have powers in addition to
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those referred to in paragraphs 2 to 6 and may provide for higher levels of sanctions
than those established in those paragraphs, in respect of both natural and legal
persons responsible for the infringement.

Article $6-93
Exercise of supervisory powers and powers to impose penalties

Competent authorities, when determining the type and level of an administrative
penalty or other administrative measures to be imposed in accordance with Article
8592, shall take into account the extent to which the infringement is intentional or
results from negligence and all other relevant circumstances, including, where
appropriate:

(a) the gravity and the duration of the infringement;

(b) the degree of responsibility of the natural or legal person responsible for the
infringement;

(c¢) the financial strength of the natural or legal person responsible for the
infringement, as indicated by the total turnover of the responsible legal person
or the annual income and net assets of the responsible natural person;

(d) the importance of profits gained or losses avoided by the natural or legal person
responsible for the infringement, insofar as those can be determined;

(e) the losses for third parties caused by the infringement, insofar as those can be
determined;

(f) the level of cooperation of the natural or legal person responsible for the
infringement with the competent authority, without prejudice to the need to
ensure disgorgement of profits gained or losses avoided by that person;

(g) previous infringements by the natural or legal person responsible for the
infringement;

(h) measures taken by the person responsible for the infringement to prevent its
repetition;

(1)  the impact of the infringement on consumers or investors’ interests.

In the exercise of their powers to impose administrative penalties and other
administrative measures under Article 8592, competent authorities shall cooperate
closely to ensure that the exercise of their supervisory and investigative powers, and
the administrative penalties and other administrative measures that they impose, are
effective and appropriate under this Regulation. They shall coordinate their action in
order to avoid duplication and overlaps when exercising their supervisory and
investigative powers and when imposing administrative penalties and other
administrative measures in cross-border cases.

Article 87-94
Right of appeal

Member States shall ensure that any decision taken under this Regulation is properly reasoned
and is subject to the right of appeal before a tribunal. The right of appeal before a tribunal
shall also apply where, in respect of an application for authorisation as a crypto-asset service
provider which provides all the information required, no decision is taken within six months
of its submission.

163

EN



Article 88-95
Publication of decisions

A decision imposing administrative penalties and other administrative measures for
infringement of this Regulation shall be published by competent authorities on their
official websites immediately after the natural or legal person subject to that decision
has been informed of that decision. The publication shall include at least information
on the type and nature of the infringement and the identity of the natural or legal
persons responsible. That obligation does not apply to decisions imposing measures
that are of an investigatory nature.

Where the publication of the identity of the legal entities, or identity or personal data
of natural persons, is considered by the competent authority to be disproportionate
following a case-by-case assessment conducted on the proportionality of the
publication of such data, or where such publication would jeopardise an ongoing
investigation, competent authorities shall take one of the following actions:

(a) defer the publication of the decision to impose a penalty or a measure until the
moment where the reasons for non-publication cease to exist;

(b) publish the decision to impose a penalty or a measure on an anonymous basis in
a manner which is in conformity with national law, where such anonymous
publication ensures an effective protection of the personal data concerned;

(c) not publish the decision to impose a penalty or measure in the event that the
options laid down in points (a) and (b) are considered to be insufficient to
ensure:

1)  that the stability of financial markets is not jeopardised;

i1)  the proportionality of the publication of such a decision with regard to
measures which are deemed to be of a minor nature.

In the case of a decision to publish a penalty or measure on an anonymous basis, as
referred to in point (b) of the first subparagraph, the publication of the relevant data
may be deferred for a reasonable period where it is foreseen that within that period
the reasons for anonymous publication shall cease to exist.

Where the decision to impose a penalty or measure is subject to appeal before the
relevant judicial or other authorities, competent authorities shall publish,
immediately, on their official website such information and any subsequent
information on the outcome of such appeal. Moreover, any decision annulling a
previous decision to impose a penalty or a measure shall also be published.

Competent authorities shall ensure that any publication in accordance with this
Article remains on their official website for a period of at least five years after its
publication. Personal data contained in the publication shall be kept on the official
website of the competent authority only for the period which is necessary in
accordance with the applicable data protection rules.

Article $9-96
Reporting of penalties and administrative measures to ESMA and EBA

The competent authority shall, on an annual basis, provide ESMA and EBA with
aggregate information regarding all administrative penalties and other administrative
measures imposed in accordance with Article 8592. ESMA shall publish that
information in an annual report.

Where Member States have chosen, in accordance with Article 85(192(1), to lay
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down criminal penalties for the infringements of the provisions referred to in that
paragraph, their competent authorities shall provide ESMAthe EBA and EBAESMA
annually with anonymised and aggregated data regarding all criminal investigations
undertaken and criminal penalties imposed. ESMA shall publish data on criminal
penalties imposed in an annual report.

Where the competent authority has disclosed administrative penalties, other
administrative measures or criminal penalties to the public, it shall simultaneously
report them to ESMA.

Competent authorities shall inform ESMAthe EBA and EBAESMA of all
administrative penalties or other administrative measures imposed but not published,
including any appeal in relation thereto and the outcome thereof. Member States shall
ensure that competent authorities receive information and the final judgment in
relation to any criminal penalty imposed and submit it to ESMAthe EBA and
EBAESMA. ESMA shall maintain a central database of penalties and administrative
measures communicated to it solely for the purposes of exchanging information
between competent authorities. That database shall be only accessible to the EBA and
ESMA;EBA, and the competent authorities and it shall be updated on the basis of
the information provided by the competent authorities.

Article 9997

Reporting of breaches and protection of reporting persons

Directive (EU) 2019/1937°¢7! shall apply to the reporting of breaches of this Regulation and the

protection of persons reporting such breaches.

3671 Directive (EU) 2019/1937 of the European Parliament and of the Council of 23 October 2019 on the
protection of persons who report breaches of Union law OJ L 305, 26.11.2019, p. 17-56.
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her licabl h m n horiti he m relevant tradin

platforms for crypto-assets where the significant e-money tokens are admitted

point (10) in relation to significant e-money tokens:

here the i r 1gnificant e-mon kens 1 lished in a Mem
the currency of which is euro, or where the significant e-money token is
referencing euro, the ECB:

where the issuer of significant e-money tokens is established in a Member State
he curren f which is n ro, or where the significant e-mon ken i

referencing a currency which is not the euro, the national central bank of that
Member State;

| . horiti F third . ith which the EBA |
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(b) the exchange of information in accordance with this Regulation;

() reement on the voluntary entrustment of tasks among its mem

delegation of tasks under Article 120,

It

lege. including detailed rules on:

the procedures for setting the agenda of college meetings:
the frequency of the college meetings:

the format and scope of the information to be provided by the competent
thority of the i r of significant e-moneyv tokens to th 11 members:

the appropriate minimum timeframes for the assessment of the relevant
mentation by th 11 members:

the modalities of communication between college members.
reement m | termine tasks t ntrusted to th mpetent authorit
of the issuer of significant e-money tokens or another member of the college.

2B kB EEEFEEE

1. The college for issuers of significant e-money tokens may issue a non-binding
opinion on the following:

EN
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et

b

(a) an ision to requir issuer ignificant e-money tokens to hold a higher
amount of own funds or to permit such an issuer to hold a lower amount of own
funds in rdan ith i :

n f the orderl ind- n plan of an i r of significant e-mon
tokens pursuant to Article 42;
raft amen - hi rin rdan ith Article 46(10):

any envisaged agreement of exchange of information with a third-country
supervisory authority;
any delegation of supervisory tasks from the competent authority of the issuer

ignificant e-moneyv tokens t
from the EBA h m n hority in rdan ith Article 120:

& BE EBEE E

here the ECB is a member of th 11 rsuan int (h) of Article 101(2). 1
shall have 2 votes.

Supervisory authorities of third countries referred to in Article 101(2) point (j) shall

| ; io] ] T e 1

The competent authority of the issuer of significant e-money tokens, EBA or any
ompetent authori or the entities and crypto-asset service provide eferred to in

points (d) to (g) of Article 101(2) shall duly consider the opinion of the college

Chapter 4: the EBA’s powers and competences on issuers of
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significant asset-referenced tokens and issuers of significant e-

money tokens

Article 91103
Exercise of powers referred to in Articles 92104 to 95107

The powers conferred on the EBA by Articles 92104 to 94107, or on any official or other
person authorised by_the EBA, shall not be used to require the disclosure of information which
is subject to legal privilege.

[

Article 92-104
Request for information

In order to carry out its duties under Artieles34-and-43(2)-ofthis RegulationArticle
98, the EBA may by simple request or by decision require the following persons to

provide all information necessary to enable_the EBA to carry out its duties under this

Regulation:

(a) an issuer of significant asset-referenced tokens or a person controlling or being
directly or indirectly controlled by an issuer of significant asset-referenced
tokens;

(b) any third parties as referred to in Article +6(5)30(5), point (h) with which the
issuers of significant asset-referenced tokens has a contractual arrangement;

(c) any crypto-assets service provider as referred to in Article 23(435(4) which
provide liquidity for significant asset-referenced tokens;

(d) credit institutions or crypto-asset service providers ensuring the custody of the

E E

sn-gﬂ+ﬁe&ﬂt—asset—refelceﬁeed—tekeﬂs;

reserve assets in accordance w1th Artlcle %l—e%&ﬂyeredﬁ—msﬂ%aﬁeﬁs—ens&mg—

(Han issuer of_significant e-money tokens or a person controlling or being

directly or indirectly controlled by an issuer of significant
asset-refereneede-money tokens;

3 2.any payment institutions authorised in accordance with Article 11 of
Directive (EU) 2015/2366 and providing payment services in relation to
significant e- money tokens;

33-any natural or legal persons in charge of distributing significant e-money
tokens on behalf of the issuer of significant e-money tokens;

34-any crypto-asset service provider providing the crypto-asset service referred
to in Article 3(1)_point (p10) in relation with significant asset-referenced tokens

or significant e-money tokens;
3 5.any trading platform for crypto-assets that has admitted a significant asset-
referenced token or a significant e-money token to trading;

3-6-the management body of the persons referred to in peintpoints (a) to (H-

L



(a) refer to this Article as the legal basis of that request;

(b) state the purpose of the request;

(c) specify the information required;

(d) include a time limit within which the information is to be provided;

‘ (e) indicate the amount of the fine to be issued in accordance with Article 164113
where the information provided is incorrect or misleading.

‘ 3. 2When requiring to supply information under paragraph 1 by decision, the EBA shall:

(a) refer to this Article as the legal basis of that request;

(b) state the purpose of the request;

(c) specify the information required;

(d) seta time limit within which the information is to be provided;

() indicate the periodic penalty payments provided for in Article +02114 where
the production of information is required.

(f) indicate the fine provided for in Article +8+113, where the answers to questions
asked are incorrect or misleading;

(g) indicate the right to appeal the decision before_the EBA’s Board of Appeal and
to have the decision reviewed by the Court of Justice of the European Union
(‘Court of Justice’) in accordance with Articles 60 and 61 of Regulation (EU)
No 1093/2010.

4. The persons referred to in paragraph 1 or their representatives and, in the case of
legal persons or associations having no legal personality, the persons authorised to
represent them by law or by their constitution shall supply the information requested.
Lawyers duly authorised to act may supply the information on behalf of their clients.
The latter shall remain fully responsible if the information supplied is incomplete,
incorrect or misleading.

‘ 5. The EBA shall without delay send a copy of the simple request or of its decision to
the competent authority of the Member State where the persons referred to in
paragraph 1 concerned by the request for information are domiciled or established.

| Article 93105
General investigative powers

‘ 1. In order to carry out its duties under Article 34-and-43(2)98 of this Regulation, EBA
may conduct investigations on issuers of significant asset-referenced tokens and
issuers of significant e-money tokens. To that end, the officials and other persons

| authorised by_the EBA shall be empowered to:

(a) examine any records, data, procedures and any other material relevant to the
execution of its tasks irrespective of the medium on which they are stored;

(b) take or obtain certified copies of or extracts from such records, data, procedures
and other material;

significant of e-money tokens, or their management body or staff for oral or
written explanations on facts or documents relating to the subject matter and
purpose of the inspection and to record the answers;

‘ (c) summon and ask any issuer of significant asset-referenced tokens_or issuer of

E
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(d) interview any other natural or legal person who consents to be interviewed for
the purpose of collecting information relating to the subject matter of an
investigation;

(e) request records of telephone and data traffic.

The college for issuers of significant asset-referenced tokens as referred to in Article
3599 or the college for issuers of significant e-money tokens as referred to in Article
44101 shall be informed without undue delay of any findings that may be relevant for
the execution of its tasks.

The officials and other persons authorised by the EBA for the purposes of the
investigations referred to in paragraph 1 shall exercise their powers upon production
of a written authorisation specifying the subject matter and purpose of the
investigation. That authorisation shall also indicate the periodic penalty payments
provided for in Article +92114 where the production of the required records, data,
procedures or any other material, or the answers to questions asked to issuers of
significant asset-referenced tokens or issuer ignificant e-mon kens are not
provided or are incomplete, and the fines provided for in Article +0+113, where the
answers to questions asked to issuers of significant asset-referenced tokens or issuers
of significant e-money tokens are incorrect or misleading.

The issuers of significant asset-referenced tokens and issuers of significant e-money
tokens are required to submit to investigations launched on the basis of a decision of_
the EBA. The decision shall specify the subject matter and purpose of the
investigation, the periodic penalty payments provided for in Article 192114, the legal
remedies available under Regulation (EU) No 1093/2010 and the right to have the
decision reviewed by the Court of Justice.

In due time before an investigation referred to in paragraph 1, the EBA shall inform
the competent authority of the Member State where the investigation is to be carried
out of the investigation and of the identity of the authorised persons. Officials of the
competent authority concerned shall, upon the request of_the EBA, assist those
authorised persons in carrying out their duties. Officials of the competent authority
concerned may also attend the investigations upon request.

If a request for records of telephone or data traffic referred to in point (e) of
paragraph 1 requires authorisation from a judicial authority according to applicable
national law, such authorisation shall be applied for. Such authorisation may also be
applied for as a precautionary measure.

Where a national judicial authority receives an application for the authorisation of a
request for records of telephone or data traffic referred to in point (e) of paragraph 1,
that authority shall verify the following:

(a) the decision adopted by_the EBA referred to in paragraph 3 is authentic;
(b) any measures to be taken are proportionate and not arbitrary or excessive.

For the purposes of point (b) paragraph 6, the national judicial authority may ask the
EBA for detailed explanations, in particular relating to the grounds_the EBA has for
suspecting that an infringement of this Regulation has taken place and the seriousness
of the suspected infringement and the nature of the involvement of the person subject
to the coercive measures. However, the national judicial authority shall not review
the necessity for the investigation or demand that it be provided with the information
on the EBA’s file. The lawfulness of the EBA’s decision shall be subject to review
only by the Court of Justice following the procedure set out in Regulation (EU) No
1093/2010.

[
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Article 94106
On-site inspections

In order to carry out its duties under Astieles—34—and—43(2)Article 98 of this
Regulation, the EBA may conduct all necessary on-site inspections at any business

premises of the issuers of significant asset-referenced tokens and issuers of
significant e-money tokens.

The college for issuers of significant asset-referenced tokens as referred to in Article
3599 or the college for issuers of significant e-money tokens as referred to in Article
44101 shall be informed without undue delay of any findings that may be relevant for
the execution of its tasks.

The officials and other persons authorised by the EBA to conduct an on-site
inspection may enter any business premises of the persons subject to an investigation
decision adopted by the EBA and shall have all the powers stipulated in Article
93(+105(1). They shall also have the power to seal any business premises and books
or records for the period of, and to the extent necessary for, the inspection.

In due time before the inspection, the EBA shall give notice of the inspection to the
competent authority of the Member State where the inspection is to be conducted.
Where the proper conduct and efficiency of the inspection so require, the EBA, after
informing the relevant competent authority, may carry out the on-site inspection
without prior notice to the issuer of significant asset-referenced tokens or the issuer
of significant e-money tokens.

The officials and other persons authorised by the EBA to conduct an on-site
inspection shall exercise their powers upon production of a written authorisation
specifying the subject matter and purpose of the inspection and the periodic penalty
payments provided for in Article 162114 where the persons concerned do not submit
to the inspection.

The issuer of significant asset-referenced tokens or the issuer of significant e-money
tokens shall submit to on-site inspections ordered by decision of_the EBA. The
decision shall specify the subject matter and purpose of the inspection, appoint the
date on which it is to begin and indicate the periodic penalty payments provided for
in Article 162114, the legal remedies available under Regulation (EU) No 1093/2010
as well as the right to have the decision reviewed by the Court of Justice.

Officials of, as well as those authorised or appointed by, the competent authority of
the Member State where the inspection is to be conducted shall, at the request of the_
EBA, actively assist the officials and other persons authorised by_the EBA. Officials
of the competent authority of the Member State concerned may also attend the onsite
inspections.

The EBA may also require competent authorities to carry out specific investigatory
tasks and on-site inspections as provided for in this Article and in Article 93(+105(1)
on its behalf.

Where the officials and other accompanying persons authorised by_the EBA find that
a person opposes an inspection ordered pursuant to this Article, the competent
authority of the Member State concerned shall afford them the necessary assistance,
requesting, where appropriate, the assistance of the police or of an equivalent
enforcement authority, so as to enable them to conduct their on-site inspection.

If the on-site inspection provided for in paragraph 1 or the assistance provided for in
paragraph 7 requires authorisation by a judicial authority according to national law,
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1.

such authorisation shall be applied for. Such authorisation may also be applied for as
a precautionary measure.

Where a national judicial authority receives an application for the authorisation of an
on-site inspection provided for in paragraph 1 or the assistance provided for in
paragraph 7, that authority shall verify the following:

(a) the decision adopted by_the EBA referred to in paragraph 4 is authentic;
(b) any measures to be taken are proportionate and not arbitrary or excessive.

For the purposes of paragraph 10, point (b), the national judicial authority may ask
the EBA for detailed explanations, in particular relating to the grounds_the EBA has
for suspecting that an infringement of this Regulation has taken place and the
seriousness of the suspected infringement and the nature of the involvement of the
person subject to the coercive measures. However, the national judicial authority
shall not review the necessity for the investigation or demand that it be provided with
the information on the EBA’s file. The lawfulness of the EBA’s decision shall be
subject to review only by the Court of Justice following the procedure set out in
Regulation (EU) No 1093/2010.

Article 95-107
Exchange of information

In order to carry out its duties under Astieles34-and-43(2)Article 98 and without prejudice
efto Article 7784, the EBA and the competent authorities shall provide each other with the
information required for the purposes of carrying out their duties under this Regulation
without undue delay. For that purpose, competent authorities shall exchange with_the EBA
any information related to:

(a)

(b)

(c)

(d)

an issuer of significant asset-referenced tokens or a person controlling or being
directly or indirectly controlled by an issuer of significant asset-referenced tokens;

any third parties as referred to in Article +6¢5)30(5), point (h) with which the issuers
of significant asset-referenced tokens has a contractual arrangement;

any crypto-assets service provider as referred to in Article 23(435(4) which provide
liquidity for significant asset-referenced tokens;

credit institutions or crypto-asset service providers ensuring the custody of the

reserve assets in accordance w1th Artlcle Q—I—GF&H{%GFed-H—kH-S{H—Hﬂeﬂ-S—eH-S-&PHﬁ-g—th%

(Han issuer of significant e-money tokens or a person controlling or being directly or
indirectly controlled by an issuer of significant asset-referencede-money tokens;

+H--any payment institutions authorised in accordance with Article 11 of Directive
(EU) 2015/2366 and providing payment services in relation to significant e-money
tokens;

H-2-any natural or legal persons in charge of distributing significant e-money tokens
on behalf of the issuer of significant e-money tokens;

H-3-any crypto-asset service provider providing the crypto-asset service referred to
in Article 3(1),_point (pl0), in relation with significant asset-referenced tokens or_

significant e-money tokens;

H-4any trading platform for crypto-assets that has admitted a significant
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asset-referenced token or a significant e-money token to trading;

(6] H-5-the management body of the persons referred to in point (a) to (f1).

Article 96108
AgreementAdministrative agreements on exchange of information between the EBA and

third countries

1. In order to carry out its duties under Article 34-and-43(2)98, the EBA may conclude
administrative agreements on exchange of information with the supervisory
authorities of third countries only if the information disclosed is subject to guarantees
of professional secrecy which are at least equivalent to those set out in Article 99111.

2. Sueh-exehangeExchange of information_referred to in paragraph 1 shall be intended

for the performance of the tasks of_the EBA or those supervisory authorities.

3. With regard to transfer of personal data to a third country, the EBA shall apply
Regulation (EU) No 2018/1725.

Article 97109
Disclosure of information from third countries

The EBA may disclose the information received from supervisory authorities of third
countries only H#where the EBA or a competent authority has obtained the express agreement
of the supervisory authority that has transmitted the information and, where applicable, the
information is disclosed only for the purposes for which that supervisory authority gave its
agreement or where such disclosure is necessary for legal proceedings.

Article 98-110
Cooperation with other authorities

Where an issuer of significant asset-backed—erypto-assetsreferenced tokens or an issuer of
significant e-money tokens engages in activities other than those covered by this Regulation,
the competent—authoritiesEBA shall cooperate with the authorities responsible for the
supervision or oversight of such other activities as provided for in the relevant Union or
national law, including tax authorities.

Article 99-111
Professional secrecy

The obligation of professional secrecy shall apply to the EBA and all persons who work or
who have worked for the EBA or for any other person to whom the EBA has delegated tasks,
including auditors and experts contracted by the EBA.

Article 100112
Supervisory measures by the EBA

1. Where the EBA finds that an issuer of a significant asset-referenced tokens has
committed one of the infringements to-a—provisiton—ofFitle tHlisted in Annex V, it

may take one or more of the following actions:

(a) adopt a decision requiring the issuer of significant asset-referenced tokens to
bring the infringement to an end,

(b) adopt a decision imposing fines or periodic penalty payments pursuant to
Articles 104113 and 102114,

(c) adopt a decision requiring issuersthe issuer of significant asset-referenced
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(d)

(e)

®

(2

(h)

(@)

W)

tokens supplementary information, where necessary for consumer protection;

adopt a decision requiring issuersthe issuer of significant asset-referenced
tokens to suspend an efferingoffer to the public of crypto-assets for a maximum
period of 10 consecutive working days on any single occasion where there are
reasonable grounds for suspecting that this Regulation has been infringed;

adopt a decision prohibiting an effering—of —significant—asset-referenced-
tekensoffer to the public issuers-of significant asset- referenced tokens where
they find that this Regulation has been infringed or where there are reasonable
grounds for suspecting that it would be infringed;

adopt a decision requiring the relevant trading platform for crypto-assets that
has admitted to trading significant asset-referenced tokens, for a maximum of
10 consecutive working days on any single occasion where there are reasonable
grounds for believing that this Regulation has been infringed;

adopt a decision prohibiting trading of significant asset-referenced tokens, on a
trading platform for crypto-assets where they find that this Regulation has been
infringed;

adopt a decision requiring the issuer of significant asset-referenced tokens to
disclose, all material information which may have an effect on the assessment
of the significant asset-referenced tokens offered to the public or admitted to
trading on a trading platform for crypto-assets in order to ensure consumer
protection or the smooth operation of the market;

issuingissue warnings on the fact the—faet—that an issuer of significant
asset-referenced tokens is failing to comply with its obligations;

withdraw the authorisation of the issuer of significant asset-referenced tokens;-

¥ | " e Article 33,

Where the EBA finds that an issuer of a significant e-money tokens has committed

one of the infringements to-aprovision-of-Article42]isted in Annex VI, it may take

one or more of the following actions:

(@)

(b)

(©

adopt a decision requiring the issuer of significant e-money tokens to bring the
infringement to an end;

adopt a decision imposing fines or periodic penalty payments pursuant to
Articles 104113 and 162114;

issuingissue warnings on-the-faet the fact that an issuer of significant e-money
tokens is failing to comply with its obligations.

When taking the actions referred to in paragraphs 1 and 2, the EBA shall take into
account the nature and seriousness of the infringement, having regard to the
following criteria:

(@)
(b)

(©

(d)
(e)

the duration and frequency of the infringement;

whether financial crime has been occasioned, facilitated or otherwise
attributable to the infringement;

whether the infringement has revealed serious or systemic weaknesses in the

issuer of significant asset-referenced tokens' or in the issuer of significant e-
money tokens’ procedures, policies and risk management measures;

whether the infringement has been committed intentionally or negligently;
the degree of responsibility of the issuer of significant asset-referenced_tokens
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or the issuer of significant e-money tokens responsible for the infringement;
(f) the financial strength of the issuer of significant asset-referenced tokens, or of

the issuer of significant e-money tokens, responsible for the infringement, as

indicated by the total turnover of the responsible legal person or the annual
income and net assets of the responsible natural person;

(g) the impact of the infringement on the interests of holders of significant asset-
referenced tokens>interests_or significant e-money tokens;

(h) the importance of the profits gained, losses avoided by the issuer of significant

asset-referenced_tokens or significant e-money tokens responsible for the

infringement or the losses for third parties derived from the infringement,
insofar as they can be determined;

(1) the level of cooperation of the issuer of significant asset-referenced tokens, or

for the issuer of significant e-money tokens responsible for the infringement

with_the EBA, without prejudice to the need to ensure disgorgement of profits
gained or losses avoided by that person;

(J) previous infringements by the issuer of significant asset-referenced tokens or by
the issuer of e-money tokens responsible for the infringement;

(k) measures taken after the infringement by the issuer of significant asset-

referenced tokens feror by the nfringementissuer of significant e-money tokens
to prevent #sthe repetition_of such an infringement.

Before taking the actions referred in points (d);—e)}—;_to (g);,_and point (j) of
paragraph 1, the EBA shall inform ESMA and, where the significant asset-referenced

tokens refers Union currencies, the central banks of issues of those currencies.

Before taking the actions referred in points (a);(b)-and_to (c) of paragraph 2, the EBA
shall inform the competent authority of the issuer of significant e-money tokens and
the central bank of issue of the currency that the significant e-money token is
referencing.

The EBA shall notify any action taken pursuant to paragraph 1 and 2 to the issuer of
significant asset-referenced tokens or the issuer of significant e-money tokens
responsible for the infringement without undue delay and shall communicate that
action to the competent authorities of the Member States concerned and the
Commission. The EBA shall publicly disclose any such decision on its website
within 10 working days from the date when that decision was adopted.

The disclosure to the public referred to in paragraph 46 shall include the following:

(a) astatement affirming the right of the person responsible for the infringement to

appeal the decision_before the Court of Justice;

(b) where relevant, a statement affirming that an appeal has been lodged and
specifying that such an appeal does not have suspensive effect;

(c) a statement asserting that it is possible for EBA’s Board of Appeal to suspend
the application of the contested decision in accordance with Article 60(3) of
Regulation (EU) No 1093/2010.

Article 104-113
Fines

The EBA shall adopt a decision imposing a fine in accordance with paragraph 3 or 4,

where in accordance with Artice +04(5Article 116(8), it finds that:
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(a) anissuer of significant asset-referenced tokens has, intentionally or negligently,

committed one of the infringements ef-a-provision-of Fitle Hlisted in Annex V;

(b) an issuer of significant e-money tokens has, intentionally or negligently,
committed one of the infringements ef-a-previstonreferred-tolisted in Artiele-
42Annex VI.

An infringement shall be considered to have been committed intentionally if the EBA
finds objective factors which demenstratesdemonstrate that such an issuer or its
management body acted deliberately to commit the infringement.

When taking the actions referred to in paragraph 1, ESMAthe EBA shall take into
account the nature and seriousness of the infringement, having regard to the
following criteria:

(a) the duration and frequency of the infringement;

(b) whether financial crime has been occasioned, facilitated or otherwise
attributable to the infringement;

(c) whether the infringement has revealed serious or systemic weaknesses in the

issuer of significant asset-referenced tokens' or in the issuer of significant e-
money tokens’ procedures, policies and risk management measures;

(d) whether the infringement has been committed intentionally or negligently;

(e) the degree of responsibility of the issuer of significant asset-referenced tokens
or the issuer of significant e-money tokens responsible for the infringement;

(f) the financial strength of the issuer of significant asset-referenced tokens, or of
the issuer of significant e-money tokens, responsible for the infringement, as

indicated by the total turnover of the responsible legal person or the annual
income and net assets of the responsible natural person;

(g) the impact of the infringement on the interests of holders of significant asset-
referenced tokens™interests or significant e-money tokens;

(h) the importance of the profits gained, losses avoided by the issuer of significant
asset-referenced tokens responsible for the infringement or the losses for third
parties derived from the infringement, insofar as they can be determined;

(1) the level of cooperation of the issuer of significant asset-referenced tokens, or
for the issuer of significant e-money tokens, for the infringement with the

EBA, without prejudice to the need to ensure disgorgement of profits gained or
losses avoided by that person;

(J)  previous infringements by the issuer of significant asset-referenced tokens or by

the issuer of significant e-money tokens responsible for the infringement;
(k) measures taken after the infringement by the issuer of significant asset-

referenced tokens feror by the nfringementissuer of significant e-money tokens
to prevent #sthe repetition_of such an infringement.

For issuers of significant asset-referenced tokens, the maximum amount of the fine
referred to in paragraph 1 shall up to 15% of the annual turnover as defined under
relevant Union law, in the preceding business year, or twice the amount or profits
gained or losses avoided because of the infringement where those can be determined.

For issuers of significant e-money tokens, the maximum amount of the fine referred
to in paragraph 1 shall up to 5% of the annual turnover, as defined under relevant
Union law, in the preceding business year, or twice the amount or profits gained or
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losses avoided because of the infringement where those can be determined.

Article 162-11

Periodic penalty payments
The EBA shall, by decision, impose periodic penalty payments in order to compel:

(a) aperson to put an end to an infringement in accordance with a decision taken
pursuant to Article 160112;

(b) aperson referred to in Article 92(+104(1):

1)  {Hto supply complete information which has been requested by a decision
pursuant to Article 92104;

i)  Hto submit to an investigation and in particular to produce complete
records, data, procedures or any other material required and to complete
and correct other information provided in an investigation launched by a
decision pursuant to Article 93105;

iii) ito submit to an on-site inspection ordered by a decision taken
pursuant to Article 94106.

A periodic penalty payment shall be effective and proportionate. The periodic penalty
payment shall be imposed for each day of delay.

Notwithstanding paragraph 2, the amount of the periodic penalty payments shall be 3
% of the average daily turnover in the preceding business year, or, in the case of
natural persons, 2 % of the average daily income in the preceding calendar year. It
shall be calculated from the date stipulated in the decision imposing the periodic

penalty payment.

A periodic penalty payment shall be imposed for a maximum period of six months
following the notification of the EBA’s decision. Following the end of the period, the
EBA shall review the measure.

Article 10311

Disclosure, nature, enforcement and allocation of fines and periodic penalty payments

The EBA shall disclose to the public every fine and periodic penalty payment that has
been imposed pursuant to Articles +6+113 and 462114 unless such disclosure to the
public would seriously jeopardise the financial stability or cause disproportionate
damage to the parties involved. Such disclosure shall not contain personal data within
the meaning of Regulation (EU) 2016/6791°772.

Fines and periodic penalty payments imposed pursuant to Articles +6+113 and
102114 shall be of an administrative nature.

Where_the EBA decides to impose no fines or penalty payments, it shall inform the
European Parliament, the Council, the Commission, and the competent authorities of
the Member State concerned accordingly and shall set out the reasons for its decision.

Fines and periodic penalty payments imposed pursuant to Articles +64+113 and
102114 shall be enforceable.

Enforcement shall be governed by the rules of civil procedure in force in the State in
the territory of which it is carried out.

.72 Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection
of natural persons with regard to the processing of personal data and on the free movement of such data, and
repealing Directive 95/46/EC (General Data Protection Regulation) (OJ L 119, 4.5.2016, p. 1).
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The amounts of the fines and periodic penalty payments shall be allocated to the
general budget of the European Union.

Article 104116
Procedural rules for taking supervisory measures and imposing fines

Where, in carrying out its duties under Articles 34—e+43{2)98, _the EBA finds that
there are serious indications of the possible existence of facts liable to constitute one
or more of the infringements ef-the-previstons-underTitle Hlisted in Annexes V or
42VI, the EBA shall appoint an independent investigation officer within the EBA to
investigate the matter. The appointed officer shall not be involved or have been
directly or indirectly involved in the supervision of the issuers of significant
asset-referenced tokens or issuers of significant e-money tokens and shall perform its
functions independently from_the EBA.

The investigation officer referred to in paragraph 1 shall investigate the alleged
infringements, taking into account any comments submitted by the persons who are
subject to the investigations, and shall submit a complete file with his findings to
EBA.

In order to carry out its tasks, the investigation officer may exercise the power to
request information in accordance with Article 92104 and to conduct investigations
and on-site inspections in accordance with Articles 93105 and 94106. When using
those powers, the investigation officer shall comply with Article 9+103.

Where carrying out his tasks, the investigation officer shall have access to all
documents and information gathered by the EBA in its supervisory activities.

Upon completion of his or her investigation and before submitting the file with his
findings to_the EBA, the investigation officer shall give the persons subject to the
investigations the opportunity to be heard on the matters being investigated. The
investigation officer shall base his or her findings only on facts on which the persons
concerned have had the opportunity to comment.

The rights of the defence of the persons concerned shall be fully respected during
investigations under this Article.

When submitting the file with his findings to_the EBA, the investigation officer shall
notify the persons who are subject to the investigations. The persons subject to the
investigations shall be entitled to have access to the file, subject to the legitimate
interest of other persons in the protection of their business secrets. The right of access
to the file shall not extend to confidential information affecting third parties or_the
EBA’s internal preparatory documents.

On the basis of the file containing the investigation officer’s findings and, when
requested by the persons subject to the investigations, after having heard those
persons in accordance with Article 195117, the EBA shall decide if one or more of
the infringements of provisions underFitle tHlisted in Annex V or Artiele42VI have
been committed by the issuer of significant asset-referenced tokens or the issuer of
significant e-money tokens subject to the investigations and, in such a case, shall take
a supervisory measure in accordance with Article 106112 and/or impose a fine in
accordance with Article +04+113.

The investigation officer shall not participate in EBA’s deliberations or in any other
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way intervene in EBA’s decision-making process.

10. The Commission mayshall adopt delegated acts in accordance with Article 109121 by
[please insert date 12 months after entry into force] specifying further the rules of
procedure for the exercise of the power to impose fines or periodic penalty payments,
including provisions on the rights of the defence, temporal provisions, and the
collection of fines or periodic penalty payments, and the limitation periods for the
imposition and enforcement of fines and periodic penalty payments.

11. The EBA shall refer matters to the appropriate national authorities for investigation
and possible criminal prosecution where, in carrying out its duties under this
Regulation, it finds that there are serious indications of the possible existence of facts
liable to constitute criminal offences. In addition, the EBA shall refrain from
imposing fines or periodic penalty payments where a prior acquittal or conviction
arising from identical fact or facts which are substantially the same has already
acquired the force of res judicata as the result of criminal proceedings under national

law.
Article 105117
Hearing of persons concerned
1. Before taking any decision pursuant to Articles 106112, 464113 and 102114, the

EBA shall give the persons subject to the proceedings the opportunity to be heard on
its findings._The EBA shall base its decisions only on findings on which the persons
subject to the proceedings have had an opportunity to comment.

2. Paragraph 1 shall not apply if urgent action is needed in order to prevent significant

and imminent damage to the financial stability or consumer protection. In such a case_

the EBA may adopt an interim decision and shall give the persons concerned the
opportunity to be heard as soon as possible after taking its decision.

3. The rights of the defence of the persons subject to investigations shall be fully
respected in the proceedings. They shall be entitled to have access to_the EBA’s file,
subject to the legitimate interest of other persons in the protection of their business
secrets. The right of access to the file shall not extend to confidential information or
the EBA’s internal preparatory documents.

Article 106-118
Review by the Court of Justice

The Court of Justice shall have unlimited jurisdiction to review decisions whereby_the EBA
has imposed a fine or a periodic penalty payment or imposed any other sanction or
administrative measure in accordance with this Regulation. It may annul, reduce or increase
the fine or periodic penalty payment imposed.

Article 107119
Supervisory fees

1. The EBA shall charge fees to the issuers of significant asset-referenced tokens and
the issuers of significant e-money tokens in accordance with this Regulation and in
accordance with the delegated acts adopted pursuant to paragraph 3. Those fees shall
cover the EBA’s expenditure relating to the supervision of issuers of significant
asset-referenced tokens in-accordance-with-Artiele-34;-and the supervision of issuers
of significant e-money token issuers in accordance with Article 43(2)98, as well as
the reimbursement of costs that the competent authorities may incur carrying out
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work pursuant to this Regulation, in particular as a result of any delegation of tasks in
accordance with Article +08120.

The amount of the fee charged to an individual issuer of significant asset-referenced
tokens shall be proportionate to the size of its reserve assets and shall cover all costs
incurred by the EBA for the performance of its supervisory tasks in accordance with
this Regulation.

The amount of the fee charged to an individual issuer of significant e-money tokens
shall be proportionate to the size of the e-money issued in exchanged of funds and
shall cover all costs incurred by the EBA for the performance of its supervisory tasks
in accordance with this Regulation.

The Commission shall adopt a delegated act in accordance with Article +09121 by
[Publications-Officerplease insert date 12 months after entry into force] to specify
the type of fees, the matters for which fees are due, the amount of the fees and the
manner in which they are to be paid and the methodology to calculate the maximum
amount per entity under paragraph 2 that can be charged by the EBA.

Article 108120
Delegation of tasks by the EBA to competent authorities

Where necessary for the proper performance of a supervisory task for issuers of
significant asset-referenced tokens or significant e-money tokens, the EBA may
delegate specific supervisory tasks to the competent authority of a Member State.
Such specific supervisory tasks may, in particular, include the power to carry out
requests for information in accordance with Article 92104 and to conduct
investigations and on-site inspections in accordance with Article 93105 and Article
94106.

Prior to delegation of a task, the EBA shall consult the relevant competent authority
about:

(a) the scope of the task to be delegated;
(b) the timetable for the performance of the task; and
(c) the transmission of necessary information by and to the EBA.

In accordance with the regulation on fees adopted by the Commission pursuant to
Article +6743119(3), the EBA shall reimburse a competent authority for costs
incurred as a result of carrying out delegated tasks.

The EBA shall review the decision referred to in paragraph 1 at appropriate intervals.
A delegation may be revoked at any time.
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Title VIII: Delegated acts and implementing acts

Article 109-121
Exercise of the delegation

The power to adopt delegated acts is conferred on the Commission subject to the
conditions laid down in this Article.

The power to adopt delegated acts referred to in Articles 3(2), +4H839(6),
164(10116(10) and +673119(3) shall be conferred on the Commission for a period
of 36 months from ... /please insert date of entry into force of this Regulation].

The delegation of powers referred to in Articles 3(2), +4839(6), +64(10116(10) and
+072119(3) may be revoked at any time by the European Parliament or by the

Council. A decision to revoke shall put an end to the delegation of the power
specified in that decision. It shall take effect the day following the publication of the
decision in the Official Journal of the European Union or at a later date specified
therein. It shall not affect the validity of any delegated acts already in force.

Before adopting a delegated act, the Commission shall consult experts designated by
each Member State in accordance with the principles laid down in the
Interinstitutional Agreement of 13 April 2016 on Better Law-Making.

As soon as it adopts a delegated act, the Commission shall notify it simultaneously to
the European Parliament and to the Council.

A delegated act adopted pursuant to Articles 3(2), +4839(6), +04(+6116(10) and
+073119(3) shall enter into force only if no objection has been expressed either by
the European Parliament or by the Council within a period of three months of
notification of that act to the European Parliament and to the Council or if, before the
expiry of that period, the European Parliament and the Council have both informed
the Commission that they will not object. That period shall be extended by three
months at the initiative of the European Parliament or of the Council.
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Title IX: Transitional and final previsienprovisions

BeforeBy

Article H0-122
Report

Commission shall present a report to the European Parliament and the Council on the
application of this Regulation, aceempanied-—where appropriate accompanied by a

legislative proposal.

The report shall assesscontain the following:

(@)

(b)

(©

(d)

(e)

®

(&

(h)

(@)

the number of issuances of crypto-assets in the EU, the number of
whitepaperscrypto-asset white papers registered with the competent authorities,
the type of crypto- assets issued and their market capitalisation, the number of
crypto-assets admitted to trading on a trading platform for crypto-assets;

an estimation of the number of EU residents using or investing in crypto-assets_
issued in the BU;

the number and value of fraud, hacks and thefts of crypto-assets reported in the
EU, types and—trends—of fraudulent behaviour, the number of complaints
received by crypto-asset service providers and issuers of asset-referenced

tokens, the number of complaints received by competent authorities and the
typesubjects of the complaints received;

the number of issuers of asset-referenced tokens authorised under this
Regulation, and an analysis of the typecategories of assets included in the
reservereserves, the size of the reserve;reserves and the volume of payments in
asset-referenced tokens;

the number of issuers of significant asset-referenced tokens authorised under
this Regulation, and an analysis of the typecategories of assets included in the
reservereserves, the size of the reservesreserves and the volume of payments in
significant asset-referenced tokens;

the number of issuers of e-money tokens authorised under this Regulation and_

under Directive 2009/110/EC, and an analysis of the currencies backing the e-
money tokens, the size of the reserve;reserves and the volume of payments in
e-money tokens;

the number of issuers of significant e-money tokens authorised under this
Regulation and_under Directive 2009/110/EC, and an analysis of the currencies
backing the significant e-money tokens, the size of the reserve;reserves and the
volume of payments in significant e-money tokens;

an_assessment of the functioning of the market for crypto-asset serviee-
providersservices in the Union, including of market development and trends,

taking into account the experience of the supervisory experienceauthorities, the
number of crypto-asset service providers authorised and their_respective

average market share;

an assessment of the level of consumer protection, including from the point of
view of the operational resilience of issuers of crypto-assets and crypto-asset
service providers, market integrity and financial stability provided by this

regulationRegulation;
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(j) an_assessment of whether the scope of crypto-asset services covered by this
Regulation remainsis approprlate g nd whether any adjustment to the definitions

t out in this Regulati

(k) an assessment of whether an equlvalence regime should be established for
third-country crypto- asset service providers, issuers of asset-referenced tokens

Ii rs of e-mon kens under this Regulation;

(I)  an_assessment of whether the exemptions under Articles 54 and 12—+remains-

neededappropriate;
(m) {an assessment of the impact of this Regulation on the proper functioning of
the Unten’s-internal market for crypto-assets, including theany impact on_the

access to finance byfor small and medium-sized enterprises and on the
development of new means of payment instruments;

(orhe—developmenta description of newdevelopments in business models and

technologies in the crypto-asset market;

(0) {panappraisal of whether any changes are needed to the measures set out in this
Regulation to ensure consumer protection, market integrity and financial
stability;

E

(p) {gthe application of administrative penalties and other administrative measures;

thhe cooperatlon between Ihe_competent authorltles
the EBA and ESMA-and-EBA, and an assessment of advantages and.
w‘them@p%eness—ef competent authorities and EBA-as-the

nsible for ision under this Regulation;

(q (t)the costs of complying with this Regulation for issuers of crypto-assets, other
than asset-referenced tokens and e-money tokens as a percentage of the amount

raised through crypto-asset issuances;

(a)he costs—ef—eempl—yqag—mﬂq—%s—l%egﬂl-&&eﬂ for crypto -asset serv1ce prov1ders

(1) _the costs for issuers of issuers of asset-referenced tokens;_and issuers of e-
money tokens to comply with this Regulation as a percentage of their

operational costs;

(u) ) the number and amount of administrative fines and criminal penalties

imposed aceerding—to—or-in—relation—withfor infringements of this Regulation-
elassified by Member-Statescompetent authorities and the EBA.

Article 1H41-123
Transitional measures

CryptoArticles 4 to 14 shall not apply to crypto-assets, other than asset-referenced
tokens and e- money tokens, whmh were offered #to the EYpublic in the Union or

before [please insert date_
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of entry into application]-are-netsubjeet-to-therequirementsset-outinTFitle 2-of this-

eulation bus

CrypteBy way of derogation from this Regulation, crypto-asset service providers may-
eontinnewhich provided their services in accordance with-the applicable national-law
to-provide—erypto-asset-services—which—are—included-withinbefore /please insert the
seopedate of thisRegulationentry info application], may continue to do so until

[please insert the date 18 months after the date of entry—inte-application] or until
they are granted an authorisation referredpursuant to-in Article 6455, whichever is

sooner.

For the durationBy way of the transitional period referred to in paragraph 2 of this
Artielederogation from Articles 54 and 55, Member States may have-inplaceapply a
smlpllﬁed thhomanon ﬁfeeeéu-res—fefwhmh_am_

time of entry into force of this Regulatlon &Few_e_e authorlsed under national law to
provide crypto-asset services. The competent authorities shall ensure that the
requirements laid down in ChapterChapters 2 and 3 of Title IV are complied with
before granting authorisation pursuant to such simplified procedures.

The EBA shall net-exercise its pewerssupervisory responsibilities pursuant to Article

33-and-Artiele-43(2)unt98 from the date of the entry into fereeapplication of the
delegated acts referred to in Article +4839(6).

Article H2-124
Amendment of Directive (EU) 2019/1937

In Part I.B of the Annex to Directive (EU) 2019/1937, the following point is added:

=

73

: Pl

"(xx1) Regulation (EU) ..../... of the European Parliament and of the Council of ...
on Markets in Crypto-Assets (EU) 204+741292021/XXX, and_amending Directive
(EU) 264949372019/37 (OJ L ...y~ 3."

Article 3125
Transposition of amendment of Directive (EU) 2019/1937

Member States shall adopt, publish and apply, by ... [12 months after the date of
entry into force of this Regulation], the laws, regulations and administrative
provisions necessary to comply with Article 9897. However, if that date precedes the
date of transposition referred to in Article 26(1) of Directive (EU) 2019/1937, the
application of such laws, regulations and administrative provisions shall be
postponed until the date of transposition referred to in Article 26(1) of Directive (EU)
2019/1937.

Member States shall communicate to the Commission, the EBA and ESMA and-te-
EBA-the text of the main provisions of national law which they adopt in the field
covered by Article 9697.

Article 1H44-126
Entry into force and application

This Regulation shall enter into force on the twentieth day following that of its
publication in the Official Journal of the European Union.

in in the text the number n referen f this Regulation
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2. FheThis Regulation shall apply from /please insert date 18 months after the date of
entry into force].

3. However, exeeptthe provisions applicable-to-e-money-tokens-and-theirissuers-that
shallenter-toappheation-onlai n in Title Il and Title IV shall apply from
[please insert the date of the entry into force].

4. This Regulation shall be binding in its entirety and directly applicable in all Member

States.

Done at Brussels,

For the European Parliament For the Council
The President The President
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1. FRAMEWORK OF THE PROPOSAL/INITIATIVE
1.1. Title of the proposal/initiative
| EU Framework for crypto -assets
1.2. Policy area(s) concerned
Policy area: Internal Market Activity: Financial markets

1.3. The proposal relates to

a new action

O a new action following a pilot project/preparatory action%74

L1 the extension of an existing action

[] a merger of one or more actions towards another/a new action
14. Objective(s)

1.4.1.  General objective(s)

use of crypto-assets and DLT.

This initiative has four general objectives. The first is to provide legal clarity and certainty to
promote the safe development of crypto-assets and use of DLT in financial services. Secondly,
the initiative should support innovation and fair competition by creating an enabling framework
for the issuance and provision of services related to crypto-assets. The third objective is to ensure
a high level of consumer and investor protection and market integrity, and the fourth is to
address potential financial stability and monetary policy risks that could arise from an increased

1.4.2.  Specific objective(s)

5874 As referred to in Article 58(2)(a) or (b) of the Financial Regulation.
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The specific objectives of this initiative are as follows:

Removing regulatory obstacles to the issuance, trading and post-trading of crypto-assets that
qualify as financial instruments, while respecting the principle of technological neutrality;

Increasing the sources of funding for companies through increased Initial Coin Offerings and
Securities Token Offerings; E
rkets;

o . 192 . e s L
Limiting the risks of fraud;meney-laundering and illicit practices in the crypto-asset ma

Allowing EU consumers and investors to access new investment opportunities or new types of

payment instruments—competinewith-existiteones—to-debverfast—cheapand-ethictent

payments; in particular for cross-border situations.
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1.4.4.

1.4.3.  Expected result(s) and impact

Specify the effects which the proposal/initiative should have on the beneficiaries/groups targeted.

The prepesal—isproposals are expected to provide a fully harmonised framework for
crypto-assets that currently fallsfall outside existing financial services legislation and allow for
experimentation with the use of DLT and financial instruments in crypto-asset form.

The bespoke regime for crypto-assets will ensure a high level of consumer and investor
protection and market integrity, by regulating the main activities related to crypto-assets (such
as crypto-assets issuance, wallet provision, exchange and trading platforms). By imposing
requirements (such as governance, operational requirements) on alithe main crypto-asset
service providers and issuers operating in the EU, the proposal is likely to reduce the amounts
of fraud and theft of crypto-assets.

In addition, the bespoke regime will introduce specific requirements on_e-money tokens,
significant e-money tokens, asset-referenced tokens and significant asset-referenced tokens in
order to address the potential risks to financial stability and monetary policy transmission these
can present. Finally, it will address market fragmentation issues arising from the different
national approaches across the EU.

The accompanying proposal for a regulation on a pilot regime;~which-is-also-part-ofthpropesal-
new—propesed—framework—en—erypto—assets;_on DLT market infrastructures will allow for
experimentation-with- DET-market-infrastructures—lt-is-expeeted-to-allowfor,_It will enable the
development of a secondary market for financial instruments in crypto-asset form, further
reaping the potential benefits offered by the technology. At-the-same-time;the-pHotreghmeis-
aimed—at—obtainingAdditionally, this experimentation will generate further experience and

evidence necessary to further-explore-the-Himitsassess whether and pessible-needhow to amend
jeh%e)ustlng ﬁnan01a1 services leglslatlon to ensure 1t is technology neutral—&&d—ea%a%%m&ﬂeet—

Indicators of performance

Specify the indicators for monitoring progress and achievements.

INon-exhaustive list of potential indicators:

. Number and volumes of crypto-asset issuances in the EU
. Number of entities authorised in the EU as crypto-asset services providers

o Number of entities authorised in the EU as asset backed-crypto-asset or significant asset-
referenced token issuers

. Number and value of fraud and thefts of crypto-assets in the EU

o Number of entities authorised by a NCA as a DLT market infrastructure under the pilot/
regime

. Volume of transactions traded and settled by DLT market infrastructure

o Number of market abuse cases involving crypto-assets reported to NCAs and
investigated by NCAs

J Market capitalisation of asset backed crypto-assets and significant asset-referenced
tokens

o Volume of payments through the use of asset-referenced tokens and significant asset-

referenced tokens
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Assessment if other crypto-assets/infrastructures or market participants using DLT
and/or dealing with crypto-assets have reached a systemically relevant level

Number and volume of financial instruments issued as crypto-assets in the EU
Number of prospectuses of financial instruments as crypto-assets approved by NCAs

Number of entities authorised by NCAs to provide services under existing EU legislation
(e.g. MiFID II/MiFIR, CSDR, SFD) and using a DLT/financial instruments in crypto-
asset form

Volume of transactions traded and settled by service providers authorised under existing
EU legislation (e.g. MiFID II/MiFIR, CSDR, SFD) and using a DLT/financial
instruments in crypto-asset form

1.5. Grounds for the proposal/initiative
1.5.1.  Requirement(s) to be met in the short or long term including a detailed timeline for
roll- out of the implementation of the initiative
Th I Is shoul he foll hallen
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Where a crypto-asset qualify as a MiFID Il financial-instrument—(the—so-called—seeurity-
tokens™); there is a lack of clarity on how the existing regulatory framework for financial

services applies to such assets and services related to them. As the existing regulatory
framework was not designed with crypto-assets and DLT in mind, NCAs face challenges in
interpreting and applying the various requirements under EU law, which can hamper
innovation. Those NCAs may therefore diverge in their approach to interpreting and applying
existing EU rules. This diverging approach by NCAs creates fragmentation of the market-and-

s f | b .
Absence of rules at EU level and diverging national rules for crypto-assets that woeuldare
not be-covered by EU rules

For crypto-assets that weuldare not—be covered by EU financial services legislation, the
absence of rules exposes consumers and investors to substantial risks. In the absence of rules
at EU level, three Member States (France, Germany and Malta) have already put in place
national regimes that regulate certain aspects of crypto-assets that neither qualify as financial
instruments under MIFID II nor as electronic money under EMD2. These regimes differ: (i)
rules are optional in France while they are mandatory in Malta and Germany; (i1) the scope of
crypto-assets and activities covered differ; (iii) the requirements imposed on issuers or services
providers are not the same; and (iv) the measures to ensure market integrity are not equivalent.

Other Member States eeouldare also eensiderconsidering legislating on crypto-assets and
related activities. Expected generated Union added value (ex-post): Action at EU level

would present more advantages compared to actions at national level.

For crypto-assets that are covered by EU regulation (i.e. those that could qualify as ‘financial

instruments’ under MiFID [l-er-as—e-meney—under EMD2), anregulatory action at EU level
(cither by

-
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The objectiyesof the nitrative are consistent witha umber of other EU policies and ongoimg Tmitiatives.

=

7.- _ANd SCLUCINOCNL Ol 11N4dNcidl INSUWUMCOEnts,
could facﬂltate the take-up of primary and secondary markets for —see&r—r&y—teke&s—gg;g;g assets
that qualify as financial instruments across the single market, while ensuring financial stability

and a hlgh level of investor protectlon—Byheeﬂ%P&st—th%pfeMeﬂ—ef—gmd&ne%&&d—

For crypto-assets that are not currently covered by EU legislation, an action at EU level, such
as the creation of an EU regulatory framework;—eompleting-also-the-anti-moneylaundering
existing-rules, would set the ground on which a larger cross- border market for crypto-assets
and crypto-asset service providers could develop, thereby reaping the full benefits of the single
market. An EU regime would significantly reduce the complexity as well as the financial and
administrative burdens for all stakeholders, such as the service providers, issuers and
investors/users. Harmonising operational requirements on service providers as well as the
disclosure requirements imposed on issuers could also bring clear benefits in terms of investor
protection and financial stability.

1.5.2.  Lessons learned from similar experiences in the past

IN/A

1.5.3.  Compatibility with the Multiannual Financial Framework and possible synergies with
other appropriate instruments
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approach on cr;vgpto assets, mcludmg stablecoms While acknowledglng the I‘lSkS they may
present;—tne £5 -ana—tn § hat—they
W&%
December 2019 that thev “are committed to put in place a framework that will harness the

potential opportunities that some crypto-assets may offer”_.
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1.5.4.  Assessment of the different available financing options, including scope for
redeployment



1.6.

1.7.

Duration and financial impact of the proposal/initiative

O limited duration
LI Proposal/initiative in effect from [DD/MM]YYYY to [DD/MM]YYYY
O Financial impact from YYYY to YYYY

unlimited duration
Implementation with a start-up period from YYYY to YYYY,
followed by full-scale operation.

Management mode(s) planned*®’3

[] Direct management by the Commission through

— O executive agencies

0] Shared management with the Member States

Indirect management by entrusting budget implementation tasks to:

[ international organisations and their agencies (to be specified);

Othe EIB and the European Investment Fund;

bodies referred to in Articles 70 and 71;

O public law bodies;

1 bodies governed by private law with a public service mission to the extent that they provide
adequate financial guarantees;

[0 bodies governed by the private law of a Member State that are entrusted with the
implementation of a public-private partnership and that provide adequate financial guarantees;

LI persons entrusted with the implementation of specific actions in the CFSP pursuant to Title
V of the TEU, and identified in the relevant basic act.

Comments

| 5975 Details of management modes and references to the Financial Regulation may be found on the BudgWeb site:

EN

https://myintracomm.ec.europa.eu/budgweb/EN/man/budgmanag/Pages/budgmanag.aspx.
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2.

2.1.

2.2,

MANAGEMENT MEASURES

Monitoring and reporting rules

Specify frequency and conditions.

Providing for a robust monitoring and evaluation mechanism is crucial to ensure that the
regulatory actions undertaken are effective in achieving their respective objectives. The
Commission would establish a detailed programme for monitoring the outputs and impacts of
this initiative. The Commission will be in charge of monitoring the effects of the new
requirements. Beyond those indicators, the Commission would have to produce a report, in
cooperation with ESMA, on the pilot programme for DLT market infrastructures, after a three-
year period. On the basis of this report, the Commission would inform the Parliament and
Council on the appropriate way forward (e.g. continuing the experimentation, extending its
scope, modifying existing legislation...).

Management and control system(s)

2.2.1.  Justification of the management mode(s), the funding implementation mechanism(s),
the payment modalities and the control strategy proposed

Management will take place through the three European Supervisory Authorities (ESAs).

As regards the control strategy, the three ESAs work closely with the Commission’s Internal
Audit Service to ensure that appropriate standards are met in all areas of internal control
framework. Those arrangements will also apply to the role of the Agencies in respect of the
current proposal.

In addition, every financial year, the European parliament, following a recommendation from
the Council, and taking into account the findings of the European Court of Auditors, considers
whether to grant discharge to the Agencies for their implementation of the budget.

2.2.2.  Information concerning the risks identified and the internal control system(s) set up to
mitigate them

In relation to the legal, economic, efficient and effective use of appropriations resulting from the
Aidns tébyémarived and hysthedatidns vy the cantextiod ihmpsopsfSoletbimmitiativeridoey tiobbntog
about nevosignificdnt gk ehadlnreul dmals be mwverdd)byiad axj&ﬁngéntmﬁahewpe&tﬁdﬂwbrbf
The actionsktofhe carried mntmeih&contdstwiethis proposal w111 start in 2022, and will further

11alia — - ral 1

TOIKTITS

the- EBA. we eSHIac g need for 1 ﬁ;g‘ FIEs( tokens

fun(rzlﬁlo 1 wor HEEISs N Q terna
tﬁg %?on%im ﬁlo ensu%g rt%e?[t % 6183%0 1‘1% stangarﬁgs? ar X %

€ A Supervision). 'j Nese sta resources will be built up over tlme
COH?IIOf rarrrewor p D

A a L
llb l. AT LU UT S YSoIld, arc \.,u JUS N Lllb PANW) LLlaLlU ID \al«lll 11L UV 1 111 Lll\.«
Oetrﬁlarﬁsjf et re er ncfécff 1‘7% 10N g[}lltt fé lif wouldol%e
F‘Eﬁ

m
[0)

would b gr?\llaerrr?d yffcﬁas leV1ed fro
C y_LOJ

taking én t ese responsibilities.

Costs of cantrols - Superyision of ESAs . CAAA

UII UICT ESIVIA IUIC 101 UIT pllUl TCEIIC 101 ULl lIldthL llllldbll LlLLLlICb DDlVlA Wlll IldVC I.U
provide an initial opinion on the permission given by an NCA and then monitor on an ongoing
basis, however national supervisors would do the direct supervision. These activities will be
covered fully by their operating budget, which will be increased accordingly.

=
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2.3.

Measures to prevent fraud and irregularities

Specify existing or envisaged prevention and protection measures, e.g. from the Anti-Fraud Strategy.

For the purposes of combating fraud, corruption and any other illegal activity, the provisions of
Regulation (EC) No 1073/1999 of the European Parliament and of the Council of 25 May 1999
concerning investigations conducted by the European Anti-Fraud Office (OLAF) shall apply to
ESMA without any restrictions.

ESMA shall accede to the Interinstitutional Agreement of 25 May 1999 between the European
Parliament, the Council of the European Union and the Commission of the European
Communities concerning internal investigations by the European Anti-Fraud Office (OLAF)
and shall immediately adopt appropriate provisions for all ESMA staff.

The funding decisions and the agreements and the implementing instruments resulting from
them shall explicitely stipulate that the Court of Auditors and OLAF may, if need be, carry out
on the spot checks on the beneficiaries of monies disbursed by ESMA as well as on the staff
responsible for allocating these monies.

3. ESTIMATED FINANCIAL IMPACT OF THE PROPOSAL/INITIATIVE
3.1. Heading(s) of the multiannual financial framework and expenditure budget line(s)
affected
e Existing budget lines
In order of multiannual financial framework headings and budget lines.
. Type of .
Budget line . Contribution
expenditure
Heading of
. from
multiannua EFTA
1 financial Diff./Non- ¢ from from third within the
framework | Number diff.6076 countr candidate | .ountries | mMeaning of Article
C T 168 countries® 21(2)(b) of the
6177 78 Financial
B Regulation
ESMA: <03.10.04>
1 Diff. NO NO NO NO
e New budget lines requested
In order of multiannual financial framework headings and budget lines.
. Type of .
Budget line . Contribution
Heading of expenditure
multiannua within the
I financial Diff./non- from frqm meaning of Article
framework | Number &ff EFTA | candidate | fom third | 21(2)(b) of the
. countries countries countries Financial
Regulation
[XX.YY.YY.YY]
YES/NO | YES/NO | YES/NO YES/NO

6075 Diff. = Differentiated appropriations / Non-diff. = Non-differentiated appropriations.l

6+77

EFTA: European Free Trade Association.

678 Candidate countries and, where applicable, potential candidates from the Western Balkans.

EN
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3.2 Estimated impact on expenditure

307 3% e L I ) Cesti / /i
EUR million (to three decimal places)
Hiedding Offﬁ:::i?;nual Number | HeedingFHeading 1 : Single Market, linovationlnnovation & Digital
freameworkframewor
k
ESMA: <03.10.04>
2%22é 2023 2024 2025 2026 2027 TOTAL
79
Title 11 Oermietsg (ST 0,059 | 0,118 0,118| 0,118 0,118 | 0,118 0,649
PaymeotsPavme | @ 0,059 0,118 0,118 0,118 0,118 | 0,118 0,649
nts
) ConmiitmeotsC | (ayy| 0,010 | 0,020| 0,020 | 0,020 | 0,020 | 0,020 0,110
Title 2: ommitments a)
PaymeotsPayme | m)e 0,010 [ 0,020 | 0,020 | 0,020 | 0,020 | 0,020 0,110
nts )]
Title 3: CommiitmeotsCo | (32)
mmitments
Payments (3
b
TOTAL L ; .. cl 44 0,069 | 0,138 0,138 | 0,138 0,138 | 0,138 0,759
ommitments el
appropriations for ESMA: <03.10.04> 3a
-2 | 0,069 0,138 0,138 | 0,138 | 0,138 | 0,138 0,759
Payments
%38
+3b

7¢ fer—t-h%fel-lewﬁ-l-p—year—b— ars- Y €4 i N1€ VECd i i i cmenta
instance: 2021). The same for the following vears




h%adﬂm of . 7 ““European public adininistartionadministartion’
araltiannualmultiann
ual financial
firameworkframewor
Kk

EUR million (to three decimal places)

Y ear
N Year Year Year Enter as manyhyears }?S
t 't
gecessary 0 SHOW- (§] TOTAL

N+1 EN+2 | hN+3 Nationduntion of the

impact (see point 1.6)

DG: < >
G

* eHuman ReseitteesResources

* 2Qther administrative expenditure

TOTAL DG =<.......> Appropriations

.TOTAL. ) (Total commitments =
appreoptetations Total payments)
nnder-H-
EADINGappropriation
s under HEADING 7
of the mitltiannualmultiannual

financial framework

EUR million (to three decimal places)

Year Enter as many years as
4 Year Year Year necessary to }s]h};wi the
) Y TOTAL

N s
N+1 hN+2 hN+3 Mationduration of the

impact (see point 1.6)

o ) _q_‘!“ X )

bl for the followfiip-years.Y ¢

instance: 2021). The same for the following year




TOTAL appropriations CootinitinentsCommitment

under HEADINGS 1 to
7 Payments

of the multiannual financial framework

R1 FortheteHovedtiporear- Y €a he vea
instance: 2021). The same for the followin, I




3.2.2. EstimateriEstimated impact on [body ]'s appropriations
The proposal/initiative does not require the riseuse of operational appropriations

—HM
—OL] The proposal/initiative requires the riseuse of operational appropriations, as explained below:
Commitment apprepiiationsappropriations in EUR million (to

tlaeethree decimal places)
Y ear
N Year Year Year Enter as many years as necessary to show the
Indicate N+1 N+2 N+3 denatienduration of the impact (see point TOTAL
objectives 1.6)
anziad OUTPITSOUTPUTS
outputs p
Type oo BCo sy
. Ay . Total Ao
.Jj 81 Aver N-ef& j ! oatrle
Type® | Aver = @ C :
Cost o {o14 Cost 10StL | Total
N age | F | = a4 | ... — | 4 1A o | A o

= cost Cost 9] Ne-cost !
€ 4
o ? i
;' Cost 3
Cost 1
:
9
9
9

SPECIFIC OBJECTIVE No -l-"él=82

Y

- Output

- Output

- Output

Subtotal for specific objective No 1

SPECIFIC OBJECTIVE No 2....

- Output

Subtotal for specific objective No_2
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3.2.3.  EstimateriEstimated impact on EBA ewrtand ESMA's huwmornhuman resources
3.2.3.1. Summary
—OL] The piopeselproposal/initiative does not require the use of appropriations of enan adminis

—+M The proposal/initiative requires the use of apprepi’iatiensappropriations of an administrati
below:

EUR million (to three decimal places)

2022

2023

2024

2026

2027

TOTAL

agents (AD Grades)
EBA and

+346]]

404

2694
3.061

17,701

Temporary
(AST grades)

agents

Contract staff

Seconded National

Experts

TOTAL

34
1.404

3.309

3.309

3.309

3.309

17,701

Staff requirements (FTE).

2022

2023

2024

2025

2026

2027

TOTAL

I5

(S

S

S

(S

(S

(=

Authorities share,




Contract staff

n ional

Experts

R

(S

S

S

S

B

S

Temporary agents (AD
Grades) EBA=15,
ESMA=2

17

17

17

17

17

17

Temporary  agents
(AST grades)

Contract staff

Seconded National
Experts

It is forecast thetthat:




° Foll-staffing-will be-achieved-in2023-and-appreximativelyApproximatively 50% of the required st
be recruited in that year, approximatively 50% of the additional 3 posts required for 2023 will be r
and full staffing will be achieved in 2024,

3.2.3.2. Estimated requirements of human resources for the parent DG
M The proposal/initiative does not require the use of human resources.

00 The proposal/initiative requires the use of human resources, as explained below:

Estimate to be expressed in full amounts (or at most to one decimal place)

Enter as many years as

Year Year Year Year necessary to show the
N N+1 N+2 N+3 duration of the impact

(see point 1.6)

¢ Establishment plan posts (officials
and temporary staff)

XX 01 01 01 (Headquarters and
Commission’s Representation
Offices)

XX 01 01 02 (Delegations)

XX 01 0501 (Indirect research)

10 01 05 01 (Direct research)

* External staff (in Full Time Equivalent
unit: FTE)*%4

XX 010201 (AC, END, INT from
the ‘global envelope’)

XX 010202 (AC, AL, END, INT
and JPD in the Delegations)

| -at

6884 AC = Contract Staff; AL = Local Staff; END = Seconded National Expert; INT = agency staff; JPD = Junior Professionals in De
85 9H N Ao N : : Il .",

1Z 10 Xterna A 0 d DV Op AUlonal appropria



Headquarters
2086

XX 01 04 o

Yy Delegations

XX 01 0502 (AC, END, INT —
Indirect research)

10 01 05 02 (AC, END, INT —
Direct research)

Other budget lines (specify)

TOTAL

XX is the policy area or budget title concerned.

The human resources required will be met by staff from the DG who are already assigned to management of
within the DG, together if necessary

+th g an-Agricuttural-Fun velopmen RD)-and-the Europea

with any additional allocation which may be granted to the managing DG under the annual allocation proced
budgetary constraints.

Description of tasks to be carried out:

Officials and temporary staff

External staff

Description of the calculation of cost for FTE units should be included in the Annex V, section 3.




3.2.4.  Compatibility with the current multiannual financial framework
M The proposal/initiative is compatible the current multiannual financial framework.

0] The proposal/initiative will entail reprogramming of the relevant heading in the multiannual financial framework.

[Explain what reprogramming is required, specifying the budget lines concerned and the corresponding amounts.

O The proposal/initiative requires application of the flexibility instrument or revision of the multiannual financial framework™?®’.

[Explain what is required, specifying the headings and budget lines concerned and the corresponding amounts.

3.2.5.  Third-party contributions

The proposal/initiative does not provide for co-financing by third parties.
The proposal/initiative provides for the co-financing estimated below:

EUR million (to three decimal places)

2022 2023 2024 2025 2026 2027 Total

Industry fees™*® EBA 2234 | 3669 | 3469 | 3469 | 3469 | 3469 | 19779
3,957 | 4042 | 4042 | 4,042 | 4042 | 22359
TOTAL  appropriaions | 2234 | 2.669 | 3469 | 3469 | 2469 | 3469 | 19779
co-financed 3957 | 4.042 | 4.042 | 4042 | 4,042 | 22359

EUR million (to three decimal places)

#87 See Articles and of Council Regulation (EU, Euratom) No /2020 laying down the multiannual financial framework for the years 2021-2027.

7288

EN

100% of the cost of implementing the proposal will be covered by fees.
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2022

2023 2024 2025 2026 2027 Total
National 0,115 0,230 0,230 0,230 0,230 0,230 1,265
Competent  Authorities
contribution to ESMA7#
TOTAL  appropriations | (0,115 0,230 0,230 0,230 0,230 0,230 1,265

co-financed

| 2% 60% of the total estimated cost (the EU contribution having been estimated at 40%) plus a 60% share of the employer’s pension contributions

EN
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3.3. Estimated impact on revenue
M The proposal/initiative has no financial impact on revenue.
00 The proposal/initiative has the following financial impact:
0] on own resources
O on other revenue

LI please indicate, if the revenue is assigned to expenditure lines
EUR million (to three decimal places)

Appropriatio Impact of the proposal/initiative?°
Budget revenue line: ns available
for the Year Year Year Year Enter as many years as necessary to show
current N the duration of the impact (see point 1.6)

financial year N+1 N+2 N+3

Article .............

For miscellaneous ‘assigned’ revenue, specify the budget expenditure line(s) affected.

Specify the method for calculating the impact on revenue.

ANNEX

| #%  As regards traditional own resources (customs duties, sugar levies), the amounts indicated must be net amounts, i.e. gross amounts after deduction of 20 % for collection costs.

EN 163 EN



General Assumptions

Title I — Staff Expenditure

The following specific assumptions have been applied in the calculation of the staff expenditure based upon the identified staffing needs explained

below:

Additional staff hired in 2022 are costed for 6 months given the assumed time needed to recruit the additional staff:, The 3 additional

lbg additional staff. Full staffing will be achieved in 2024.

The average annual cost of a Temporary Agent is EUR 150 000, of a Contract Agent is EUR 85 000 and for a seconded national
expert is EUR 80 000, all of which including EUR 25 000 of ‘habillage’ costs (Buildings, IT, etc.);

The correction coefficients applicable to staff salaries in Paris (EBA and ESMA) is 117.7;

Employer’s pension contributions for Temporary-Agents-and-Contract Agents have been based upon the standard basic salaries
included in the standard average annual costs, i.e. EUR 93-790-and EUR-50-459respeetively95 660;

All additional Temporary Agents are AD3Ss.

Title Il — Infrastructure and operating expenditure

Costs are based upon multiplying the number of staff by the proportion of the year employed by the standard cost for ‘habillage’, i.e. EUR 25 000.

Title Il — Operational expenditure

Costs are estimated subject to the following assumptions:

EN

Translation cost are set at EUR 350 000 per year for the EBA.

The one-off IT costs of EUR 506-606500 000 for the EBA sreare assumed to be implemented over the two yensyears 2022 endand
2023 on the basis of a 50% - 50% split. Yearly maintenance costs feifor the EBA are estimated etat EUR 56-66050 000.

On-site yearly supervision costs for the EBA meare estimated at EUR 200.000.

164
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The estimations presented heie-obevehere above result in the following costs peiper year:

he&éiﬂgm of multiannual . . H%&d*ﬂg—léﬁl‘p}%k‘m%tﬁfmmﬂ—&—pigﬁ&l
Iﬂum!zer
‘frameworkfinancial framework
. Coouliitments =) 0,188 0,375 0375 0,375 0,375 0.375 2.063
: Payvments (&5 0488 D375 0375 0375 0375 D375 2063
' Payvments £ H800 6800 0,600 0,600 0-600 £5:600 4-000
..
M”f 2% | 2234 3669 3469 3469 3469 3469 19779
10, 5
. Constané
Pricese o oo o®
Constant
EBA: <> 2022 2023 2024 2025 2026 2027 TOTAL Prices
Commitments o 1246| 2.744| 2992 2992| 2992| 2992 | 15958
Title I; Payments Q2 1246 | 2744 2992 2992 | 2992 2992| 15958
o Commitments (a) 0,188 | 0.413| 0.450| 0450| 0450| 0450| 2401
Payments Qa) 0,188 | 0.413| 0.450| 0450| 0450| 0450| 2401
Tide 3. Commitments Ga) 0.800 | 0,800 | 0,600| 0,600| 0,600| 0,600| 4.000
Payments (3b) 0.800 | 0,800| 0,600| 0,600| 0,600| 0,600| 4.000
Commimens | | 2234| 3837| 4042| 4042| 4042| 4042 22.359




The piopeselproposal requires the use of operational appreptiatiensappropriations, as explained below:
Clouunituieiit approphationsCommitment appropriations in EUR million (to theethree decimal places) in constant prices

EBA
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Indicate
analobjec

2022

2024

0252

llon |§ 8

2027

tivesand | QUTPUTS

outputs

L

Type’%;

A

A4

A

g | e

kE

Total

cost

SPECIFIC OBJECTIVE

92 .
No %= Direct
supervision

of significant
asset-bae¥etbacket
crypto-asset issuers

cepccee
bt Q‘.lltp}l. =

Output

4.0004,0

Subtotal for specific
objective No 1

SPECIFIC OBJECTIVE
No 2 approval of
amended
. vbto-
white paper submitted by
issuer of significant asset--

i-efs-encedreferenced
token

cepccee
:- Q‘.lltp}l. -

92 As described in point 1.4.2. ‘Specific objective(s)...’

EN
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91

EN

Output |

Subtotal for
specific

objective No 2

AL COST

TOTALCOSTTIOT

0,800

0,800

0,600

0,600

0,600

0,600

4,000

Qutputs are products and

ices to be su

lied (e.g.: number of student exchanges

168

The direct supervisory activities of the EBA shall be fhlly-fimdedfully funded by fees levied from the supervised entities as follows:

EN



EBA

2022 2023 2024 2025 2026 2027 Total

The costs shall be covered | 2,234 | 3;6693| 3;4694| 3;4694| 3;4694| 3;4694 | 195779
100% by fees levied from 957 042 ,042 .042 042 | 22,359
the supervised entities
TOTAL  appropriations | 2234 | 3.6693| 3,4694| 3;4694| 3.4694| 3,4694 | 195779
co-financed 957 042 042 042 042 | 22.359

The coordination activities of ESMA under the DLT pilot regime se e 16 ) C C
shall be funded by their operating budget with EU contributions correspondmg to 40% (amounts mdlcated in table 3.2.1 Summary of estlmated
impact on expenditure) and National Competent Authorities corresponding to 60% (amounts indicated in table 3.2.5 Third countries contribution)
of the total cost.

SPECIFIC INFORMATION

Direct Supervisory powers

The European Banking-and-Markets Authority (EBA) is a special Union body, which was established to protect the public interest by contributing to
the short, medium and long-term stability and effectiveness of the financial system for the Union economy, its citizens and businesses.

While the EBA will need to recruit specialist personnel, the duties and functions to be undertaken to implement the proposed legislation are in line
with the remit and tasks of the EBA.

Specifically, the EBA will need to train and hire specialist to fulfil the duties of the direct supervision as envisaged in this proposal for the
supervision of issuers of significant asset-referenced tokens.

| ANNEXTV

| Listof infi corred-to eles 1220,
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